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Discussion
The Functional description of the PCC framework described in TS 23.503 is described by referencing to TS 23.203 or copying the functional description from TS 23.203 into TS 23.503 with the target to maintain the same functional level.  
The following are a list of PCC framework functional description, the information sent in the SMF and PCF communication and the corresponding event trigger that is set by PCF in the SMF to support this functionality:
	PCC Framework functionality in 23.503
	Functional description in 23.503
	Event trigger in 23.503

	QoS control
	Request for authorization of the request including the requested QoS, the Service Data Flow(s)
	Resource modification request

	Termination Action 
	The SMF informs about the PCC rules for which credit is no longer available together with the applied termination action.
	Out of credit

	Policy Control
	The PCF instruct to request PCC Rules for the PDU session within a revalidation time.  

The SMF requests PCC Rules for the PDU session before the revalidation time expires.
	Enforced PCC rule request

	Policy Control
	The PCF instructs to provide the ANCI for a PCC Rule(s). The SMF reports the assigned Access Network Charging identifier for a PCC rule(s).
	Access Network Charging Correlation Information

	Usage Monitoring
	The PCF provides a threshold for a Monitoring Key. The SMF informs that the usage threshold for a Monitoring Key is reached together with the accumulated usage.
	Usage report

	Application Detection and Control
	The SMF reports the Start of application traffic detection and Stop of application traffic detection events shall trigger an interaction with PCRF unless the corresponding PCC Rule include a request to mute such notifications.
	Start of application traffic detection and Stop of application traffic detection

	Policy Control
	The PCF requests ANI per PCC Rule. The SMF reports per PCC rule the corresponding ANI. 
	Access Network Information report

	Credit Management
	The SMF reports a credit management session failure and to indicate the failure reason, and the affected PCC/ADC rules. Triggered when the SMF detects that the credit management session is terminated but the PDU session remains.
	Credit management session failure

	Policy Control
	The SMF informs that PCC Rules were removed.
	Removal of PCC rule

	QoS control
	The SMF informs that the QoS targets indicated in a PCC Rule(s) are not fulfilled.
	QoS targets of the QoS Flow cannot be fulfilled


Table 1. PCC framework functionality and triggers for PCC authorization (1).
The list of so called “event triggers” are triggers in the SMF to request PCC Rules for a PDU session due to the fact that the installed PCC Rules may not be applicable any longer for one the reasons listed in Table 1. In principle, these conditions are specific of the PCC framework, even if any other NF may be interested on knowing whether e.g. a service run out of credit, the fact that this event is reported for a PCC Rule leads to the conclusions that no other NF, but the PCF can be the receiver of this information. So, any other NF interested in those events may need to request a separate type of reporting, that will not be for a PCC Rule (or for a MK) but for a particular e.g. UE or an application. 

Conclusion 1: Based on the above, any event trigger listed in 23.503 for which the SMF reports the impacted PCC Rule, the impacted MK for a UE and a PDU session as described in Table 1 are PCC framework specific and is better to rename them into “policy authorization triggers”.

All the policy authorization triggers are better placed in the Npcf_SMPolicyControl service as they don’t fit into the so called “Generic Event Exposure Framework” but are specific for the PCC functionality described in TS 23.503. If any of the above event triggers in Table 1 are relevant for the “Generic Event Exposure Framework” then this service should be extended with new EventID(s).
In addition, there are PCC framework functionality that may use the Event Reporting service defined in TS 23.502 for any NF consumer, e.g. to report that a UE changed location or UE entered a PRA. Those are listed below.
	PCC Framework functionality in 23.503
	Functional description in 23.503
	Event trigger in 23.503

	Policy Control
	The UE has moved to another operators' domain.
	PLMN change

	QoS control 
	The subscribed Session AMBR for a UE and DNN has changed
	Session AMBR change

	QoS control
	The subscribed QoS for a UE and DNN has changed
	Default QoS change

	Policy Control
	The access type of the PDU Session has changed.
	Change in type of Access Type 

	Policy Control
	The serving cell of the UE has changed.
	Location change (serving area)

	Policy Control
	The serving area of the UE has changed.
	Location change (serving CN node)

	Policy Control
	The UE is entering/leaving a Presence Reporting Area
	Change of UE presence in Presence Reporting Area 

	Policy Control
	A UE IP address has been allocated/released
	UE IP address change 

	Policy Control
	The tracking area of the UE has changed.
	Location change (tracking area)


Table 2. PCC framework functionality and triggers for PCC authorization (2).

The list of so called “event triggers” are triggers in the SMF to request PCC Rules for a particular PDU session due to the fact that the installed PCC Rules may not be applicable any longer for one the reasons listed in Table 2. In principle, these conditions are not specific of the PCC framework, even if any other NF may be interested on knowing whether e.g. the UE changed location, but the event is reported for a specific PDU session, and not for a specific UE, so the SMF needs to have a different behaviour for the list of above event triggers anyway. Note that the event triggers related to change in subscribed values of both session AMBR and default QoS were introduced for the PCC framework only so in principle a NF that may want to know on changes on subscribed values may use the Generic Exposure Service instead.

Conclusion 2: Based on the above, any event trigger listed in Table 2 for which the SMF reports an event for a UE and a PDU session are PCC framework specific and is better to rename them into “policy authorization triggers” as well. As an alternative option, the SMF event exposure service may be extended to report the list of SMF events for a PDU session and a UE escribed in Table 2 as PCC framework requires.
Proposal

A CR to 23.503 proposes to define event triggers listed in Table 1 and Table 2 as policy authorization triggers, manage by the Npcf_SMPolicyControl service. Alternatively, the extension of the Nsmf_EventExposure service operation to allow subscription and reporting of event per UE and PDU session, in Table 2, is also valid for PCC framework functionality.
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