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          ****************Start of changes ****************
5.2.2
Roaming architecture

Figure 5.2.2-1 shows the local breakout roaming policy framework architecture in 5G:
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Figure 5.2.2-1: Overall roaming reference architecture of policy and charging control framework for the 5G System - local breakout scenario
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Figure 5.2.2-1a: Overall roaming reference architecture of policy and charging control framework for the 5G System - local breakout scenario (reference point representation)

NOTE 1:
In the LBO architecture, the PCF in the VPLMN may interact with the AF in order to generate PCC Rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN for PCC Rule generation.

NOTE 2:
In the LBO architecture, N24 can be used to deliver access and mobility policy information and UE access selection and PDU Session selection policy from the PCF in the HPLMN to the PCF in the VPLMN. The PCF in the VPLMN can also provide access and motility policy information without contacting the PCF in the HPLMN.

Figure 5.2.2-2 shows the roaming policy framework architecture (home routed scenario) in 5G:
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Figure 5.2.2-2: Overall roaming reference architecture of policy and charging control framework for the 5G System - home routed scenario
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Figure 5.2.2-2a: Overall roaming reference architecture of policy and charging control framework for the 5G System - home routed scenario (reference point representation)
NOTE 3:
All functional entities as described in Figure 5.2.1-1 non-roaming scenario applies also to the HPLMN in the home routed scenario above.
          **************** Next change ***************
6.1.1.x
Policy decisions based on network analytics
Policy decisions based on network analytics is a function that allows PCF taking actions related to the network analytics reported by the NWDAF as defined in 23.501 [2]. The requested and reported analytics type are identified by an analytics type ID and the scope of the analytics type is identified by the context ID. 
The PCF may subscribe to notifications of network analytics using the Nnwdaf_Events_Subscription_Subscribe service operation including the analytics type ID “load level”, the context ID “network slice instance”.and the conditions for reporting.
When the conditions for reporting are a threshold value, then the NWDAF notifies the PCF when the load level for a network slice instace is above the threshold and then when the load level is below the threshold. When the conditions for reporting are a time period then the NWDAF notifies the PCF at the time the time period is reached. Notifications are performed using Nnwdaf_Events_Subscription_Notify service operation including the analytics type ID “load level”, the context ID “network slice instance” and the “analytics type information”, The PCF may cancel subscription to network analytics using Nnwdaf_Events_Subscription_Unsubscribe service operation including the analytics type ID that is unsubscribed. 

The PCF may request a report of a specific analytic type ID to the NWDAF using the Nnwdaf_Analytics_Info_Request service operation. The NWDAF provides the analytics type information to the PCF at the time of the request.

The PCF uses the network analytics as input to its policy decision to apply operator defined actions for example for the UE context(s) or PDU session(s).
          ****************Next change ****************
6.2.9
Network Data Analytics Function (NWDAF)

NWDAF is defined in TS 23.501 [2] 


          **************** End of changes ****************
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