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Abstract of the contribution: This contribution proposes a solution for key issue 4.
Introduction
This P-CR proposes solution for Key Issue 4: reduce overhead for repetitive non-successful privacy verification.
In this solution, GMLC is responsible for privacy verification based on information from PPR and UE:
· PPR is a network function defined in 3GPP TS 23.271, it is proposed to reuse it to store the subscriber LCS Privacy Profile (SLPP).
· UE may also provide the privacy setting to the network when user changes the setting. This information is more dynamic.
GMLC performs privacy check based on the information above.
Proposal
It is proposed to add a solution for Key Issue 4.
[bookmark: _Toc399511925][bookmark: _Toc324232210][bookmark: _Toc326248701][bookmark: _Toc399743733][bookmark: _Toc248905717]* * * Start of Change * * * *
[bookmark: _Toc505246089][bookmark: _Toc435670436][bookmark: _Toc436124714][bookmark: _Toc484181145]6.X	Solution #X: Solution for privacy verification
[bookmark: _Toc505246090]6.X.1	Introduction
Editor's Note:	This clause lists the key issue(s) addressed by this solution.
This solution addresses Key Issue 4: Reduce overhead for repetitive non-successful privacy verification.
[bookmark: _Toc505246091]6.X.2	Functional Description
Editor's Note:	This clause outlines solution principles and documents any assumptions made.
GMLC is responsible for privacy verification based on information from PPR and UE. The function of PPR and procedure between GMLC and PPR could be found in TS 23.271.
This solution mainly focuses on how does UE provide privacy setting to GMLC. That is, once user has changed the Privacy Setting on UE, the UE updates network with such changes with network. Such updating involves PCF, GMLC and network side. The updated privacy setting then stored in GMLC. When LCS request arrives, the GMLC performs the privacy verification as defined in TS 23.271.
[bookmark: _Toc505246092]6.X.3	Procedures
Editor's Note: This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc500703491][bookmark: _Toc500706498][bookmark: _Toc500706916]6.X.3.1	Privacy Setting Update
The UE may provide Privacy Setting to GMLC during Registration procedure.


Figure 6.X.3-1: Privacy Setting Update procedure
1.	UE sends Registration Request to AMF. The message includes the privacy setting, e.g. allowed service type.
2.	AMF sends Npcf_AMFPolicyControl_Get to PCF including the privacy setting. PCF may change the privacy setting based on operator policy.
3.	PCF sends Npcf_AMFPolicyControl_Get Response to AMF. The PCF provides the updated privacy setting to AMF.
4.	AMF sends Privacy Setting Update to GMLC. The message includes the UE ID and privacy setting received from PCF.
5.	GMLC stores the privacy setting and sends Privacy Setting Update ACK to AMF.
6.	AMF sends Registration Accept to UE. The message includes the privacy setting accepted by network.
6.X.3.2	Privacy Verification
When GMLC receives LCS Service Request from External Client, it performs privacy verification based on information from PPR and UE. If the location service request is to be barred, GMLC shall terminate the request towards the External client with appropriate error code. Otherwise, the GMLC requests location from AMF.
[bookmark: _Toc505246093]6.X.4	Impacts on existing entities and interfaces
Editor's Note: This clause describes impacts to existing entities and interfaces.
Impacted entities:
-	UE provides privacy setting to AMF.
-	AMF:
-	Receive privacy setting from UE
-	Send the UE provided privacy setting to PCF and receive updated setting from PCF.
-	PCF decides the privacy setting based on UE provided setting and operator policy.
-	GMLC receives privacy setting from AMF and performs privacy check based on the setting.
Impacted interfaces: 
-	N1, N15 and NLg interfaces are impacted to transfer privacy setting.
[bookmark: _Toc505246094][bookmark: _Hlk500857602]6.X.5	Evaluation
Editor's Note: This clause provides an evaluation of the solution.
* * * End of Change * * * *
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