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Abstract of the contribution: This contribution adds architectural principles for wireline access.
Introduction
5GC is defined to be an access agnostic core network that can provide support for different access types. In release 15 there is support for 3GPP radio and untrusted non-3GPP access and in this study, we are adding support for trusted non-3GPP access and for wireline access.
To avoid that 5GC get complex with different set of features and procedures for different accesses it is important to maintain the high level architectural principles for how to add support for new accesses that was agreed for rel-15. 

In this paper Ericsson proposes some high level architectural principles for wireline access. The principles are mostly self-explained, see the proposed changes, but the general purpose is that the already defined 3GPP procedures should be re-used for all accesses (wireline in particular). Then there might be an access-specific adaption layer between the UE and the wireline access network needed to be able to use the 3GPP procedures. Compare with untrusted non-3GPP, there is a need in untrusted N3GPP to also maintain the IKE and IPsec SAs which can be seen as an “add-on“ for the 3GPP procedures. 
It is also proposed that CPE connected via fixed access to 5GC shall behave as any “3GPP” UE and that there shall be support for such an UE to be registered, and have PDU sessions with active user plane on both 3GPP access and wireline access at the same time. 

Because of whole-sale deployments and UE behind CPE functionality, AS layer security mechanisms between UE and AGF could be needed. This could include integrity protection and ciphering protection for both control plane and user plane. Therefore, it is expected that the wireline access network should get a UE AS key as result of authentication. These are however aspects that should be discussed by BBF/SA3.
Proposal

It is proposed to update TS 23.501 as follows:
**** First Change ****

4.2.2
Architectural Principles


The following architectural principles applies for N1 capable CPEs/RGs:

1. CPE/RG shall use 3GPP procedures and impact on 3GPP reference points shall be minimized. In particular, the N1 and N2 procedures, messages and information elements shall be re-used for wireline access. 

2. CPE/RG shall behave as an UE.

3. A CPE/RG can be registered and have PDU Sessions with active user planes via multiple accesses at the same time (i.e., via wireline and wireless access).

4. A Wireline Access Network is acting as a (R)AN node towards 5GC. The interfaces between CPE/RG and the Wireline Access Network are not specified by 3GPP but these requirements apply:

a. The interface shall support transport of N1 messages between CPE/RG and the wireline access network. The transport of N1 messages is needed for the registration procedure and for subsequent MM and SM procedures. The wireline access network shall relay the N1 messages un-changed between CPE/RG and N2.

b. For user plane PDU session separation should be supported

c. QoS flows should be supported

d. Support for transport of QFI and RQI parameters shall be supported for each user plane data packet

Editor’s note: Impacts to architecture principles due to security requirements for wireline access are FFS and require input from BBF. 
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