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Abstract of the contribution:
This contribution proposes to rearrange some texts in clause 5.8 User Plane Management.
1
Discussion

There are two sub-clauses in the UP management describing buffering operation in the UPF: § 5.8.2.10 UP Tunnel Management and § 5.8.3.2 Buffering at UPF. In this contribution, it is proposed to rearrange some texts between the two sub-clauses and put reference on detailed operation so that text overlaps can be minimized and readers can understand more clearly.
In addition, there are several editorial and terminology errors. For example, the following applies:
- PDU Session was activated/deactivated ( UP connection of the PDU Session is activated/deactivated
2
Proposal

The following text is proposed to be updated to TS 23.501.
***** Start of Change # 1 *****
5.8
User Plane Management

5.8.1
General

User Plane Function(s) handle the user plane path of PDU Sessions. 3GPP specifications support deployments with a single UPF or multiple UPFs for a given PDU Session. 
The number of UPFs supported for a PDU Session is unrestricted.
For IPv4 or IPv6 type PDU Sessions, the PDU Session Anchor may be IP anchor point of the IP address/prefix allocated to the UE. For an IPv4 type PDU Session or an IPv6 type PDU Session without multi-homing, when multiple PDU Session Anchors are used (due to UL CL being inserted), only one PDU Session Anchor is the IP anchor point for the PDU Session. For an IPv6 multi-homed PDU Session there are multiple IP (IPv6) anchor points as described in clause 5.6.4.3.
If the SMF had requested the UPF to proxy ARP or IPv6 Neighbour Solicitation for an Ethernet DNN, the UPF should respond to the ARP or IPv6 Neighbour Solicitation Request, itself.
Deployments with one single UPF used to serve a PDU Session do not apply to the Home Routed case and may not apply to the cases described in clause 5.6.4.

Deployments where a UPF can only be controlled by a single SMF and multiple SMFs (for different PDU Sessions) are both supported.
UPF traffic detection capabilities may be used by the SMF in order to control at least following features of the UPF:

-
Traffic detection (e.g. classifying traffic of IP type, Ethernet type, or unstructured type)
-
Traffic reporting (e.g. allowing SMF support for charging).

-
QoS enforcement (The corresponding requirements are defined in clause 5.7).

-
Traffic routing (e.g. as defined in clause 5.6.4. for UL CL or IPv6 multi-homing).

UPF selection is performed by SMF. The details of UPF selection is described in clause 6.3.3.

***** Start of Change # 2 *****
5.8.2.10
UP Tunnel Management

5GC shall support per PDU Session tunnelling on N3 between (R)AN and UPF and N9 between UPFs. If there exist more than one UPF involved for the PDU Session, any tunnel(s) between UPFs (e.g. in case of two UPFs, between the UPF that is an N3 terminating point and the UPF for PDU Session Anchor) remains established when a UE enters CM-IDLE state. In the case of downlink data buffering by UPF, when mobile terminated (MT) traffic arrives at the PDU Session Anchor UPF, it is forwarded to the UPF which buffer the data packet via N9 tunnel. See clause 5.8.3 for more details on UPF buffering. 
In case of Home Routed roaming, the SMF in HPLMN is not aware of the UP activation state of a PDU Session.
When the UP connection of the PDU Session is deactivated, the SMF may release the UPF of N3 terminating point. In that case the UPF (e.g. the Branching Point/UL CL or PDU Session Anchor) connecting to the released UPF of N3 terminating point will buffer the DL packets. Otherwise, when the UPF with the N3 connection is not released, this UPF will buffer the DL packets.
When the UP connection of the PDU Session is activated due to a down-link data arrived and a new UPF is allocated to terminate the N3 connection, a data forwarding tunnel between the UPF that has buffered packets and the newly allocated UPF is established, so that the buffered data packets are transferred from the old UPF that has buffered packets to the newly allocated UPF via the data forwarding tunnel
.
For a PDU Session whose the UP connection is deactivated and the SMF has subscribed the location change notification, when the SMF is notified of UE's new location from the AMF and detects that the UE has moved out of the service area of the existing intermediate UPF, the SMF may decide to maintain the intermediate UPF, remove the established tunnel between UPFs (in case of removal of the intermediate UPF) or reallocate the tunnel between UPFs (in case of reallocation of the intermediate UPF).
***** Start of Change # 3 *****
5.8.3
Explicit Buffer Management

5.8.3.1
General
5GC supports buffering of UE's data packets for deactivated PDU Sessions.
Support for buffering in the UPF is mandatory and optional in the SMF.
5.8.3.2
Buffering at UPF

5.8.3.2.1
General
The SMF provides instructions to the UPF for at least the following behaviours:

-
buffer without reporting the arrival of first downlink packet,

-
buffer with reporting the arrival of first downlink packet, or

-
drop packet.

When the UP connection of the PDU Session is deactivated and the SMF decides to activate buffering in UPF for the session, the SMF shall inform the UPF to start buffering packets for this PDU Session.

Buffering in the UPF may be configured based on timers or the amount of downlink data to be buffered. The SMF decides whether buffering timers or amount of downlink data are handled by the UPF or SMF.
After starting buffering, when the first downlink packet arrives, UPF shall inform the SMF if it is setup to report. UPF sends a downlink data notification message to the SMF via N4 
unless specified otherwise and indicates the user plane path on which the downlink packet was received.
When the UP connection of the PDU Session is activated, the SMF updates the UPF of the change in buffering state. The buffered data packets, if any, are then forwarded to the (R)AN by the UPF.
If the UP connection of the PDU Session has been deactivated for a long time, the SMF may indicate the UPF to stop buffering for this PDU Session.


5.8.3.3
Buffering at SMF
When the UP connection of the PDU Session is deactivated and the SMF supports buffering capability, the SMF may decide to activate buffering on SMF, the SMF shall inform the UPF to start forwarding the downlink data packets towards the SMF.

When the UP connection of the PDU Session is activated, if there are buffered packets available and their buffering duration has not expired, the SMF shall forward those packets to the UPF to relay them to the UE. These packets are then forwarded by the UPF to the (R)AN.
***** End of Changes *****
�This is redundant, since there exists the same text in the bottom of this clause.


�The deleted text can be found in clause 5.8.3.2


�This text can be moved from clause 5.8.3.2 Buffering at UPF.


�This comes from the deleted text in clause 5.8.2.10


�The text can be moved to clause 5.8.2.10 UP Tunnel Management.
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