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Abstract of the contribution: This document proposes to define the procedures for policy management when AMF relocation.
1 Introduction
In clause 4.16.1.1 of TS23.502, there is an editor’s note need to be resolved:
4.16.1
UE Context Establishment

4.16.1.1
General

There are two cases considered for UE Context Establishment:

1.
UE registration with the network.
2.
The AMF relocation in handover procedure.
Editor's note:
The UE Context Establishment procedure for case 2 is to be defined after the inter AMF handover procedure is clear.
This document proposes to resolve the yellow highlighted Editor’s note. Furthermore, in addition to handover procedure, the AMF relocation may also happen in UE registration procedure. We propose to clarity this.
2 Discussion

In last meeting, for the AMF relocation case, we have agreed that the new AMF may re-use the same PCF selected by the old AMF, and the new AMF will re-use the same PCF to obtain the UE policy. The detailed procedures for policy management between the PCF and AMF needed to be defined. There are following 5 cases needed to be covered:

· Case 1: UE move from an old AMF1 to a new AMF2 in the same H-PLMN. (only one H-PCF1 is needed), and new AMF2 only updates UE Context with the same H-PCF(based on the proposed solution); 
· Case 2: UE move from an old AMF1 to a new AMF2 in the same V-PLMN. (one V-PCF1 and one H-PCF2 is needed, and ); the new AMF2 only updates UE context with the same V-PCF1 and H1-PCF(based on the proposed solution);
· Case 3: UE move from an old AMF1 to a new AMF2 in different V-PLMN. (one V-PCF3 and one H-PCF2 is needed ); the new AMF2 needs establish UE Context with the new V-PCF3 and update the UE Context with the H-PCF(based on the proposed solution);
· Case 4: UE move from an old AMF1 in H-PLMN to a new AMF2 in V-PLMN; (one V-PCF1 and one H-PCF2 is needed ); the new AMF2 needs establish UE context with the new V-PCF2 and update the UE context with the H-PCF(based on the proposed solution);
· Case 5: UE move from an old AMF1 in V-PLMN to a new AMF2 in H-PLMN. (only one H-PCF2 is needed ); the new AMF2 only updates the UE context with H-PCF2(based on the proposed solution).
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Figure 1 Use cases
For simplicity, we just discuss the case 1 for the case of registration procedure in this part. There are two alternatives when the PCF is reused followed:
Solution 1: 

· The new AMF always contacts the PCF to obtain the UE policy and also register to the PCF for the updated UE policy notification;

· The old AMF triggers the UE context deletion with the PCF when received the UDM UE context deletion regardless whether the PCF is reused by the new AMF.
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Figure 2 Solution 1
Solution 2: 
· When the new AMF determines to reuse the PCF to retrieve UE policy, the new AMF sends Npcf_AMPolicyControl_Update to notify the PCF to update UE context by updating the service consumer;

· When the new AMF register to the PCF successfully, the new AMF notify the old AMF it use the PCF selected by the old AMF via Namf_Communicaiont_registrationComplete , the old AMF delete the local UE context without initiating the Npcf_AMPolicyControl_delete service to the PCF.
· For the case the new AMF does not reuse PCF used by the old AMF, the new AMF perform PCF selection and contact with the PCF and the old AMF initiate the delete service to its’ PCF.
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Figure 3 Solution 2
For simplicity, when the new AMF reuses the PCF selected by the old AMF, the PCF just need to update the service consumer without interaction with the old AMF and the old AMF just need to delete the UE context locally when it received the deletion request from UDM.
Proposal: when new AMF uses the PCF selected by the old AMF, the new AMF just initiate update service to the PCF and the PCF updates the local UE context without interaction with old AMF.
3
Proposal

The following changes are proposed to TS23.502.
******************* Start of Changes ************************
4.16.1
UE Context Establishment

4.16.1.1
General

There are two cases considered for UE Context Establishment:

1.
UE registration with the network.
2.
The AMF relocation in handover procedure.

4.16.1.2
UE Context Establishment during Registration
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Figure 4.16.1.2-1: UE Context Establishment during Registration

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF:

1.
Based on local policies, the AMF decides to establish UE Context with the (V-)PCF during Registration procedure then steps 2 to 3 are performed under the conditions described below.
2.
[Conditional] The AMF sends Npcf_AMPolicyControl_Get to the (V-)PCF to retrieve the access and mobility control policy. The request includes the following information: SUPI, subscription notification indication and, if available, Service Area Restrictions, RFSP index, GPSI which are retrieved from the UDM during the update location procedure, and may include Access Type and RAT, PEI, ULI, UE time zone, Serving Network. In roaming scenario, the V-PCF contacts the H-PCF.

3.
The (H-)PCF gets policy subscription related information if not available from the UDR using Nudr_User_Data_Management query service operation and makes a policy decision. In roaming scenario, the H-PCF responds to the V-PCF, then the (V-)PCF responds to the Npcf_AMPolicyControl_Get service operation, and provides Access and mobility related policy information and UE access selection and PDU Session selection related policy information. The AMF is implicitly subscribed in the PCF to be notified of changes in the policies.
Editor's note:
For Service Area Restrictions adjusted by the V-PCF in roaming case, whether the V-PCF acknowledges the UE Context Establishment Request directly or combines them with the other polices from the H-PCF is FFS.

4.
[Conditional] The AMF deploys the Access and mobility related policy information which includes storing the Service Area Restrictions, provisioning the UE access selection and PDU Session selection related policy information and Service Area Restrictions to the UE and provisioning the RFSP index and Service Area Restrictions to the RAN as defined in TS 23.501 [2].

5.
The PCF may subscribe to events detected and triggered by the AMF sending the Namf_EventExposure_Subscribe operation. The PCF provides the list of event triggers to report. The PCF determines the AMF instance form information received in Npcf_AMPolicyControl_Get service operation.

6.
The AMF acknowledges the subscription from the PCF.
4.16.1.3
UE Context Establishment during AMF relocation
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Figure 4.16.1.3-2 UE context establishment during AMF relocation
This procedure concerns the following scenarios: 

· Case 1: New AMF is in VPLMN and old AMF is in HPLMN;

· Case 2: New AMF and old AMF in the different V-PLMNs. 
1.
The new AMF retrieves the UE context from old AMF.
2.
When the PCF ID is provided by the old AMF, the new AMF selects a new V-PCF via exchange with V-NRF, and the new AMF sends Npcf_AMPolicyControl_Get with old H-PCF ID and indication, the indication is used to notify the V-PCF initiates Npcf_AMPolicyControl_Update service with old H-PCF.

3.
The new V-PCF sends Npcf_AMPolicyControl_Update to notify the H-PCF to update the UE context.
4.
The H-PCF updates the UE context by deleting the old AMF ID and adding the new V-PCF ID.

5.
The H-PCF responds to new V-PCF the Npcf_AMPolicyControl_Update response. 
6.
The new V-PCF sends Npcf_AMPolicyControl_Get response to the new AMF. 
NOTE Y: When Npcf_AMPolicyControl_Update from the H-PCF is failed, the new AMF also performs H-PCF selection and initiates UE context establishment procedure specified for UE Context Establishment during registration in clause 4.16.1.2.
4.16.1.X 
UE Context Update during AMF relocation
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Figure 4.16.1.3-1 UE context Update
This procedure concerns the following scenarios: 

· Case 1: New AMF and old AMF is in the same HPLMN (non-roaming scenario);

· Case 2: New AMF and old AMF in the same V-PLMN (roaming scenario); 

· Case 3: New AMF is in HPLMN and old AMF is in V-PLMN (roaming to non-roaming mobility).

In the case 2, the PCF should be V-PCF and in case 1 and 3, the PCF should be H-PCF.
1.
The new AMF retrieves the UE context from old AMF.
2.
When the PCF ID is provided by the old AMF, the new AMF sends Npcf_AMPolicyControl_Update to the PCF identified by the PCF ID to update the UE context.
3.
The PCF updates the UE context by deleting the old AMF ID and adding the new AMF ID.

4.
The PCF responds to the AMF with Npcf_AMPolicyControl_Update response. 
NOTE X: When Npcf_AMPolicyControl_Update is failed, the new AMF performs PCF selection and initiates UE context establishment procedure as specified for UE Context Establishment during registration in clause 4.16.1.2. 
******************* Start of Next change ***********************
5.2.5
PCF Services
5.2.5.1
General

The following table illustrates the PCF Services.

Table 5.2.5.1-1: NF services provided by PCF

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer (s)

	Npcf_AMPolicyControl
	Get
	Request/Response
	AMF, PCF

	
	Update
	Request/Response
	AMF, PCF

	
	UpdateNotify
	Subscribe/Notify
	AMF, PCF

	
	Delete
	Request/Response
	AMF

	Npcf_Policy Authorization
	Create
	Request/Response
	AF, NEF

	
	Update
	Request/Response
	AF, NEF

	
	Delete
	Request/Response
	AF, NEF

	
	Notify
	Subscribe/Notify
	AF, NEF

	
	Subscribe
	
	AF, NEF

	
	Unsubscribe
	
	AF, NEF

	Npcf_SMPolicyControl
	Get
	Request/Response
	SMF

	
	UpdateNotify
	Subscribe/Notify
	SMF

	
	Delete
	Request/Response
	SMF


5.2.5.2
Npcf_AMPolicyControl service

5.2.5.2.1
General

Service description: This service provides access control and mobility management related policies to the AMF, UE Route Selection Policy to the UE via the AMF, which includes the following functionalities:

-
Create policies based on the request from AMF during UE Registration;

-
Notify AMF of the updated policies which are subscribed; and

-
Delete policies for an UE.

5.2.5.2.2
Npcf_AMPolicyControl_Get Service Operation

Service operation name: Npcf_AMPolicyControl_Get
Description: Provides the requested policy to the NF Consumer.
Inputs, Required: SUPI, Subscription to notification indicator.

Inputs, Optional: Access Type, Permanent Equipment Identifier, GPSI, User Location Information, UE Time Zone, Serving Network, RAT type, List of Service Area Restriction elements.

Outputs, Required: The requested policy of the UE, such as Service Area Restrictions, RFSP Index and URSP.
Outputs, Optional: None.

See clause 4.2.2.2.2 (step 16 and 17) for the detail usage of this service operation for AMF. In step 16, the AMF requests the PCF to apply operator policies for the UE; in step 17, the PCF acknowledges AMF with requested policy.

See clause A.4.1.2 (step 2 and 3) in TS 23.501 [2] for the detail usage of this service operation for AMF. In step 2, the AMF requests the PCF to apply operator policies for the UE; in step 3, the PCF acknowledges AMF with requested policy.

See clause A.4.2.1 (step 1b and 4c) in TS 23.501 [2] for the detail usage of this service operation for AMF. In step 1b, the AMF requests the PCF to apply operator policies for the UE; in step 4c, the PCF acknowledges AMF with requested policy.

5.2.5.2.3
Npcf_AMPolicyControl_UpdateNotify Service Operation

Service operation name: Npcf_AMPolicyControl_UpdateNotify
Description: Provides updated policy to the NF Consumer.

NOTE:
This notification corresponds to an implicit subscription.

Inputs, Required: SUPI, Updated Policies such as Service Area Restrictions, RFSP Index and URSP.

Inputs, Optional: None.

Outputs, Required: Success or Failure.

Outputs, Optional: None.

See clause A.4.2.1 (step 5) and clause A.4.2.2 (step 5) in TS 23.501 [2] for the detail usage of this service operation for AMF. In those steps, the updated UE policies are provided to the AMF by the PCF/H-PCF

5.2.5.2.4
Npcf_AMPolicyControl_Delete Service Operation

Service operation name: Npcf_AMPolicyControl_Delete
Description: Provides means for the NF Consumer to delete the context of UE related policy.
Inputs, Required: SUPI.

Inputs, Optional: None.
Outputs, Required: Success or Failure.

Outputs, Optional: None.
See clause 4.2.2.2.2 (step 20 and 21) for the detail usage of this service operation for AMF. In step 20, the old AMF requests to delete the UE context in the PCF; in step 21, the PCF deletes the UE context and acknowledges the old AMF.

See clause 4.3.2 (step 2 and 3) in TS 23.501 [2] for the detail usage of this service operation for AMF. In step 2, the AMF initiates the UE Context termination procedure; in step 3 the PCF deletes the session contexts.

5.2.5.2.5
Npcf_AMPolicyControl_Update Service Operation

Service operation name: Npcf_AMPolicyControl_Update
Description: Request the PCF to update the UE’s NF Consumer and provides the policy to the NF Consumer.
Inputs, Required: SUPI.

Inputs, Optional: None.

Outputs, Required: Success or Failure.
Outputs, Optional: Policy of the UE, such Service Area Restrictions, RFSP Index and URSP.
******************* End of Changes *************************
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