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Abstract of the contribution: Changes the Application Triggering procedure to be service based and does editorial clean up in the NEF Services section.
1
Discussion

Editorial Issues:
· The clause 5.2.6.2 "The procedure of "Application Triggering" Service" is placed as an NF Service but is really an E2E procedure. It is proposed to move the clause to the “Specific Services” chapter (as done in TS 23.501). Thus, it would be moved to a new section, 4.13.x

· NEF NF Service table needs to be updated with Nnef_ParameterProvision service, and as well-known consumers to be removed as those are kept in the table.

· Some NF service operations are not aligned with naming convention for NF Services.

Non-Editorial Changes:

· The NEF interaction with the AF for triggering is re-written as a service, instead of a reference to TS 23.682. An Nnef_Trigger service is added.
· Note that the existing Application Trigger service had the following issues that are fixed as part of the re-write

· Step 1 of the Application Trigger Service procedure includes a sentence that says “If the trigger message does not reach the UE first time, the trigger message may still be send again if it is still valid.” This statement describes Application Server behaviour that is somewhat obvious; if trigger delivery fails, it is obvious that the Application Server can re-try. This p-CR proposes to remove the sentence.
· Step 2 of the Application Trigger Service procedure says that the NEF gets the serving NF from the UDM. “Serving NF” normally refers to an AMF, but the NEF is supposed to deliver the trigger to an SMS-SC. Thus, it is not clear if the NEF needs to select an SMS-SC or a “serving node”. Also, step 3 says the “NEF acting as SCEF performs device triggering procedure defined in TS 23.682 [x] clause 5.17.1 and use SMS as defined in clause 4.13.3”.  The referenced procedures in 23.682 say that “The MTC-IWF selects a suitable SMS-SC based on configured information.” So, it is not clear how the NEF determines where to send the trigger (UDM look-up or configuration). The text could have also been interpreted to mean that the NEF gets the UE’s AMF and provides it to the SMS-SC (similar to how the SCEF gets the MME identity and provides it to the SMS-SC).
· Step 4 of the Application Trigger Service procedure shows a trigger response being sent to the Application Server. However, in step 3, when the procedure of 23.682 is referenced, a triggering confirmation and a trigger report is sent. Thus, the procedure effectively sends the report twice to the Application Server and it is not clear that there is both a confirmation message and a delivery report that is sent to the Application Server.    

2
Proposal

This contribution proposes to implement the above corrections to TS 23.502 v 1.3.0.
* * * Start of Change 1* * *

4.13.x
Application Triggering
4.13.x.1
General

The AF invokes the Nnef_Trigger service to request that the network send an Application trigger to the UE.
4.13.x.2
The procedure of "Application Triggering" Service
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Figure 5.17.1-1: Device triggering procedure via T8

1.
The AF determines the need to trigger the device. If the AF has no contact details for the NEF, it may determine the IP address(es)/port(s) of the NEF by performing a DNS query using the External Identifier or using a locally configured NEF identifier. 

2.
The AF invokes the Nnef_Trigger_Request service.

3.
The NEF checks that the AF is authorised to send trigger requests and that the AF has not exceeded its quota or rate of trigger submission over Nnef. If this check fails, the NEF sends an Nnef_Trigger_Request response with a cause value indicating the reason for the failure condition and the flow stops at this step. Otherwise, the flow continues with step 4.
4.
The NEF invokes Nudr_UDM_Query (External Identifier or MSISDN and AF Identifier) to determine if the AF is authorized to trigger the UE, to resolve the External Identifier or MSISDN to IMSI and retrieve the related UDR stored "Routing information" including serving node identities.

NOTE 1:
The NEF may cache authorization information for the UE. However, this may increase the probability of trigger delivery attempt failures when the cached serving node information is stale.  

NOTE 2:
Optionally, mapping from External Identifiers to MSISDN is also provided for legacy SMS infrastructure not supporting MSISDN-less SMS.

5. 
The UDR provides a Nudr_UDM_Query response (IMSI and/or MSISDN and related "Routing information" including the serving node(s) identities, cause). UDR policy (possibly dependent on the VPLMN ID) may influence which serving node identities are returned. If the cause value indicates the AF is not allowed to send a trigger message to this UE, or there is no valid subscription information, or "Absent subscriber" is received from UDR and the validity period of this trigger message is set to zero, the NEF sends an Nnef_Trigger_Request response with a cause value indicating the reason for the failure condition and the flow stops at this step. Otherwise this flow continues with step 6.

6.
The NEF selects a suitable SMS-SC based on configured information. The NEF acts as an MTC-IWF and sends a Submit Trigger (External Identifier or MSISDN, IMSI, AF Identifier, trigger reference number, validity period, priority, serving node ID(s) (if available from UDR), SMS Application port ID, trigger payload, Trigger Indication) message to the SMS-SC.


If the NEF indicates that "Absent subscriber" was received from the UDM, the SMS-SC should not submit the message, but store it directly and send Routing Information for SM to request the UDM to add the SMS-SC address to the Message Waiting List.
7.
The SMS-SC sends a Submit Trigger Confirm message to the NEF to confirm that the submission of the SMS has been accepted by the SMS-SC.

8.
The NEF sends a Nnef_Trigger_Request response to the AF to indicate if the Device Trigger Request has been accepted for delivery to the UE.

9.
The SMS_SC performs MT SMS delivery as defined in clause 4.13.3. The SMS-SC may provide the routing information that it received in step 6 to SMS-GMSC to avoid UDM interrogation. The SMS-SC generates the necessary CDR information and includes the AF Identifier. The SMS Application port ID, which is included in the SM User Data Header, and the Trigger Indication are included in the CDRs in order to enable differentiated charging. The SMS-SC stores the trigger payload, without routing information. If the message delivery fails and is attempted to be delivered again, UDM interrogation will be performed. If the message delivery fails and the validity period of this trigger message is not set to zero, the SMS-SC shall send a SM Message Delivery Status Report to request the UDM to add the SMS-SC address to the Message Waiting list. When the message delivery is later re-attempted, a new UDM interrogation will be performed by the SMS-GMSC using IMSI or MSISDN. UDM interrogations using IMSI shall not be forwarded or relayed to SMS-Router or IP-SM-GWs. The UDM may include up to four serving node identities (MSC or MME, SGSN, IP-SM-GW, AMF) in the response to SMS-GMSC.
10. If the message delivery fails (either directly or when validity period of the trigger message expires) or when the message delivery succeeds, the SMS-SC shall send a Message Delivery Report (cause code, trigger reference number, AF Identifier) to the NEF.
11. The NEF provides a Nnef_Trigger_UpdateNotify message to the AF with a Delivery Report indicating the trigger delivery outcome (e.g. succeeded, unknown or failed and the reason for the failure). The NEF generates the necessary CDR information including the External Identifier or MSISDN and AF Identifier.

12.
In response to the received device trigger, the UE takes specific actions and may take into consideration the content of the trigger payload. This action typically involves initiation of immediate or later communication with the AF.
* * * Start of Change 2* * *

5.2.6
NEF Services

5.2.6.1
General

The following table shows the NEF Services and Service Operations:

Table 5.2.8.1-1: NF Services provided by the NEF

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify


	AF

	
	Unsubscribe
	
	AF

	
	Notify
	
	AF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	Subscribe/Notify


	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF

	Nnef_ParameterProvision
	Update
	Request/Response
	AF

	Nnef_Trigger
	Request
	Request/Response
	AF

	
	UpdateNotify
	Subscribe/Notify
	AF


* * * Start of Change 3* * *














* * * Start of Change 4* * *

5.2.6.2
Nnef_EventExposure service
5.2.6.2.1
Service description

See clause 4.15.3.1.

5.2.6.2.2
Service operations

5.2.6.2.2.1
Nnef_EventExposure_Subscribe operation

Service operation name: Nnef_EventExposure_Subscribe
Description: the consumer subscribes to receive an event, or if the event is already defined in NEF, then the subscription is updated.


Inputs (required): GPSI or External Group Identifier, Event Id(s) (see clause 5.4.2).

Inputs (optional): Reporting options (One-time reporting, Maximum Number of Reports or Monitoring Duration for Monitoring Events).

Outputs (required): Operation execution result indication.
Outputs (optional): First corresponding event report is included, if available (e.g. One-time reporting).
5.2.6.2.2.2
Nnef_EventExposure_Unsubscribe operation

Service operation name: Nnef_EventExposure_Unsubscribe
Description: the consumer deletes an event if already defined in NEF.


Inputs (required): GPSI or External Group Identifier, Event Id(s) (see clause 5.4.2).

Outputs (required): Operation execution result indication.

5.2.6.2.2.3
Nnef_EventExposure_Nofity operation

Service operation name: Nnef_EventExposure_Notify
Description: NEF reports the event to the consumer that has previously subscribed.


Inputs (required): not applicable.

Inputs (optional): not applicable.

Outputs (required): Event Indication.

5.2.6.3
Nnef_PFDmanagement service
5.2.6.3.1
General

5.2.6.3.2
Nnef_PFDmanagement_Fetch service operation

Service operation name: Nnef_PFDManagement_Fetch
Description: Provides the PFDs for Application Identifier to the NF Consumer.


Inputs (required): Application Identifier(s).

Inputs (optional): None.

Outputs (required): Application Identifier, PFDs.
5.2.6.3.3
Nnef_PFDmanagement_Subscribe service operation

Service operation name: Nnef_PFDmanagement_Subscribe
Description: provided by the NEF (PFDF) for NF consumers to explicitly subscribe the notification of changes of PFDs for Application Identifier.


Inputs (required): Application Identifier(s).
Inputs (optional): None.

Outputs (required): None.
5.2.6.3.4
Nnef_PFDmanagement_Notify service operation

Service operation name: Nnef_PFDManagement_Notify
Description: Provides Update PFDs for Application Identifier to the NF Consumer.


Inputs (required): Application Identifier(s), PFDs.

Inputs (optional): None.

Outputs (required): None.
5.2.6.3.5
Nnef_PFDmanagement_Unsubscribe service operation
Service operation name: Nnef_PFDManagement_Unsubscribe
Description: Provides by the NEF (PFDF) for NF Consumer to explicitly unsubscribe the notification of events.


Inputs (required): Application Identifier(s).

Inputs (optional): None.

Outputs (required): None
5.2.6.4
Nnef_ParameterProvision service
5.2.6.4.1
Service description

This service is for allowing external party to provision of information which can be used for the UE in 5GS.

5.2.6.4.2
Service operations

5.2.6.4.2.1
Nnef_ ParameterProvision_Update operation

Service operation name: Nnef_ ParameterProvision_Update

Description: the consumer updates the UE related information (e.g., Expected UE Behaviour).


Inputs (required): PUI, AF ID, Transaction Reference ID(s).

Inputs (optional): Any combination of the Expected UE Behaviour parameters.

Outputs (required): Transaction Reference ID(s), Operation execution result indication.

Outputs (optional): Transaction specific parameters, if available.

* * * Start of Change 5* * *

5.2.6.x
Nnef_Trigger service
5.2.6.x.1
Service description

See clause 4.13.x.

5.2.6.x .2
Service operations

5.2.6.x.2.1
Nnef_Trigger_Request operation

Service operation name: Nnef_Trigger_Request
Description: the consumer requests that a trigger be sent to an application on a UE.

Inputs (required): External Identifier or MSISDN, AF ID, Transaction Reference ID(s), Trigger Reference Number, Application Port ID
Inputs (optional): Validity Period, Priority, Trigger Payload.

Outputs (required): Transaction Reference ID(s), Cause.
5.2.6.x.2.2
Nnef_Trigger_UpdateNotify operation

Service operation name: Nnef_Trigger_UpdateNotify
Description: NEF reports the status of the trigger delivery to the consumer (failure or success).
NOTE:
This notification corresponds to an implicit subscription.
Inputs (required): not applicable.

Inputs (optional): not applicable.

Outputs (required): Transaction Reference ID(s), Delivery Report.
* * * End of Changes * * *
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