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Abstract of the contribution: Proposes some updates to UDM/UDR selection and discovery
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Rationale and Proposal
There is a need to clarify how the selection and discovery is done in the following cases:
· UDM is integrated with UDR, when UDR stores just a subset of the number of subscribers.

· Multiple instances of UDR are deployed, storing different information, as per clause 4.2.5. 
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Proposed modification

It is proposed to modify TS 23.501 as follows:

* * * * Start Change * * *.*
6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID
-
NF type
-
PLMN ID
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID

-
FQDN or IP address of NF
-
NF capacity information
-
NF Specific Service authorization information
-
Names of supported services
-
Endpoint information of instance(s) of each supported service
-
Identification of stored data/information
NOTE 1: 
This is only applicable for a UDR profile. See applicable input parameters for Nnrf_NFManagement_NFRegister service operation in TS 23.502 [3] clause 5.2.7.2.2. This information applicability to other NF profiles is implementation specific.
-
Other service parameter, e.g., DNN, notification endpoint for each type of notification that the NF service is interested in receiving.
NOTE 2:
It is expected service authorization information is usually provided by OA&M system, and it can also be included in the NF profile in case that e.g. an NF instance has an exceptional service authorization information.
In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

Editor's note:
Further clarifications are needed on how the three levels of NRFs are used to support network slicing.
NOTE 3:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.
In the context of roaming, multiple NRFs may be deployed in the different networks (see clause 4.2.4):

-
the NRF(s) in the Visited PLMN (known as the vNRF) configured with information for the visited PLMN.

-
the NRF(s) in the Home PLMN (known as the hNRF) configured with information for the home PLMN, referenced by the vNRF via the N27 interface,
* * * * Next Change * * * *
6.3
Principles for Network function and Network Function Service discovery and selection

6.3.1
General

The NF discovery and NF service discovery enables one NF to discover a set of NF instance with specific NF service or a target NF type. NF service discovery is enabled via the NF discovery, as specified in TS 23.502 [3], clause 5.1.1.

Unless the expected NF and NF service information is locally configured on requester NF, e.g. the expected NF service or NF is in the same PLMN as the requester NF, the NF and NF service discovery is implemented via the NRF. The NF repository function (NRF) is the logical function that is used to support the functionality of NF and NF service discovery as specified in clause 6.2.6.

Editor's note:
NF and NF services may in principle be discovered independently, however in this release of the specification, the independent discovery of a service within a particular System Procedure will be evaluated on a case by case basis.

In order to enable access to a requested NF type or NF service, the requester NF initiates the NF or NF service discovery by providing the type of the NF or the specific service is attempting to discover (e.g. SMF, PCF, UE location Reporting) and other service parameters e.g. slicing related information to discover the target NF. The detailed service parameter(s) used for specific NF discovery refer to the related NF discovery and selection clause.

Depending on the chosen message routing model, the NRF may provide the IP address or the FQDN or the identifier of relevant services and/or NF instance(s) to the requester NF for target NF instance selection. Based on that information, the requester NF can select one specific NF instance or a NF instance that is able to provide a particular NF Service (e.g., an instance of the PCF that can provide Policy Authorization).

For NF discovery across PLMNs, the requester NF provides the NRF the PLMN ID of the target NF. The NRF in the local PLMN reaches the NRF in the target PLMN by forming a target PLMN specific query using the PLMN ID provided by the requester NF.

NOTE 1:
See TS 29.xxx [nn] for details on using the target PLMN ID specific query to reach the NRF in the target PLMN.

The NRF in the local PLMN interacts with the NRF in the target PLMN to retrieve the IP address or the FQDN or the identifier of relevant services of the target NF instance (s).

NOTE 2:
Due to network topology hiding or network configuration, it is possible that the IP address or the FQDN of proxy function(s) instead of the target NF instance(s) are provided to the requester NF. The proxy function is transparent to the requester NF. The proxy function may further discover the target NF instance via local NRF.
* * * * Next Change * * * *
6.3.8
UDM discovery function
The NF consumer performs UDM discovery to discover a UDM that manages the user subscriptions in the HPLMN.
The UDM discovery function shall utilize the NRF to discover the UDM instance(s) unless UDM information is available by other means, e.g. locally configured on NF consumers, and select a UDM instance based on the obtained UDM information. The UDM discovery function in NF consumers is applicable to both 3GPP access and non-3GPP access.

The following factors may be considered during the UDM discovery:

-
Home network identifier (e.g., MNC and/or MCC) of SUPI.
-
Home network identifier (e.g., MNC and/or MCC) of SUCI
Editor's note:
Whether SUCI needs to be considered during the UDM discovery depends on the conclusion of SA3 work.
* * * * Next Change * * * *
6.3.X
UDR discovery and selection function
Multiple instances of UDR may be deployed, each one storing specific data or providing service to a specific set of NF consumers as described in clause 4.2.5.

The NF consumer shall utilize the NRF to discover the appropriate UDR instance(s) unless UDR instance information is available by other means, e.g. locally configured on NF consumer. The NF consumer shall select a UDR instance based on this information. The UDR discovery function in NF consumers is applicable to both 3GPP access and non-3GPP access.

The NF consumer shall select a UDR instance that contains relevant information for the consumer, e.g. UDM shall select a UDR instance that contains subscription data, while NEF (when used to access data for exposure) shall select a UDR that contains data for exposure; or PCF shall select a UDR that contains Policy Data and/or Application Data.
The following factors shall be considered for UDR selection:

-
SUPI or GPSI or External Group Identifier.
-
A Data Set Identifier (see UDR service definition in 3GPP TS 23.502 [3] clause 5.2.12).
* * * * End of Changes * * * *
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