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Abstract of the contribution: This contribution updates the Ethernet PDU HO procedure between 5G and 4G to provide solution for the case when a UE supports Ethernet PDU Session type in 5GS but do not support non-IP PDN type in EPS.
Introduction

SA2#123 agreed that Ethernet and unstructured PDU types are mapped to non-IP PDN type in case of EPC interworking. But an EN is left in clause 5.17.2.1, said “Its FFS how to handle the case when a UE supports Ethernet PDU Session type in 5GS but do not support non-IP PDN type in EPS”. 

This contribution aims to further investigate this case and proposes solutions to remove the EN.

Discussion

Supporting and Non-supporting UEs

One issue addressed in the EN is how to handle UEs not supporting non-IP PDN type. 

Two different alternatives are possible:

Alt #1: The UE provides UE capability, which indicating support of non-IP PDN type or not, in the PDU session establishment request for Ethernet/Unstructured PDU type. The SMF, based on UE capability, decides whether to map Ethernet/Unstructured PDU context to non-IP PDN context. For example, The SMF shall not map Ethernet or Unstructured PDU context to non-IP PDN context if the UE capability indicates non-supporting of non-IP PDN type.
Alt #2: The SMF always map Ethernet or Unstructured PDU context to non-IP PDN context regardless of UE capability, and returns these non-IP PDN context to AMF during handover procedures defined in clause 4.11.1.2.1. The non-accepted bearers will be sort out rely on error handling procedures.  

Supporting and Non-supporting DNs
Another issue not addressed in the EN but needs to be considered is how to handle DNs not supporting non-IP PDN type. It can be a case that the DN server connected to UPF would be a simple Ethernet switch that is not capable of establish P2P tunnel with the UPF. Then the establishment of non-IP PDN type session in EPC will fail since the P2P tunnel between UPF and DN server is not available.

Also two different alternatives are possible:

Alt #3: During PDU session establishment for Ethernet/Unstructured PDU type, the SMF obtains the DN capability (whether it supports non-IP PDN type or not) from PCF. Then SMF could make decision based on DN capability, e.g., the SMF shall not map Ethernet or Unstructured PDU context to non-IP PDN context if the DN capability indicates non-supporting of non-IP PDN type. 

Alt #4: The SMF always maps Ethernet or Unstructured PDU context to non-IP PDN context regardless of DN capability and returns these non-IP PDN context to AMF during handover procedures defined in clause 4.11.1.2.1. The non-accepted bearers will be sort out rely on error handling procedures during establishment of non-IP PDN type session in EPC.  

Proposal

Having an explicit knowledge in SMF beforehand could avoid such error handling of non-accepted non-IP bearers. Thus the combination of Alt#1 + Alt #3 is preferred.
**** First Change ****

4.3.2
PDU Session establishment

4.3.2.1
General

A PDU Session establishments may correspond to:

-
a UE initiated PDU Session establishment procedure.

-
a Network triggered PDU Session establishment procedure. In this case the network sends the device trigger message to application(s) on the UE side. The payload included in Device Trigger Request message contains information on which application on the UE side is expected to trigger the PDU Session establishment request. Based on that information, the application(s) on the UE side trigger the PDU Session establishment procedure. For more detail refer to clause 5.2.6.
If the UE is simultaneously registered to a non-3GPP access via a N3IWF located in a PLMN different from the PLMN of the 3GPP access, the functional entities in the following procedure are located in the PLMN of the access used to exchange NAS with the UE for the PDU Session.
4.3.2.2
UE Requested PDU Session Establishment

Editor's note: Impact to the home-routed roaming procedure due to mobility between 3GPP and non-3GPP access is FFS.

4.3.2.2.1
Non-roaming and Roaming with Local Breakout

Clause 4.3.2.2.1 specifies PDU Session establishment in the non-roaming and roaming with local breakout cases. The procedure is used to:

-
Establish a new PDU Session;
-
Handover an existing PDU Session between non-3GPP access and 3GPP access. The specific system behaviour in this case is further defined in clause 4.9.2; or
-
request a PDU Session for Emergency services.
In case of roaming, the AMF determines if a PDU Session is to be established in LBO or Home Routing. In the case of LBO, the procedure is as in the case of non-roaming with the difference that the AMF, the SMF, the UPF and the PCF are located in the visited network. PDU Sessions for Emergency services are never established in Home Routed mode.
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Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout

The procedure assumes that the UE has already registered on the AMF thus unless the UE is Emergency registered the AMF has already retrieved the user subscription data from the UDM.

1.
From UE to AMF: NAS Message (S-NSSAI, DNN, PDU Session ID, Request type, Old PDU Session ID, N1 SM container (PDU Session Establishment Request)).


In order to establish a new PDU Session, the UE generates a new PDU Session ID.

When Emergency service is required and an Emergency PDU Session is not already established, a UE shall initiate the UE Requested PDU Session establishment procedure with a Request Type indicating "Emergency Request".

The UE initiates the UE Requested PDU Session establishment procedure by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM container. The PDU Session Establishment Request may include a PDU Type, SSC mode, Protocol Configuration Options.

The Request Type indicates "Initial request" if the PDU Session Establishment is a request to establish a new PDU Session and indicates "Existing PDU Session" if the request refers to an existing PDU Session between 3GPP access and non-3GPP access or to an existing PDN connection in EPC. 


The Request Type indicates "Emergency Request" if the PDU Session Establishment is a request to establish a PDU Session for Emergency services. The Request Type indicates "Existing Emergency PDU Session" if the request refers to an existing PDU Session for Emergency services between 3GPP access and non-3GPP access.

The NAS message sent by the UE is encapsulated by the AN in a N2 message towards the AMF that should include User location information and Access Technology Type Information.

The PDU Session Establishment Request message may contain SM PDU DN Request Container containing information for the PDU Session authorization by the external DN.

If the Request Type is "initial request" and the PDU type is Ethernet or Unstructured, the PDU session Establishment Request message may contain UE capability, which indicates the UE supports non-IP PDN type or not.

If the procedure is triggered for SSC mode 3 operation, the UE shall also include the Old PDU Session ID which indicates the PDU Session ID of the on-going PDU session to be released, in NAS message. The Old PDU Session ID is an optional parameter which is included only in this case.

The AMF receives from the AN the NAS SM message (built in step 1) together with User Location Information (e.g. Cell Id in case of the RAN). 

The UE shall not trigger a PDU Session establishment for a PDU Session corresponding to a LADN when the UE is outside the area of availability of the LADN.
2.
……
**** Second Change ****

4.11
System interworking procedures with EPS

4.11.1
N26 based Interworking Procedures
4.11.1.1
General
N26 interface is used to provide seamless session continuity for single registration mode.
When the UE is served by the 5GC, UE has one or more ongoing PDU Sessions each including one or more QoS Flows. During PDU Session establishment and GBR QoS flow establishment, PGW-C+SMF performs EPS QoS mappings and allocates TFT with the PCC rules obtained from the PCF+PCRF if PCC is deployed, otherwise EPS QoS mappings and TFT allocation are executed by the PGW-C+SMF locally. EPS Bearer IDs are allocated by the serving AMF requested by the SMF if the SMF determines that EPS Bearer ID(s) needs to be assigned to the QoS Flow(s). For each PDU Session, EPS bearer ID(s) are allocated to the default EPS bearer which non GBR flows are mapped to, and allocated to dedicated bearers which the GBR Flows that are mapped to in EPC. For Ethernet and Unstructured PDU Session Types, only EPS Bearer ID for the default EPS Bearer is allocated. The EPS Bearer ID(s) for these bearer are provided to the UE, NG-RAN and PGW-C+SMF by AMF. The UE is also provided with the mapped QoS parameters. The mapped EPS QoS parameters may be provided to PGW-C+SMF by the PCF+PCRF, if PCC is deployed.
Editor’s Note: How the EPS Bearer ID(s) is provided to the NG-RAN is FFS.
For Ethernet and Unstructured PDU Session Types
, the PDN Type non-IP is used, when supported, in EPS. The SMF, based on UE capability and DN capability, decides whether to map Ethernet/Unstructured PDU context to non-IP PDN context. The DN capability indicates the DN supports non-IP PDN type or not. The SMF could get the DN capability from PCF or from local configuration. The SMF shall thus set the PDN Type of the EPS Bearer Context to non-IP if both UE and DN supports non-IP PDN type. After the handover to EPS, the PDN Connection will have PDN Type non-IP, but it shall be locally associated in UE and SMF to PDU Session Type Ethernet or Unstructured respectively.

When the UE is served the EPC, UE has one or more ongoing PDN connections including one or more EPS Bearers. During PDN connection establishment, the UE allocates the PDU Session ID and sends it to the PGW-C+SMF via PCO and other 5G QoS parameters corresponding to PDN connection, e.g. Session AMBR and QoS rules, are allocated by the PGW-C+SMF and sent to UE in PCO. During the EPS bearer establishment/modification procedure, QoS rules corresponding to the related EPS bearers are allocated and sent to UE in PCO. The 5G QoS parameters are stored in the UE and are to be used when the UE is handed over from EPS to the 5GS. The 5G QoS parameters may be provided to PGW-C+SMF by the PCF+PCRF, if PCC is deployed.
In the roaming case, if the VPLMN supports interworking with N26, the UE shall operate in Single Registration mode.
4.11.1.2
Handover procedures

4.11.1.2.1
5GS to EPS handover using N26 interface

Figure 4.11.1.2.1-1 describes the handover procedure from 5GS to EPS when N26 is supported.
In case of handover to a shared network, the source NG-RAN determines a PLMN to be used in the target network based on current PLMN in use. The source NG-RAN shall indicate the selected PLMN ID to be used in the target network to the AMF as part of the Tracking Area sent in the HO Required message.
During the handover procedure, as specified in clause 4.9.1.2.1, the source AMF shall reject any SMF+PGW-C initiated N2 request received since handover procedure started and shall include an indication that the request has been temporarily rejected due to handover procedure in progress.

Upon reception of a rejection for a SMF+PGW-C initiated N2 request(s) with an indication that the request has been temporarily rejected due to handover procedure in progress, the SMF+PGW-C behaves as specified in clause 4.9.1.2.1.
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Figure 4.11.1.2.1-1: 5GS to EPS handover 
with N26 interface
The procedure involves a handover to EPC and setup of default EPS bearer and dedicated bearers for GBR QoS Flows in EPC in steps 1-16 and re-activation, if required, of dedicated EPS bearers for non-GBR QoS Flows in step 17. This procedure can be triggered, for example, due to new radio conditions, load balancing or due to specific service e.g. in the presence of QoS Flow for voice, the source NG-RAN node may trigger handover to EPC.



In the roaming home routed case, the PGW-C+SMF always provides the EPS Bearer ID and the mapped QoS parameters to UE. This also applies in the case that the HPLMN operates the interworking procedure without N26.

NOTE 1: The IP address continuity can’t be supported, if PGW-C+SMF in the HPLMN doesn’t provide the mapped QoS parameters.

……
**** End of Changes ****

�Moved from 4.11.1.2. The yellow part is new changes.


�Editorial


�Move to general part.
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