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Abstract of the contribution: This contribution proposes to send PDU Session Type to PCF for policy and charging control decision.
Introduction:

Dynamic Policy and charging control is required for all PDU session type which can be IPv4, IPv6, Ethernet or Unstructured. The following description is copied from 23.503. For IP type and Ethernet type, SDF level PCC control is needed, for Unstructured type, per PDU session level PCC control is needed. This requires PCF to know which type the PDU session is. In this contribution we propose the PDU session type is provided to PCF during the PDU session establish procedure.
4.3.3
Policy control requirements

4.3.3.1
Gating control requirements

The requirements to support Gating control at service data flow level defined in clause 4.3.2 of TS 23.203 [4] applies for service data flows of IP type and Ethernet type. 

4.3.3.2
QoS control requirements

The requirements to support QoS control at service data flow level defined in clause 4.3.3.1 of TS 23.203 [4] applies for service data flows of IP type and Ethernet type.

……
The requirements to support QoS control at PDU session level enables the PCF to provide the authorized session AMBR, authorized default 5QI/ARP combination for a PDU session of IP type, Ethernet type or unstructured type to the SMF.

4.3.4
Usage monitoring control requirements

The requirements to monitor, both volume and time usage, and report the accumulated usage of network resources described in clause 4.4 of TS 23.203 [4] apply for PDU sessions of type IP and Ethernet. 

Proposal:

The following changes are proposed to be applied to TS 23.502.
**************************************Start of 1st change*****************************************
4.16.4
PDU Session Establishment

Editor's note:
PDU Sessions in clause x.x needs to be updated to avoid overlapping with the PDU Session information flows.
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Figure 4.16.4-1: PDU Session Establishment

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the local breakout roaming case, the H-PCF is not involved. In the home routed roaming case, the V-PCF is not involved and the H-PCF subscribes all the events in the H-SMF.

1.
UE requests a PDU Session Establishment as explained in clause 4.3.2.2.1, steps 1 to 6 for non roaming and local breakout roaming. For home-routed roaming, as explained in clause 4.3.2.2.2, steps 1 to 9a.

2.
The SMF determines that the PCC authorization is required and establishes a PDU Session with the PCF to request the authorization of allowed service(s) and PCC Rules information by invoking Npcf_SMPolicyControl_Get operation (see clause 5.2.5.4.2). The SMF includes the following information: SUPI, PDU Session id, PDU Session Type, DNN, Access type, AMF instance identifier and if available, the IPv4 address and/or IPv6 network prefix, PEI, User Location Information, UE Time Zone, Serving Network, RAT type, charging information, Session AMBR, default QoS information.

3.
The PCF makes the authorization and provides policy decision.

4.
The PCF sends the decision(s) to the SMF. The SMF enforces the decision. The PCF may include the following information: the PCC Rules to activate, authorized QoS and authorized session AMBR. The SMF implicitly subscribes to changes in the policy decisions.

5.
The PCF can subscribe to events that are reported by the SMF. The PCF provides the list of Event Triggers to report.

6.
The SMF acknowledges the subscription from the PCF.

7.
The SMF performs UP selection and IP address allocation, if not done previously.

8.
The SMF may invoke the Nsmf_EventExposure_Notify service operation to report some event to the PCF that has previously subscribed (implicitly or explicitly). The SMF notifies the PCF with the allocated UE IP address/prefix if not previously provided.

9.
The PCF acknowledges the notification from the SMF.

10.
The PCF may provide updated policies to the SMF by invoking the Npcf_SMPolicyControl_UpdateNotify service operation (see clause 5.2.5.5.3) after the event reception.

11.
The SMF acknowledges the notification from PCF and enforces the decision.

12.
The UE requested PDU Session Establishment procedure continues as explained in clause 4.3.2.2.1, from step 8, for non roaming and local breakout roaming. For home-routed roaming, as explained in clause 4.3.2.2.2, from step 12.
**************************************End of the changes*****************************************
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12. PDU Session Establishment as specified in clause 4.3.2.2.1 from step 8 for non-roaming or LBO
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1. PDU Session Establishment as specified in clause 4.3.2.2.1. Steps 1-6, for non-roaming and LBO roaming.



    PDU Session Establishemnt as specified in clause 4.3.2.2.2. Steps 1-9a, for home-routed roaming.
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