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[bookmark: _GoBack]Abstract of the contribution: This contribution proposes simple solution for slice coexistence issue as an abnormal case.
1.	Discussion
SA2 has discussed on the issue of so called “slice co-existence” issue for several meetings (maybe since SA2#119 meeting). So far the only agreements are that the issue is divided into two category, whether one slice cannot co-exist with some others because of subscription or policy (related to “isolation” issue), or because of AMF capability. And SA2 agreed to defer the latter issue to the next phase, as described in the NOTE below:
NOTE:	In this release of specification it is assumed that in any PLMN (home or visited), for all the S-NSSAIs that the PLMN can serve it is always possible to select an AMF that can serve a Requested NSSAI that contains only S-NSSAIs that can coexist each other.
However, if the network want to isolate some slices from others, it is still unclear how the UE and the network can decide. Various solutions have been proposed, but most of them makes network slicing more complex for some abnormal use cases. In this paper, we would like to propose simpler way, since this issue seems not common behaviour, rather this is abnormal case. So instead of setting up or configure bunch of information which may not be used for a long time, this issue should be considered as some error case.
Observation: The slice coexistence issue will not occur frequently, rather this is abnormal case.
Proposal 1: The solution or handling of coexistence issue should be simple.
If the UE has requested to use multiple slices that cannot be served simultaneously, the only issue is which set will be chosen, and how to prevent the UE from retrying this combination of S-NSSAIs.
For the first issue, the choice of S-NSSAI(s) between not co-existable sets, we would like to suggest UE requested preference or priority value. This doesn’t have to be necessarily “value” or “indication”. For simpler solution, the UE only indicates the most preferred or required S-NSSAI among multiple slices. It can be the first S-NSSAI in the list or some 1-bit indication can be possible, but this should be defined in stage 3.
If there’s no co-existence issue, this information does not harm. If issue occurs, when the AMF does not allow all the S-NSSAIs to be used simultaneously, the AMF (or the NSSF) will prioritize the “most preferred” S-NSSAI, and only considers S-NSSAIs that can co-exist with that S-NSSAI.
For how to prevent the UE from requesting the other S-NSSAI that cannot co-exist with selected S-NSSAIs, we can considers the Rejected S-NSSAIs. Of course this should not be permanent rejection, but rather very temporary rejection. The rejection for this case implies that these S-NSSAIs are not accepted because cannot be used simultaneously with allowed NSSAI (or preferred S-NSSAI), and UE can always request to use those S-NSSAIs but not with currently allowed NSSAI (or preferred S-NSSAI). This information may be stored, but not necessarily to do, if we assume this case as rare case. Another argument of this approach is that it is the UE who knows the best which S-NSSAI is preferred at the time of registration.
Proposal 2: UE can provide additional information / preference of S-NSSAI, and if co-existence issue occurs, the network will prioritize the preferred S-NSSAI. S-NSSAIs that cannot co-exist with selected one can be notified as “rejected due to co-existence”.
Details on how this information can be coded or how many level is required, or other details should be examined and determined in the stage 3. 
2.	Proposal
According to the discussion above, we would like to propose to add the following texts in TS 23.501.

* * * * Start of 1st Change * * * *
[bookmark: _Toc498349018]5.15.5.2.1	Registration to a set of Network Slices
When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the 5G-S-TMSI if one was assigned to the UE.
The Requested NSSAI may be one of:
-	the Configured-NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the serving PLMN; or
-	the Allowed-NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the serving PLMN; or
-	the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously rejected in the PLMN by the network.
The subset of Configured-NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously rejected in the PLMN by the network.
The UE may provide an additional information on which S-NSSAI is the most preferred S-NSSAI, which indicate the priority of a specific S-NSSAI with respect to other S-NSSAIs, at the time of registration. The S-NSSAI priority can be determined by the UE, or may be configured in the UE. 
NOTE 1:	Details of preferred S-NSSAI is described in TS 24.501 [47].
The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.
When a UE registers with a PLMN, if for this PLMN the UE has no Configured NSSAI or Allowed NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. The UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. When receiving from the UE a Requested NSSAI and a 5G-S-TMSI in RRC, if the RAN can reach an AMF corresponding to the 5G-S-TMSI, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.
When the AMF selected by the AN receives the UE Initial Registration request:
-	As part of the registration procedure described in TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.
-	The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs.
-	When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).
NOTE 12:	The configuration in the AMF depends on operator's policy.
-	When the UE context in the AMF already includes an Allowed NSSAI, based on the configuration for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).
NOTE 32:	The configuration in the AMF depends on the operator's policy.
(A) Depending on fulfilling the configuration as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:
-	AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs, or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in case no Requested NSSAI was provided (see clause 5.15.3).
-	If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if no Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling). It also determines the mapping if the S-NSSAI(s) included in the Allowed NSSAI needs to be mapped to Subscribed S-NSSAI(s) values.
-	If this is not the case, the AMF queries the NSSF (see (B) below).
(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:
-	The AMF queries the NSSF, with Requested NSSAI, including which S-NSSAI is most preferred one, if the UE provided, the Subscribed S-NSSAIs, PLMN ID of the SUPI, location information, and possibly access technology being used by the UE. 
-	Based on this information, local configuration, and other locally available information including RAN capabilities in the current Tracking Area for the UE, the NSSF does the following:
-	It selects the Network Slice instance(s) to serve the UE. When multiple Network Slice instances in the registration area are able to serve a given S-NSSAI, based on operator's configuration, the NSSF may select one of them to serve the UE, or the NSSF may defer the selection of the Network Slice instance until a NF/service within the Network Slice instance needs to be selected.
-	It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.
-	It determines the Allowed NSSAI, taking also into account the availability of the Network Slice instances that are able to serve the S-NSSAI(s) in the Allowed NSSAI in the current Tracking Area.
-	It also determines the mapping if the S-NSSAI(s) included in the Allowed NSSAI needs to be mapped to Subscribed S-NSSAI(s) values.
-	Based on operator configuration, the NSSF may determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).
[bookmark: _Hlk497413872]-	Additional processing to determine the Allowed NSSAI in roaming scenarios and the mapping to the Subscribed S-NSSAIs, as described in clause 5.15.6.
[bookmark: _Hlk497413897]-	The NSSF returns to the current AMF the Allowed NSSAI, the mapping to the Subscribed S-NSSAIs if determined and the target AMF Set, or, based on configuration, the list of candidate AMF(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s). It may return also information whether the S-NSSAI(s) not included in the Allowed NSSAI which were part of the Requested NSSAI are rejected in the PLMN or in the current Registration Area. It may also return information if certain S-NSSAI(s) is not included in the Allowed NSSAI because they cannot be served simultaneously with S-NSSAI(s) in the Allowed NSSAI
 -	Depending on the available information and based on configuration, the AMF may query the NRF with the target AMF Set. The NRF returns a list of candidate AMFs.
Editor's note:	If the current serving AMF is not part of the target AMF Set, which NRF is to be queried to obtain the list of candidate AMFs is FFS.
-	If rerouting to a target serving AMF is necessary, the current AMF reroutes the Registration Request to a target serving AMF as described in clause 5.15.5.2.3.
[bookmark: _Hlk497413914](C) The serving AMF shall determine a Registration Area such that all S-NSSAIs of the Allowed NSSAI are available in all Tracking Areas of the Registration Area (and also considering other aspects as described in clause  5.3.2.3) and then return to the UE the Allowed NSSAI and the mapping to the Subscribed S-NSSAIs if provided and in roaming case the corresponding S-NSSAIs for the HPLMN. It may also indicate to the UE for Requested S-NSSAI(s) not included in the Allowed NSSAI, whether the rejection is in the PLMN or in the current Registration Area.
Upon successful Registration, the UE is provided with a 5G-S-TMSI by the serving AMF. The UE shall include this 5G-S-TMSI in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.
If the UE receives an Allowed NSSAI from the serving AMF, it shall store this new Allowed NSSAI and override any previously stored Allowed NSSAI for this PLMN, as described in clause 5.15.4.
When no Requested NSSAI was included or when an S-NSSAI was rejected permanently, the AMF may update the UE slice configuration information for the PLMN UE Configuration Update procedure as specified in TS 23.502 [3], clause 4.2.4. This may also trigger NSSP update.
Editor's note:	How the NSSP is triggered to be updated is FFS.
[bookmark: _Toc498349013]
* * * * Start of 2nd Change * * * *
5.15.4.1	General
A UE can be configured by the HPLMN with slice configuration information.
The slice configuration information contains one or more Configured NSSAI(s). A Configured NSSAI may apply to one PLMN or to all PLMNs that do not have a specific Configured NSSAI (e.g. this could be possible for NSSAIs containing only S-NSSAIs with standard values). There is at most one Configured NSSAI per PLMN.
The Configured NSSAI of a PLMN may include S-NSSAIs that have standard values or PLMN-specific values.
The Configured NSSAI for the Serving PLMN includes the S-NSSAI values which can be used in the Serving PLMN and is associated with a mapping to the corresponding S-NSSAI values in the Configured NSSAI for the HPLMN.
The S-NSSAIs in the Configured NSSAI for the HPLMN, when provided to the UE, match the Subscribed S-NSSAIs for the UE.
When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN. Upon successful completion of a UE's Registration procedure, the UE obtains an Allowed NSSAI for this PLMN, which includes one or more S-NSSAIs, from the AMF. These S-NSSAIs are valid for the current Registration Area provided by the serving AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU Sessions). The UE might also obtain one or more rejected S-NSSAIs with cause and validity of rejection from the AMF. An S-NSSAI may be rejected based on the following condition, but not limited to:
-	in the PLMN;
-	in the current Registration area;
-	if it cannot serve a UE with the S-NSSAIs in the Allowed NSSAI simultaneously.
While it remains RM-REGISTERED in the PLMN, the UE shall not re-attempt to register to an S-NSSAI rejected in the PLMN. 
While it remains RM-REGISTERED in the PLMN, the UE shall not re-attempt to register to an S-NSSAI rejected in the current Registration Area until it moves out of the current Registration Area.
While it remains RM-REGISTERED in the PLMN, the UE may re-attempt to register to an S-NSSAI rejected because of it cannot simultaneously serve the UE with S-NSSAIs in the Allowed NSSAI, but not together with S-NSSAIs in the previously Allowed NSSAI.
NOTE 1:	The details and more cases of S-NSSAI rejection are described in TS 24.501 [47].
The Allowed NSSAI shall take precedence over the Configured NSSAI for this PLMN. The UE shall use only the S-NSSAI(s) in the Allowed NSSAI corresponding to a Network Slice for the subsequent procedures in the serving PLMN, as described in clause 5.15.5.
The UE stores (S)NSSAIs as follows:
-	When the UE is provisioned with a Configured NSSAI for a PLMN, the Configured NSSAI shall be stored in the UE until a new Configured NSSAI for this PLMN is provisioned in the UE by the HPLMN:
-	When provisioned with a new Configured NSSAI for a PLMN, the UE shall both replace any stored Configured NSSAI for this PLMN with the new Configured NSSAI, and delete any stored Allowed NSSAI and rejected S-NSSAI for this PLMN;
-	If received, the Allowed NSSAI for a PLMN shall be stored in the UE, including when the UE is turned off, until a new Allowed NSSAI for this PLMN is received;
-	When a new Allowed NSSAI for a PLMN is received, the UE shall replace any stored Allowed NSSAI for this PLMN with this new Allowed NSSAI;
-	If received, a S-NSSAI permanently rejected in the PLMN shall be stored in the UE while RM-REGISTERED.
-	If received, a S-NSSAI rejected in the current Registration Area shall be stored in the UE while RM-REGISTERED until the UE moves out of the current Registration Area.
NOTE 2:	The storage aspects of S-NSSAIs rejected are described in TS 24.501 [47].
One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have values, which are not part of the UE's slice configuration information for the PLMN. In such cases, the Allowed NSSAI includes mapping information regarding how the S-NSSAI(s) in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI for the PLMN. The UE uses this mapping information for its internal operation (e.g., finding an appropriate network slice for UE's services). Specifically, this mapping allows a UE application, which is associated with a S-NSSAI as per NSSP as defined in TS 23.503 [45], is further associated with the corresponding S-NSSAI from the Allowed NSSAI.

* * * * End of Changes * * * *
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