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Abstract of the contribution: In this contribution, how to handle the PDU session establishment in home routed roaming scenario, when the H-SMF is congested or unreachable by retrying via other H-SMF is addressed. 
1. Introduction
In PDU session establishment for home routed roaming case, it is possible that the selected H-SMF is not responding or temporarily unreachable. In such a case, how the V-SMF completes the PDU session establishment call flow is addressed in this paper.
2. Discussion
As per S2-178016 agreed in SA2#123, during the PDU session establishment for home routed roaming scenario, the V-SMF responds to AMF with a Nsmf_PDUSession_CreateSMContext response in step 3b. The V-SMF subsequently contacts the H-SMF only in step 6. It is possible that H-SMF is temporarily not reachable or the H-SMF is not responding due to overload. The following aspects are to be noted

1. Unlike EPC, where there S5 and S8 interfaces are over UDP (unreliable transport) and hence there is retransmit logic defined at GTP protocol level by stage 3, the N16 interface between the V-SMF and H-SMF is a service based interface and it uses HTTP 2.0 as the protocol over a reliable transport (TCP). 
2. Also unlike S8 interface, the N16 interface will have many HTTP proxies on the path. A temporary failure to reach the H-SMF when underlying transport is reliable means, there is no point in retrying towards the same H-SMF via the same path. In such a case it is not clear what the V-SMF should do.

3. In EPC, when SGW is not able to reach PGW, the SGW sends a remote peer unreachable to MME and it is the MME that decides to retry via another SGW-PGW path. The SGW on its own doesn’t decide to retry with another PGW (even if it were allowed for the MME to provide a list of PGW addresses to SGW). The reason is that the NAS timers for SM procedure runs at MME. So if SGW keeps retrying towards multiple PGWs without knowing the status of the NAS SM timer at MME, it will be unnecessary retransmissions without any use.

4. However in 5G, the NAS SM timers are running in SMF (see clause 9.9 of TR 24.890 from CT1). So the V-SMF can decide to try alternate path to H-SMF or alternate H-SMFs taking into consideration the current status of the NAS SM timer.

Considering the above, the following are the solution options
1. Option#1: V-SMF assumes that PDU session establishment fails and provides the Nsmf_PDUSession_SMContextStatusNotify to AMF to indicate failure to setup PDU session. In this case there is nothing to be done in TS 23.502 as the failure case is already covered.
2. Option#2: Typically on the roaming interface, the V-SMF will not have a point to point link towards the H-SMF. The TCP connection from the V-SMF will actually terminate on a HTTP proxy at the VPLMN network edge. Failure to reach the H-SMF temporarily could mean that there is some failure of some HTTP proxies on the path between V-SMF and H-SMF. So, the V-SMF can try to reach the same H-SMF via a different path. In this case – such retries via a different path can be specified as a solution in stage 3 as the roaming interface and path of the roaming interface fall under stage 3 / GSMA remit.
3. Option#3: Provide a mechanism for V-SMF to also try alternate H-SMF via same or different intermediate proxies. In this case, stage 2 needs to specify a mechanism for AMF to provide a list of H-SMF addresses to V-SMF so that V-SMF can try alternate H-SMF if it fails to reach the first H-SMF.
Conclusions:

1. Specify option#3 in stage 2 mentioning that AMF may optionally provide a list of secondary H-SMF to V-SMF.

2. Add an informative NOTE for stage 3 to consider option#2 as well.
3. Conclusion and Proposal

It is proposed to specify as given in the 2 conclusions above.
Additionally an editor’s mistake in the implementation of S2-178016 in step 3 of clause 4.3.2.2.1 is corrected.

* * * First Change * * *
4.3.2.2.2
Home-routed Roaming

This procedure is used in case of home-routed roaming scenarios.
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Figure 4.3.2.2.2-1: UE-requested PDU Session Establishment for home-routed roaming scenarios

1.
This step is the same as step 1 in clause 4.3.2.2.1.

2.
As in step 2 of clause 4.3.2.2.1 with the addition that the AMF also selects a SMF in HPLMN. During the selection of SMF in HPLMN, the AMF obtains a list of candidate H-SMFs. The AMF stores the association of the S-NSSAI, the PDU Session ID and the SMF ID in VPLMN.


In step 3 of clause 4.3.2.2.1, in local breakout roaming case, if V-SMF responds to AMF indicating that V-SMF is not able to process some part of the N1 SM information, the AMF proceeds with home routed case from this step and may select an SMF in the VPLMN different from the V-SMF selected earlier.
3a.
As in step 3 of clause 4.3.2.2.1 with the addition that the AMF also provides the identity of the SMF in HPLMN it has selected in step 2 and optionally a list of secondary H-SMFs if the AMF had obtained more than one candidate H-SMF in step 2. The AMF ID is the UE's GUAMI which uniquely identifies the AMF serving the UE. The H-SMF is provided when the PDU Session is home-routed. The N1 SM container contains the PDU Session Establishment Request received from the UE. GPSI shall be provided to the V-SMF by the AMF if available at AMF.

Editor's note:
The parameter S-NSSAI may need to be updated to reflect agreements regarding slice selection parameters. This is FFS.

3b:
This step is the same as step 5 of clause 4.3.2.2.1.

4.
The V-SMF selects a UPF in VPLMN as described in TS 23.501 [2], clause 6.3.3.

5.
The V-SMF initiates an N4 Session Establishment procedure with the selected V-UPF:

5a.
The V-SMF sends an N4 Session Establishment Request to the V-UPF. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to V-UPF in this step.

5b.
The V-UPF acknowledges by sending an N4 Session Establishment Response. If CN Tunnel Info is allocated by the V-UPF, the CN Tunnel Info is provided to V-SMF in this step.

6.
V-SMF to H-SMF: Nsmf_PDUSession_Create Request (SUPI, GPSI (if available), DNN, S-NSSAI, PDU Session ID, V-SMF ID, V-CN-Tunnel-Info, PDU type, Protocol Configuration Options, User location information, SM PDU DN Request Container). Protocol Configuration Options may contain information that H-SMF may needs to properly establish the PDU Session (e.g. SSC mode or SM PDU DN Request Container to be used to authenticate the UE by the DN-AAA as defined in clause 4.3.2.3).
If the H-SMF is temporarily unreachable for the V-SMF, the V-SMF may try the PDU session establishment towards a secondary H-SMF, if provided in step 3a.


NOTE: It is possible to reach the same H-SMF in HPLMN via a different path.
7-12.
These steps are the same as steps 4-10 in clause 4.3.2.2.1 with the following differences:

-
These steps are executed in Home PLMN;

-
The H-SMF stores an association of the PDU Session and V-SMF ID for this PDU Session for this UE.

-
The H-SMF does not provides the Inactivity Timer to the H-UPF as described in step 9a in clause 4.3.2.2.1.

-
Step 5 of clause 4.3.2.2.1 is not executed.

13.
H-SMF to V-SMF: Nsmf_PDUSession_Create Response (QoS Rule, Protocol Configuration Options including session level information that the V-SMF is not expected to understand , PDU Session Type, H-CN Tunnel Info, QoS profile(s), Session-AMBR)


The information that the H-SMF may provide in Protocol Configuration Options is the same than defined for step 11 of Figure 4.3.2.2.1-1.


The H-CN Tunnel Info contains the tunnel information for uplink traffic towards H-UPF.


Multiple QoS Rules may be included in the Create PDU Session Response.

14-18.
These steps are the same as steps 11-15 in clause 4.3.2.2.1 with the following differences:

-
These steps are executed in Visited PLMN;

-
The V-SMF stores an association of the PDU Session and H-SMF ID for this PDU Session for this UE.

19a.
The V-SMF initiates an N4 Session Modification procedure with the V-UPF. The V-SMF provides Packet detection, enforcement and reporting rules to be installed on the V-UPF for this PDU Session, including AN Tunnel Info, H-CN Tunnel Info and V-CN Tunnel Info.

19b.
The V-UPF provides a N4 Session Modification Response to the V-SMF.


After this step, the V-UPF delivers any down-link packets to the UE that may have been buffered for this PDU Session.

20.
This step is the same as step 17 in clause 4.3.2.2.1. with the following differences:

-
The SMF is a V-SMF
If the V-SMF has created the PDU session in an AMF other than the initial H-SMF provided by the AMF, in step 6, then the V-SMF also provides the selected H-SMF Identifier to the AMF.

21.
This step is same as step 18 in clause 4.3.2.2.1.

22.
H-SMF to UE, via H-UPF and V-UPF in VPLMN: In case of PDU Type IPv6, the H-SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the H-UPF and V-UPF.

23.
H-SMF may register the address to UDM as Step 19 of 4.3.2.2.1. The UDM stores the H-SMF identity and the associated DNN.

NOTE:
The SMF in HPLMN can initiate step 21 already after step 13.
* * * Next Change * * *
5.2.8.2.2
Nsmf_PDUSession_Create service operation

Service operation name: Nsmf_PDUSession_Create.

Description: Create a new PDU Session in the H-SMF.
Input, Required: V-SMF ID, DNN, S-NSSAI, Protocol Configuration Options (including PDU type and SSC mode), PDU Session ID, V-CN Tunnel Information, (addressing information allowing the H-SMF to request the V-SMF to issue further operations about the PDU Session).

Input, Optional: UE location information, subscription get notified of PDU Session status change, PEI, AN type, list of alternate H-SMF(s).

Output, Required: Result Indication, and if success in addition: QoS Rules, H-CN Tunnel Info.
Output, Optional: Cause, Protocol Configuration Options including e.g. UE IP address.
See step clause 4.3.2.2.2 for details on the usage of this service operation.

* * * Next Change * * *
5.2.8.2.6
Nsmf_PDUSession_Update SM Context service operation

Service operation name: Nsmf_PDUSession_Update SM Context.

Description: It allows to update the AMF-SMF association to support a PDU Session and/or to provide SMF with N1/N2 SM information received from the UE or from the AN.

Input, Required: SUPI, PDU Session ID.
Input, Optional: N1 SM container received from the UE, N2 SM information received from the AN (e.g. N3 addressing information, notification indicating that the QoS targets cannot be fulfilled for a QFI), Operation type (e.g. activate, deactivate), UE location information, AN type, UE Time Zone.
Output, Required: Result Indication.
Output, Optional: Cause, EBI list, N2 SM information (e.g. QFI, UE location information, notification indication indicating that the QoS targets cannot be fulfilled), N1 SM container to be transferred to the AN/UE, H-SMF ID.

See clause 4.3.3.2 and clause 4.3.3.3 for an example usage of this service operation.

If the consumer NF is AMF and the SMF determines that some EBIs are not needed, the SMF will put the EBIs back.
* * * End of Changes * * *
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