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Abstract of the contribution: This contribution adds text to section 4 Architectural requirements under consideration of text in section A.1 and 23.203.
Introduction
Descriptions on general high-level requirements are still missing from Clause 4.1. 
This contribution adds the missing texts by referring to Clause 4.1 of TS 23.203 and A.1 of TS 23.503.
Proposal
* * * * Begin of Changes * * * *

4.1
General requirements


It shall be possible to apply policy and charging control to any kind of 3GPP and non-3GPP accesses defined in TS 23.501[2]. 
The policy and charging control framework shall support the roaming scenarios defined in TS 23.501[2].
The policy and charging control shall be enabled on a per slice basis at the AMF and SMF. 
NOTE: In single PCF deployment, the PCF will provide all mobility, access and session related policies that it is responsible for. In deployments where different PCFs support N15 and N7 respectively, no standardized interface between them is required in this release to support policy alignment.
The number of real-time interactions between PCF and SMF/AMF shall be minimized although not significantly increasing the overall system reaction time. This requires optimized interfaces between PCF and SMF/AMF.
The policy and charging control framework shall support the following session management related functionalities:
· The policy and charging control framework shall support session management related policy evaluation based on the input from the AF, SMF, UDR, OCS and NWDAF.
· It shall be possible to apply policy and charging control to the PDU session of either IP PDU type or non-IP PDU type. 
· The policy and charging control framework shall discard packets that don't match any service data flow of the active PCC rules. It shall also be possible for the operator to define PCC rules, with wild-carded service data flow filters, to allow for the passage and charging for packets that do not match any service data flow template of any other active PCC rules.

· The policy and charging control framework shall allow the charging control to be applied on a per service data flow and on a per application basis, independent of the policy control.

· The policy and charging control framework shall have a binding method that allows the unique association between service data flows and their PDU sessions.

· A single service data flow detection shall suffice for the purpose of both policy control and flow based charging.

· A PCC rule may be predefined or dynamically provisioned at establishment and during the lifetime of a PDU session. The latter is referred to as a dynamic PCC rule.

· It shall be possible to take a PCC rule into service, and out of service, at a specific time of day, without any interaction between PCF and SMF at that point in time.

· It shall be possible to take a PDU session level policy information into service, and out of service, once validity conditions specified as part of the or a PDU session level policy information are fulfilled or not fulfilled anymore, respectively, without any interaction between PCF and SMF when the validity conditions are met.

· It should be possible to use the policy and charging control framework for handling IMS-based emergency service.

· It shall be possible with the policy and charging control framework, in real-time, to monitor the overall amount of resources that are consumed by a user and to control usage independently from charging mechanisms, the so-called usage monitoring control.

· It shall be possible for the policy and charging control framework to provide application awareness even when there is no explicit service level signalling.

· The policy and charging control framework shall support making policy decisions based on subscriber spending limits.

· The policy and charging control framework shall support Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point.
· The policy and charging control framework may be able to manage the Packet Filter Descriptions (PFDs) in the SMF by the 3rd party AS via the NEF.
· The policy and charging control framework may support to negotiate the background data transfer policy with the 3rd party AS via the NEF.
The policy and charging control framework shall support the following non-session management related functionalities:
· Evaluation of access and mobility policies based on the input from the AMF and UDR.
· Evaluation of UE policies based on the input from the AMF and UDR.
* * * * End of Changes * * * *
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