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Abstract of the contribution: Proposes procedures for overload and congestion control
1
Rationale and Proposal
This P-CR proposes mechanisms for overload and congestion control:
· AMF Load balancing – allows AN to perform load balancing when it selects a new AMF. Currently selection of new AMF is allowed only under the following 2 circumstances:

1. When UE sends a new registration request and/or mobility registration update that requires change of AMF

2. When AMF has failed or AMF is being taken out of operation due to planned maintenance.

· Proactive overload control (load balancing, load re-balancing) without impacting services offered to the UE 
1. This allows load re-balancing when UE returns from IDLE mode (even when it performs Service Request) without any impact to the UE.

· Reactive Overload control (e.g. in case of extreme situations such as Earth quake, Tsunami, Hurricane etc, to guard the network from a crash or a shut-down) that may impact services offered to the UE.

1. N2 overload control that may trigger RRC reject and/or unified access barring

2. NAS MM congestion control by rejecting NAS MM requests with back-off timer

3. NAS SM congestion control by rejecting NAS SM requests with back-off timer.

2
Proposed modification

It is proposed to modify TS 23.501 as follows:

* * * * Start Change * * *.*
5.19
Control Plane Load Control, Congestion and Overload Control


5.19.1
General

In order to ensure that the network functions within 5G System are operating under nominal capacity for providing connectivity and necessary services to the UE. Thus, it supports various measures to guard itself under various operating conditions (e.g. peak operating hour, extreme situations). It includes support for load (re-)balancing, overload control and NAS level congestion control. A 5GC NF is considered to be in overload when it is operating over its nominal capacity resulting in diminished performance (including impacts to handling of incoming and outgoing traffic).
5.19.1a
TNLA Load Balancing and TNLA Load Re-Balancing

AMF can support load balancing and re-balancing of TNL associations between AN and AMF by using mechanisms specified in clause 5.21.1.
5.19.2
AMF Load Balancing
The AMF Load Balancing functionality permits UEs that are entering into an AMF Region/AMF Set to be directed to an appropriate AMF in a manner that achieves load balancing between AMFs. This is achieved by setting a Weight Factor for each AMF, such that the probability of the AN selecting an AMF is proportional to Weight Factor of the AMF. The Weight Factor is typically set according to the capacity of an AMF node relative to other AMF nodes. The Weight Factor is sent from the AMF to the NG-AN via NGAP messages (see TS 38.413 [34]).

NOTE 1:
An operator may decide to change the Weight Factor after the establishment of NGAP connectivity as a result of changes in the AMF capacities. E.g., a newly installed AMF may be given a very much higher Weight Factor for an initial period of time making it faster to increase its load.

NOTE 2:
It is intended that the Weight Factor is NOT changed frequently. e.g. in a mature network, changes on a monthly basis could be anticipated, e.g. due to the addition of RAN or CN nodes.

When Network slicing is deployed, load balancing by NG-AN node is only performed between AMFs that belong to the same AMF set, i.e. AMFs with the same PLMN and AMF Set ID value.
The NG AN node may have their Load Balancing parameters adjusted (e.g. the Weight Factor is set to zero if all subscribers are to be removed from the AMF, which will route new entrants to other AMFs within an AMF Set).
5.19.3
AMF Load Re-Balancing

The AMF load re-balancing functionality permits cross-section of its subscribers that are registered on an AMF (within an AMF Set) to be moved to another AMF within the same AMF set with minimal impacts on the network and end users. AMF may request some or all of the AN node(s) to redirect a cross-section of UE(s) returning from IDLE mode to be redirected to another AMF within the same AMF set, if the AN is configured to support this. 
For UE(s) in IDLE mode, when UE subsequently returns from IDLE mode and the 5G AN receives an initial NAS message with a 5G S-TMSI or GUAMI pointing to an AMF that requested for redirection, the 5G AN should select a different AMF from the same AMF set and forward the initial NAS message. It is not expected that the 5G AN node rejects any request or enables access control restriction when it receives a request for proactive load control from the connected AMF(s).

When the AMF wants to stop redirection, the AMF can indicate that it can serve all UE(s) in IDLE mode to stop the redirection.

NOTE 1:
An example use for the AMF load re-balancing functionality is for the AMF to pro-actively re-balance its load prior to reaching overload i.e. to prevent overload situation.

NOTE 2:
Typically, this procedure need not be used when the AMF becomes overloaded because the Load Balancing function should have ensured that the other AMFs in the pool area are similarly overloaded.
Editor's note:
This relation of the AMF Load Re-Balancing and AMF planned removal is to be clarified.
5.19.4
AMF Control Of Overload

5.19.4.1
General

The AMF shall contain mechanisms for avoiding and handling overload situations. This includes the following measures:

· N2 overload control that could result in RRC reject and unified access barring.
· NAS congestion control.
5.19.4.2
AMF Overload Control

Under unusual circumstances, if AMF has reached overload situation, the AMF activates NAS level congestion control as specified in Clause 5.x.x and AMF restricts the load that the AN node(s) are generating, if the AN is configured to support overload control. N2 overload control can be achieved by the AMF invoking the N2 overload procedure (see TS 38.300 [27] and TS 38.413 [34]) to all or to a proportion of the AN nodes with which the AMF has N2 connections. To reflect the amount of load that the AMF wishes to reduce, the AMF can adjust the proportion of AN nodes which are sent NGAP OVERLOAD START message, and the content of the overload start procedure.
Editor’s note:
Overload control procedure within the RAN is yet to be specified.

The AMF should select the 5G AN node(s) to which it triggers overload start procedure at random to avoid that multiple AMFs in an AMF Set request reduction of load from the same subset of 5G AN node(s).
An AN node supports rejecting of AN signalling connection establishments for certain UEs as specified in TS 38.331 [28]. Additionally, an AN node provides support for the barring of UEs as described in TS 22.261 [2]. These mechanisms are further specified in TS 38.331 [28].

Using the overload start procedure, the AMF can request the AN node to:

-
reject AN signaling connection (RRC connection over 3GPP access or UE-N3IWF connection over N3GPP access) requests that are for non-emergency and non-high priority mobile originated services; or

-
reject new AN signaling connection requests for 5GS NAS Mobility Management signaling (e.g. for Registration procedure) for that AMF;

-
only permit AN signaling connection requests for emergency sessions and mobile terminated services for that AMF. or.

-
only permit AN signaling connection requests for high priority sessions and mobile terminated services for that AMF;

NOTE 2:
The AN signaling connection requests listed in this clause also include the request for RRC Connection Resume.

When rejecting an AN signaling connection request for overload reasons the AN indicates to the UE an appropriate wait timer value that limits further AN signaling connection requests for a while.

During an overload situation, the AMF should attempt to maintain support for emergency services and for MPS.

When the AMF is recovering, the AMF can either:

-
trigger overload start procedure with new percentage value that permit more traffic to be carried, or

-
the AMF trigger overload stop procedure.
to some or all of the 5G AN node(s).
5.19.5
SMF Overload Control

The SMF shall contain mechanisms for avoiding and handling overload situations. This can include the following measures:

· SMF overload control that could result in rejections of NAS requests.
The SMF overload control may be activated by SMF due to congestion situation at SMF e.g. configuration, by a restart or recovery condition of a UPF, or by a partial failure or recovery of a UPF for a particular UPF(s).

Under unusual circumstances, if the SMF has reached overload situation, the SMF activates NAS level congestion control as specified in the clause 5.19.x. The SMF may restrict the load that the AMF(s) are generating, if the AMF is configured to enable the overload restriction. 
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