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Abstract of the contribution:
This contribution proposes to add parameters to be installed at UPF for N4 session management.
1
Discussion

In current TS 23.501, there is no clear description on parameters to be installed at the UPF, which is controlled by the SMF via N4 interface. Thus, it is proposed to add a baseline text on the parameters, which can be referred to in the N4 session management procedures that will be defined in TS 23.502. Note that the proposed text basically comes from TS 23.214 (CUPS).
2
Proposal

The following text is proposed to be updated to TS 23.501.
***** Start of Change # 1 *****
5.8.2
User Plane Function(s)
User Plane Function(s) (UPF(s)) handle the user plane path of PDU sessions. An UPF that provides the interface to a Data Network supports the functionality of a PDU session anchor.

The number of UPFs for a PDU Session is not restricted by the3GPP specifications but specifications support deployments with a single UPF or multiple UPFs for a given PDU session.

For IPv4 or IPv6 type PDU sessions, the PDU session anchor may be IP anchor point of the IP address/prefix allocated to the UE. For an IPv4 type PDU session or an IPv6 not multi-homed PDU session, when multiple PDU session anchors are used (due to UL CL being inserted), only one PDU session anchor is the IP anchor point for the PDU session. For an IPv6 multi-homed PDU session there are multiple IP (IPv6) anchor points as described in clause 5.6.4.3.
Deployments with one single UPF used to serve a PDU session do not apply to the Home Routed case and may not apply to the cases described in clause 5.6.4.

Deployments where a UPF can only be controlled by a single SMF, and deployments where a UPF can be controlled by multiple SMFs (for different PDU sessions) are both supported.
UPF traffic detection capabilities may be used by the SMF in order to control at least following features of the UPF:

-
Traffic reporting (e.g. allowing SMF support for charging).
-
QoS enforcement (The corresponding requirements are defined in clause 5.7).
-
traffic routing (e.g.as defined in clause 5.6.4. for UL CL or IPv6 multi-homing).
Traffic detection and routing information sent by the SMF to the UPF for a PDU session may be associated with Network instance for detection and routing of traffic over N6.
NOTE:
Network instances can be used for example in following case:

-
The UPF is connected to different DN (DNAI) with possibly overlapping IP addresses.
For IPv4 or IPv6 PDU session type, the UPF traffic detection capabilities may detect traffic using traffic pattern based on at least any combination of:

-
PDU session.

-
5QI.

-
IP Packet Filter Set as defined in clause 5.7.6.2.
-
Application Identifier: The Application ID is an index to a set of application detection rules configured in UPF.

For Ethernet PDU session type, the SMF may control UPF traffic detection capabilities based on at least any combination of:

-
PDU session,

-
5QI,

-
Ethernet Packet Filter Set as defined in clause 5.7.6.3.

In this release of the specification for Unstructured PDU session Type, the UPF does not perform any traffic detection for QoS enforcement.
UPF selection is described in clause 6.2.
5.8.2.x
Parameters for N4 session management
These parameters are used to control the functionality of the UPF related to an individual PDU session as well as to inform about events occurring at the UPF.

The N4 session management procedures defined in clause 4.3.x of TS 23.502 [3] will use the relevant parameters in the same way for all N4 reference points: the N4 session establishment procedure as well as the N4 session modification procedure provide the control parameters to the UPF, the N4 session release procedure removes all control parameters related to an N4 session and the N4 session level reporting procedure informs the SMF about events related to the PDU session that are detected by the UPF.
The parameters over N4 provided from SMF to UPF comprises N4 Session ID and four different rules (i.e. one "detection" rule and three different "enforcement" rules):
-
N4 Session ID assigned by the SMF uniquely identifies a PDU session for a UE.
-
Packet Detection Rule (PDR) contains information to classify a packet arriving at the UPF.

-
Forwarding Action Rule (FAR) contains information on whether forwarding, dropping or buffering is to be applied to a packet.

-
Usage Reporting Rule (URR) contains information that defines how a packet shall be accounted as well as how a certain measurement shall be reported.

-
QoS Enforcement Rule (QER), contains information related to QoS enforcement of traffic.

Editor's note:
The detailed description of the above parameters is FFS.

***** End of Change # 1 *****
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