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[bookmark: OLE_LINK6]Abstract of the contribution: This contribution updates Network Slicing Roaming in clause 5.15.6 and NSSF description in clause 6.2.14 in TS 23.501.
Introduction 
The contribution proposes to update the following changes,
1. Update the role of NSSF in Network Slicing Roaming to support the NSSAI mapping between VPLMN and HPLMN.
2. Clarify the S-NSSAI/NSSAI included in the Registration Request and PDU session establishment Request for Network Slicing Roaming scenario.
3. Update NSSF description in clause 6.2.14.
Discussion
1. Configured NSSAI in requested NSSAI
It was agreed that even for non-roaming case, the S-NSSAIs in allowed NSSAI and requested NSSAI can be mapped by the network.
One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have non-standardized values, which may not be a part of the UE's NSSAI configuration. In such cases, the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI in the UE.
If the mapping in network is not 1:1 unique, when the UE provide Allowed NSSAI in next registration request, the network cannot map the allowed NSSAI back to the Configured S-NSSAIs for subscription verification. Hence for this case, the UE need to provide the corresponding Configured S-NSSAIs together with the Allowed NSSAI in the registration request.
[bookmark: _GoBack]Proposal 1: It is proposed that the Request NSSAI should include the mapped Configured S-NSSAI(s), if the UE received mapping information together with the Allowed NSSAI
2. S-NSSAI mapping between VPLMN and HPLMN
for Network Slicing Roaming scenario, the VPLMN shall do the S-NSSAI mapping between VPLMN and HPLMN:
	-	If the UE is allowed to use non-standard S-NSSAI values in the V-PLMN, the V-PLMN maps H-PLMN Subscribed S-NSSAIs values that can be used in the VPLMN to respective S-NSSAI values to be used in the VPLMN.


Assuming the S-NSSAI in the NSSP is the value valid in HPLMN, the mapping information is used by the UE to determine the S-NSSAI valid in the VPLMN, which should be used in the PDU session establishment for the V-SMF discovery.
However, which NF in VPLMN performs the Subscribed S-NSSAIs mapping during UE’s registration is not very clear.
To support mapping Subscribed S-NSSAIs in roaming scenarios, a roaming agreement needs to be made between the HPLMN and the VPLMN. Only the NSSF in VPLMN can have such knowledge of roaming agreement. 
Proposal 2: It is proposed that the NSSF of the VPLMN maps S-NSSAI values valid in HPLMN to respective S-NSSAI values valid in the VPLMN and provide the mapping information together with Allowed NSSAI.
3. S-NSSAI included in the a PDU session establishment request
The high-level descriptions of PDU session establishment for Network Slicing Roaming scenario are captured in TS 23.501 as described below: 
	-	In a Session management procedures, the UE includes the S-NSSAI value valid in the VPLMN as they are received in the Allowed NSSAI in the VPLMN. The VPLMN maps any VPLMN specific S-NSSAI values to HPLMN specific S-NSSAI values before forwarding SM messages to the HPLMN.


However, if UE includes only VPLMN specific S-NSSAI in the PDU session establishment request, the AMF may not be able to determine the mapped HPLMN Subscribed S-NSSAI in case n:1 S-NSSAI mapping between HPLMN and VPLMN happens. So the S-NSSAI mapping information between VPLMN and HPLMN shall be provided to the UE during UE’s registration. Then the UE includes both the VPLMN S-NSSAI and HPLMN Subscribed S-NSSAI corresponding to the VPLMN S-NSSAI in the PDU session establishment request, in order to allow the AMF to perform SMF discovery respectively in the VPLMN and HPLMN for the home-routing roaming scenario.


Proposal 3: It is proposed that the UE should include both the VPLMN S-NSSAI and HPLMN Subscribed S-NSSAI corresponding to the VPLMN S-NSSAI  in the PDU session establishment request, so the AMF can use the S-NSSAI values valid in the HPLMN to discover SMF in the HPLMN if necessary.
4. Update NSSF description to support Early vs. Late Binding 
Last meeting S2-176704 regarding Early vs. Late Binding of UE with the associated NSI corresponding to Allowed S-NSSAI has been approved. So the functional description of NSSF in the existing TS need to be updated to align with S2-176704.
Proposal
It is proposed to update TS 23.501 as follows:
[bookmark: _Toc473547355][bookmark: _Toc488397066][bookmark: _Toc475575502]* * * Begin of 1st Change * * * 
[bookmark: _Toc493627699][bookmark: _Toc494040424][bookmark: _Toc494348602]5.15.4	UE NSSAI configuration and NSSAI storage aspects
A UE can be configured by the HPLMN with a Configured NSSAI per PLMN. A Configured NSSAI can be PLMN-specific and the HPLMN indicates to what PLMN(s) each Configured NSSAI applies, including whether the Configured NSSAI applies to all PLMNs, i. e. the Configured NSSAI conveys the same information regardless of the PLMN the UE is accessing (e.g. this could be possible for NSSAIs containing only standardized S-NSSAIs). When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN. Upon successful completion of a UE's Registration procedure, the UE may obtain from the AMF an Allowed NSSAI for this PLMN, which may include one or more S-NSSAIs. These S-NSSAIs are valid for the current Registration Area provided by the serving AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU sessions). The UE may also obtain from the AMF one or more temporarily or permanently rejected S-NSSAIs.
The Allowed NSSAI shall take precedence over the Configured NSSAI for this PLMN. The UE shall use only the S-NSSAI(s) in the Allowed NSSAI corresponding to a Network Slice for the subsequent procedures in the serving PLMN, as described in clause 5.15.5.
The UE stores (S)NSSAIs as follows:
-	When the UE is provisioned with a Configured NSSAI for a PLMN in the UE, the Configured NSSAI shall be stored in the UE until a new Configured NSSAI for this PLMN is provisioned in the UE by the HPLMN:
-	When provisioned with a new Configured NSSAI for a PLMN, the UE shall both replace any stored Configured NSSAI for this PLMN with the new Configured NSSAI, and delete any stored Allowed NSSAI and rejected S-NSSAI for this PLMN;
-	If received, the Allowed NSSAI for a PLMN shall be stored in the UE, including when the UE is turned off, until a new Allowed NSSAI for this PLMN is received;
-	When a new Allowed NSSAI for a PLMN is received, the UE shall replace any stored Allowed NSSAI for this PLMN with this new Allowed NSSAI;
-	If received, a temporarily rejected S-NSSAI for a PLMN shall be stored in the UE while RM-REGISTERED;
-	If received, a permanently rejected S-NSSAI for a PLMN shall be stored in the UE while RM-REGISTERED.
Editor's note:	Additional conditions when rejected S-NSSAIs can be removed is FFS.
One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have non-standardized values, which may not be a part of the UE's NSSAI configuration. In such cases, the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI in the UE. The UE uses this mapping information for its internal operation (e.g., finding an appropriate network slice for UE's services). Specifically, a UE application, which is associated with an S-NSSAI as per NSSP, is further associated with the corresponding S-NSSAI from the Allowed NSSAI.
[bookmark: _Toc493627700][bookmark: _Toc494040425]5.15.5	Detailed Operation Overview
5.15.5.1	General
The establishment of User Plane connectivity to a Data Network via a Network Slice instance(s) comprises two steps:
-	performing a RM procedure to select an AMF that supports the required Network Slices.
-	establishing one or more PDU session to the required Data network via the Network Slice Instance(s).
[bookmark: _Toc494348603]5.15.5.2	Selection of a Serving AMF supporting the Network Slices
[bookmark: _Toc494348604]5.15.5.2.1	Registration to a set of Network Slices
When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the Temporary User ID if one was assigned to the UE.
The Requested NSSAI may be either:
-	the Configured-NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the serving PLMN; or
-	the Allowed-NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the serving PLMN and the related mapped configured S-NSSAI(s), if the UE received mapping information together with the Allowed NSSAI; or
-	the Allowed-NSSAI, or a subset thereof together with any potentially mapped configured S-NSSAIs as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected (as defined below) by the network.
The subset of Configured-NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously permanently rejected (as defined below) by the network, or was not previously added by the UE in a Requested NSSAI.
The subset of Allowed NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the last Allowed NSSAI for this PLMN. In addition any related configured S-NSSAI(s) are provided together with the Requested NSSAI, if the UE stores mapping information for the Allowed NSSAI.
The UE may provide in the Requested NSSAI an S-NSSAI from the Configured NSSAI that the UE previously provided to the serving PLMN in the present Registration Area if the S-NSSAI was not previously permanently rejected (as defined below) by the network.
The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.
When a UE registers with a PLMN, if for this PLMN the UE has no Configured NSSAI or Allowed NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. The UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. When receiving from the UE a Requested NSSAI and a 5G-S-TMSI in RRC, if the RAN can reach an AMF corresponding to the 5G-S-TMSI, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.
When the AMF selected by the AN receives the UE Initial Registration request:
-	As part of the registration procedure described in TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.
-	The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs.
-	When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).
NOTE 1:	The configuration depends on operator's policy.
-	When the UE context in the AMF already includes an Allowed NSSAI, based on configuration for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).
NOTE 2:	The configuration depends on the operator's policy.
(A) Depending on fulfilling the configuration as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:
-	AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs, or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in case no Requested NSSAI was provided (see clause 5.15.3).
-	If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if no Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling).
-	If this is not the case, the AMF queries the NSSF (see (B) below).
(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:
-	The AMF queries the NSSF, with Requested NSSAI, the Subscribed S-NSSAIs, PLMN ID of the SUPI, location information, and possibly access technology being used by the UE.
-	Based on this information, local configuration, and other locally available information including RAN capabilities in the Registration Area, the NSSF does the following:
-	It selects the Network Slice instance(s) to serve the UE. When multiple Network Slice instances in the registration area are able to serve a given S-NSSAI, based on operator's configuration, the NSSF may select one of them to serve the UE, , or the NSSF may defer the selection of the Network Slice instance until a NF/service within the Network Slice instance needs to be selected.
-	It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.
-	It determines the Allowed NSSAI, possibly taking also into account the availability of the Network Slice instances that are able to serve the S-NSSAI(s) in the Allowed NSSAI in the current registration area. It determines the mapping information, if the Allowed NSSAI includes S-NSSAI(s) different from the corresponding UE’s Configured S-NSSAI(s).
-	Based on operator configuration, the NSSF may determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).
-	Additional processing to determine the Allowed NSSAI in roaming scenarios, as described in clause 5.15.6.
-	The NSSF returns to the current AMF the Allowed NSSAI and the target AMF Set, or, based on configuration, the list of candidate AMF(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s). It may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI which were part of the Requested NSSAI.
 -	Depending on the available information and based on configuration, the AMF may query the NRF provided by the NSSF with the target AMF Set. The NRF returns a list of candidate AMFs.
Editor's note:	If the current serving AMF is not part of the target AMF Set, which NRF is to be queried to obtain the list of candidate AMFs is FFS.
-	If rerouting to a target serving AMF is necessary, the current AMF reroutes the Registration Request to a target serving AMF as described in clause 5.15.5.2.3.
(C) The serving AMF shall return to the UE the Allowed NSSAI and any potential mapping information. It may also indicate to the UE for Requested S-NSSAI(s) not included in the Allowed NSSAI, whether the rejection is permanent (e.g. the S-NSSAI is not supported in the PLMN) or temporary (e.g. the S-NSSAI is not currently available in the Registration Area).
Upon successful Registration, the UE is provided with a 5G-S-TMSIGUTI by the serving AMF. The UE shall include this 5G-S-TMSI or the 5G-GUTI in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.
If the UE receives an Allowed NSSAI from the serving AMF, it shall store this new Allowed NSSAI together with any received information about mapping to Configured S-NSSAI(s) and override any previously stored Allowed NSSAI and related mapping information for this PLMN, as described in clause 5.15.4.
[bookmark: _Toc494348605]5.15.5.2.2	Modification of the Set of Network Slice(s) for a UE
The set of Network Slices for a UE can be changed at any time while the UE is registered with a network, and may be initiated by the network, or the UE under certain conditions as described below.
NOTE:	In this release of the specification it is assumed that the registration area allocated by the AMF to the UE shall have homogeneous support for network slices.
The network, based on local policies, subscription changes and/or UE mobility, operational reasons (e.g. a Network Slice instance is no longer available), may change the set of Network Slice(s) to which the UE is registered and provides the UE new Allowed NSSAI. The network may perform such change during a Registration procedure or trigger a notification towards the UE of the change of the Network Slices using a Generic UE Configuration Update procedure as specified in TS 23.502 [3], clause 4.2.4. The new Allowed NSSAI is determined as described in clause 5.15.5.2.1 (an AMF Relocation may be needed). The AMF provides the UE with the new Allowed NSSAI and TAI list and possibly mapping information between S-NSSAI(s) in allowed NSSAI and corresponding Subscribed S-NSSAI(s), and:
-	If the changes to the Allowed NSSAI do not require the UE to perform a registration procedure:
-	The AMF indicates that acknowledgement is required, but does not indicate the need to perform a registration procedure;
-	The UE responds with a UE configuration update complete message for the acknowledgement.
-	If the changes to the Allowed NSSAI require the UE to perform a registration procedure (e.g. the new S-NSSAIs require a separate AMF that cannot be determined by the current serving AMF):
-	The serving AMF indicates to the UE that current 5G-GUTI is invalid and the need for the UE to perform a registration procedure after entering CM-IDLE state. The AMF shall release the NAS signalling connection to the UE to allow to enter CM-IDLE based on local policies (e.g. immediately or delayed release);
-	The UE initiates a registration procedure after the UE enters CM-IDLE state. The UE shall include SUPI and new Allowed NSSAI in the registration in this case.
When a Network Slice used for a one or multiple PDU Sessions becomes no longer available for a UE, in addition to sending the new Allowed NSSAI to the UE, the following applies:
-	In the network, if the Network Slice becomes no longer available under the same AMF (e.g. due to UE subscription change), the AMF indicates to the SMF(s) corresponding to the relevant S-NSSAI to autonomously release the UE's SM context
-	In the network, if the Network Slice becomes no longer available with AMF relocation (e.g. due to Registration Area change), the new AMF indicates to the old AMF that the PDU Session(s) associated with the relevant S-NSSAI shall be released. The old AMF informs the corresponding SMF(s) to autonomously release the UE's SM context.
-	In the UE, the PDU session(s) context is implicitly released after receiving the Allowed NSSAI in the Registration Accept message.
The UE uses UE Configuration (e.g. NSSP) to determine whether ongoing traffic can be routed over existing PDU sessions belonging to other Network Slices or establish new PDU session(s) associated with same/other Network Slice.
In order to change the set of S-NSSAIs being used, the UE shall initiate a Registration procedure as specified in clause 5.15.5.2.1.1.
Change of set of S-NSSAIs to which the UE is registered (whether UE or Network initiated) may lead to AMF change subject to operator policy, as described in clause 5.15.5.2.1.
Editor's note:	The condition under which the UE is able to request the change of the Network Slices, and what it is able to request, are FFS.
[bookmark: _Toc494348606]5.15.5.2.3	AMF Relocation due to Network Slice(s) Support
During a Registration procedure in a PLMN, in case the network decides that the UE should be served by a different AMF based on Network Slice(s) aspects, then the AMF that first received the Registration Request shall redirect the Registration request to another AMF via the RAN or via direct signalling between the initial AMF and the target AMF. The redirection message sent by the AMF via the RAN shall include information for selection of a new AMF to serve the UE.
For a UE that is already registered, the system shall support a redirection initiated by the network of a UE from its serving AMF to a target AMF due to Network Slice(s) considerations (e.g. the operator has changed the mapping between the Network Slice instances and their respective serving AMF(s)). Operator policy determines whether redirection between AMFs is allowed.
[bookmark: _Toc494348607]5.15.5.3	Establishing connectivity PDU session to the required Network Slice Instance(s)
The establishment of a PDU session in a Network Slice to a DN allows data transmission in a Network Slice. A Data Network is associated to an S-NSSAI and a DNN.
The network operator (HPLMN) may provision the UE with Network Slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain S-NSSAI. A default rule which matches all applications to a S-NSSAI may also be included. When a UE application associated with a specific S-NSSAI requests data transmission, then:
-	If the UE has one or more PDU sessions established corresponding to the specific S-NSSAI, the UE routes the user data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.
The UE shall store the NSSP until a new NSSP is provided to the UE by the HPLMN.
If the UE does not have a PDU session established with this specific S-NSSAI, the UE requests a new PDU session corresponding to this S-NSSAI and with the DNN that may be provided by the application. In order for the RAN to select a proper resource for supporting network slicing in the RAN, RAN needs to be aware of the Network Slices used by the UE.
If a Network Slice instance was not selected during the Registration procedure for this specific S-NSSAI, the AMF may query the NSSF with this specific S-NSSAI, location information, PLMN ID of the SUPI to select the Network Slice instance to serve the UE and to determine the NRF to be used to select NFs/services within the selected Network Slice instance.
The AMF queries the NRF to select an SMF in a Network Slice instance based on S-NSSAI, DNN and other information e.g. UE subscription and local operator policies, when the UE triggers the establishment of a PDU session. The selected SMF establishes a PDU session based on S-NSSAI and DNN.
When the AMF belongs to multiple Network Slices, based on configuration, the AMF may use an NRF at the appropriate level for the SMF selection.
[bookmark: _Toc494348608]5.15.5.4	Slice Privacy Considerations
Editor's note:	This clause is to be considered Void till SA3 state they explicitly require omission of NSSAI from RRC layer for privacy reasons and not just as their TR 33.899 agreement "The NSSAI shall be confidentiality protected whenever NAS security context is available (as far as regulation allows)."
In order to support network-controlled privacy of slice information for the slices the UE accesses, when the UE is aware or configured that privacy considerations apply to NSSAI:
-	The UE shall not include NSSAI in NAS signalling unless the UE has a NAS security context.
-	The UE shall not include NSSAI in unprotected RRC signalling.
Editor's note:	It is FFS how the UE is aware or configured that the network has privacy considerations for NSSAI information.
Editor's note:	It is FFS whether considering slice privacy has impact on the allocation and management of the 5G GUTI and whether security considerations need to be studied by SA WG3.

5.15.6	Network Slicing Support for Roaming
For roaming scenarios these are the differences or additions compared to the mechanisms described in the clauses above:
-	If the UE only uses Standard S-NSSAI values, then the same S-NSSAI values are may be used in V-PLMN and as in the HPLMN.
-	If the UE is allowed to use non-standard S-NSSAI values in the V-PLMN, the NSSF in V-PLMN maps H-PLMN Subscribed S-NSSAIs values that can be used in the VPLMN to respective S-NSSAI values to be used in the VPLMN, which form together with any other Allowed S-NSSAI(s) the Allowed NSSAI. The NSSF provides the Allowed NSSAI to the AMF together with information on how the S-NSSAI(s) in the Allowed NSSAI maps to the related UE Subscribed S-NSSAI(s).
-	In RRC layer, the NSSAI, if provided, uses values valid in the VPLMN.
-	In Registration Request, the Requested NSSAI, if provided, shall include only the S-NSSAI values that are valid in the VPLMN.
-	When the NSSF in the VPLMN determines the Allowed NSSAI, it may take into account the availability only of the VPLMN part of the Network Slice instances that are able to serve the UE in the current registration area. 
-	The Allowed NSSAI in the Registration Accept includes S-NSSAI values that the UE may useare valid in VPLMN.
-	In a PDU Ssession establishmentmanagement procedures, the UE includes the S-NSSAI from the Allowed NSSAI and the related Subscribed S-NSSAI, if they are different.value valid in the VPLMN as they are received in the Allowed NSSAI in the VPLMN. The VPLMN maps any VPLMN specific S-NSSAI values to HPLMN specific S-NSSAI values before forwarding SM messages to the HPLMN.
-	The Network Slice specific network functions in the VPLMN are selected by the VPLMN by using the VPLMN S-NSSAI values from the Allowed NSSAI and querying the NRF either pre-configured or provided by the NSSF in the VPLMN. The Network Slice specific functions in of the HPLMN (if applicable) are selected by using the related Subscribed HPLMN S-NSSAI via the support from the NRF in the HPLMN, e.g. for determining an SMF from HPLMN.
Editor’s note: The details of the procedure to select specific functions in the HPLMN minimizing the interactions between VPLMN and HPLMN and the exposure of HPLMN topology are FFS.
* * * Begin of 2nd Change * * * 
6.2.14	NSSF
The Network Slice Selection Function (NSSF) supports the following functionality:
-	Selecting the set of network slice instances serving the UE,
-	Determining the Allowed NSSAI,
· Determining the AMF Set to be used to serve the UE, or, based on configuration, a list of candidate AMF(s), possibly by querying the NRF. 
· Determining any potential mapping between S-NSSAI(s) in Allowed NSSAI and Subscribed S-NSSAI(s), and providing the mapping information to the AMF.
* * * End of Changes * * *
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