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Abstract of the contribution: This contribution evaluates support of location in 5GC.
1. Introduction

SA2 has been discussing alternative proposals for 5GC location support for several meetings now. At issue are whether SBI or P2P interfaces should be used and whether location support should be concentrated in the LMF (as proposed here) or split between the AMF and LMF as proposed elsewhere. The discussion over SBI versus P2P appears to be heading towards consensus that SBI is better in Release 15. Therefore, the discussion here assumes that both proposals will be based on SBI and does not discuss this any further. It also seems generally accepted that regulatory support (primarily for emergency services calls) should take precedence in Release 15, with commercial location support following in Release 16.
Therefore, this evaluation focuses on comparing the two currently proposed solutions, assuming that they are both SBI based, in terms of their ability to support location for emergency calls in Release 15 and to evolve in Release 16 and later to support commercial location services. For ease of reference, the solution proposed here is referred to as “the LMF solution” because of location support concentration in the LMF. The other solution is referred to as the “AMF-LMF” solution because of distribution of support to both the AMF and LMF. It is noted that GMLC support is similar (though not quite identical) for both solutions.
2. AMF-LMF Solution - Architectural Aspects
Figures 1 and 2 summarize an SBI based architecture for the AMF-LMF solution. This includes a very high level indication of how the AMF and LMF would support location request and delivery to an external client such as a web server or a PSAP for an emergency call.
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Figure 1: AMF-LMF Solution non-roaming SBI reference architecture
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Figure 2: AMF-LMF Solution roaming SBI reference architecture
Figures 1 and 2 show that the AMF and LMF are the focal points of the AMF-LMF solution.

Assuming the AMF-LMF solution uses service operations that are analogous to existing EPC location procedures in TS 23.271 [Ref 2], Figures 1 and 2 illustrate that the AMF-LMF solution would need to support the following new SBI service operations to support location of an emergency call.

	SBI
	Consumer
	Service Operation

	AMF
	GMLC
	Position request for a UE (analogous to an ELP Provide Subscriber Location request/response in TS 29.172 [Ref 1])

	AMF
	GMLC
	Location event notification for an emergency call from a UE (analogous to an ELP Subscriber Location Report/Ack. in TS 29.172 [Ref 1])

	LMF
	AMF
	Location request/response for a UE (analogous to an LCS-AP Location Request/Response. in TS 29.171 [Ref 4])


Table 1 – New Service Operations for the AMF-LMF Solution in support of Emergency Calls
Some existing service operations would also be used – e.g. AMF service operations used by an LMF to exchange positioning protocol messages with the NG-RAN and target UE. For commercial location support, a new service operation would (probably) be needed for the UDM SBI – but would also be needed for the LMF solution. Service operations for the GMLC SBI could also be considered - although since the GMLC SBI would be consumed by another GMLC or by an external client, for which non-3GPP (e.g. OMA) P2P protocols are currently in use, it seems possible that this aspect could remain P2P to reduce standardization and implementation.
3. LMF Solution - Architectural Aspects
Figures 3 and 4 below show the SBI based architecture being proposed here for TS 23.501 in [Ref 5] for the LMF solution with a very high level indication of how the LMF becomes the central point for location service.
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Figure 3: LMF Solution non-roaming SBI reference architecture
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Figure 4: LMF Solution roaming SBI reference architecture
Figures 3 and 4 show that the LMF is the focal point of the LMF solution with the AMF having a subsidiary role.

Observation 1:
The LMF solution mainly impacts the LMF whereas the AMF-LMF solution impacts both the AMF and LMF. 
Assuming the LMF solution uses the procedures proposed in [Ref 7], Figures 3 and 4 illustrate that the LMF solution would need to support the following new and modified SBI service operations to support location of an emergency call.

	SBI
	Consumer
	Service Operation

	LMF
	GMLC
	Position request for a UE (analogous to an ELP Provide Subscriber Location request/response in TS 29.172 [Ref 1])

	LMF
	GMLC
	Location event notification for an emergency call from a UE (analogous to an ELP Subscriber Location Report/Ack. in TS 29.172 [Ref 1])

	AMF
	LMF
	Enhance the existing AMF Event Exposure service operation to support event notifications for emergency calls


Table 2 – New or Modified Service Operations for the LMF solution in support of Emergency Calls
The first two service operations for the LMF solution in Table 2 are essentially the same as the first two service operations for the AMF-LMF solution in Table 1 but are provided (to a GMLC) by the LMF for the LMF solution versus being provided by the AMF (to the GMLC) for the AMF-LMF solution. The third new service operation for the AMF-LMF solution in Table 1 is not needed for the LMF solution. Instead, the LMF solution requires a small extension to an existing AMF service operation. For commercial location, the procedures shown in [Ref 9] show that one new AMF service operation may be needed for the LMF solution.
Observation 2:
The LMF solution requires fewer new service operations than the AMF-LMF solution for support of emergency calls and impacts the AMF less and the LMF more. 
4. Characteristics of Both Solutions
Table 3 provides a comparison of the two solutions for location of emergency calls and Table 4 provides a similar comparison for commercial location. The comparisons are based on the observations in sections 3 and 4 and a more detailed evaluation and set of observations in the Annex. More beneficial characteristics are shown highlighted in each table.
	Criteria
	AMF-LMF Solution
	LMF Solution

	Complexity
	Similar Complexity overall

Less complexity in the LMF
More complexity in the AMF
	Similar Complexity overall

More complexity in the LMF

Less complexity in the AMF

	Location Continuity after Handover
	Supported
	Supported

	Race Condition in the GMLC-LRF
	Does not appear to be solvable
	Can be solved or mitigated


Table 3 – Comparison of LMF and AMF-LMF Solutions for Location of Emergency Calls

	Criteria
	AMF-LMF Solution
	LMF Solution

	Complexity
	Similar complexity for an MT-LR and MO-LR
More complexity may be needed for a periodic/triggered MT-LR

Less overall complexity in the LMF
More overall complexity in the AMF
	Similar complexity for an MT-LR and MO-LR
Lower complexity possible for a periodic/triggered MT-LT
More overall complexity in the LMF

Less overall complexity in the AMF

	UE Privacy
	Supported
	Supported

	UE and NG-RAN Positioning Procedures
	Similar or identical support
	Similar or identical support

	LMF Selection
	Similar or identical procedure

Located in the AMF
	Similar or identical procedure

Located primarily in the GMLC

	AMF determination
	Similar or identical procedure

Located entirely in the GMLC
	Similar or identical procedure

Located partly in the GMLC and partly in the LMF

	Location Continuity with inter-AMF handover
	Not Supported
	Supported

	Scalability
	Less scalable

LMF is newly assigned for each location with more overhead

AMF capacity required to support location service level as well as transport of positioning messages
	More scalable

Same LMF can be used for subsequent UE locations to reduce overhead

AMF capacity only required to transport positioning messages

	Compatibility with LCS control plane for GERAN, UTRAN, E-UTRAN
	Equally compatible
	Equally compatible


Table 4 – Comparison of LMF and AMF-LMF Solutions for Commercial Location
Tables 3 and 4 show that the LMF solution has several benefits compared to the AMF-LMF solution. The only benefit of the AMF-LMF solution is to reduce LMF impact (by moving some location functions into the AMF).
5. Proposal
Based on the evaluation in section 4, which shows that the LMF solution provides several benefits compared to the AMF-LMF solution, it is proposed to use the LMF solution  for 5GC starting with support of location for emergency calls in Release 15 as described in [Ref 7]. Location support for commercial location may then be added later in Release 16.
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Annex A – Detailed Evaluation of Both Solutions
Detailed procedures for the LMF solution in support of emergency calls are provided in a P-CR to TS 23.502 in [Ref 7]. Detailed potential procedures for the LMF solution in support of commercial location services in a later release are provided in [Ref 9]. For the AMF-LMF solution, it is assumed that new SBI based procedures similar to P2P based procedures defined for EPC in TS 23.271 [Ref 2] would be used. The following sections evaluate various characteristics for each solution based on these assumptions.
A.1 Support of Emergency Calls

Location support for emergency calls is provided by both solutions. The solutions would employ similar procedures for an NI-LR and MT-LR without UDM Query. When intra-NG-RAN handover occurs with change of an AMF, the LMF solution can be simpler than the AMF-LMF solution if the same LMF is allowed to continue location support since there is then no need to update a GMLC and LRF. When inter-RAT handover occurs from NG-RAN, the LMF solution could be seen as slightly more complex. Overall, however, there seems no significant difference in capability, performance or complexity.
Observation A.1: There seems no significant difference in the capability, complexity or performance of each solution with respect to location support for an emergency call.
A.2 Race Condition for Emergency Calls

A race condition for location of an emergency call can occur due to two different events arriving at an LRF following initiation of the emergency call over IMS. This is illustrated in Figure 5. One event, referred to as event A, occurs when a GMLC and then the LRF is notified either of the serving AMF for an emergency call for the AMF-LMF solution or of the selected LMF for the LMF solution. This notification is needed to allow the LRF and a GMLC to know which AMF to query later for a UE location with the AMF-LMF solution or which LMF to query with the LMF solution. The second event, referred to as event B, occurs after the UE requests establishment of the emergency call (in a SIP INVITE) and the LRF is requested either by an E-CSCF or by a PSAP for location information (e.g. a location estimate) for the UE. Ideally, event A should occur before event B so that the LRF is able to immediately instigate an MT-LR request via a GMLC towards the serving AMF with the AMF-LRF solution or towards the selected LMF with the LMF solution. However, it is possible (e.g. due to delay in an intermediate entity such as a GMLC) that event B occurs before event A. In that case the LRF would have to wait for event A to occur before being able to send the MT-LR location request towards the serving AMF or selected LMF. While such a race condition does not appear to prevent location, it may be seen as undesirable for implementation.
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Figure 5: Illustration of a Race Condition for Location of an Emergency Call

With the AMF-LMF location, the race condition does not appear to be solvable – except via an implementation that prioritizes the transfer of event A. With the LMF solution, there is one way to solve or mitigate the race condition. With this solution, each UE can be assigned an LMF that can be determined in advance by any entity including the LRF, a GMLC and the serving AMF.  The solution is to use information present in the UE identity (e.g. SUPI and/or IMEI) to select a particular LMF. For example, a hash function may be used to pseudo-randomly map certain or all digits from the IMSI, MSISDN or IMEI into a value range such as 0-9, 0-99, 0-999 etc.. The resulting mapped value can then be used to select a particular LMF. For example, if the mapped value range is 0-999 and an operator has 4 LMFs, values 0-249 could be used to select the first LMF, values 250-499 to select the second LMF, values 600-749 to select the third LMF and values 750-999 to select the fourth LMF. The assignment can also take into account differing LMF capacities (e.g. by mapping more values to an LMF with higher capacity) and different preferences for UEs for different home PLMNs (e.g. by using a different value range mapping for certain PLMNs). Since this solution effectively pre-partitions UEs to different LMFs, it would not support dynamic mapping and therefore it would not be possible to steer UEs away from heavily loaded LMFs for example. However, if LMF capacity is engineered to always exceed maximum location demand for emergency calls and assuming emergency call location is given priority in LMFs, this should not be a problem. With this solution, the GMLC/LRF does not need to receive event A because the LMF can be determined as soon as event B is received (from the UE identity). The LRF will thus be able to send an MT-LR query towards the determined LMF as soon as event B occurs. Although there may in principle be a race condition at the LMF due to possibly receiving an MT-LR location request for a UE from the LRF and GMLC before the LMF receives an emergency call notification event from the serving AMF, in practice, this is very unlikely to occur because the emergency call notification to the LMF from the serving AMF only needs to pass directly from one entity to another whereas the MT-LR location request refers to an event that needs to pass through multiple entities before arriving at the LMF (namely the P-CSCF, E-CSCF, LRF, GMLC and possibly PSAP) and is therefore very likely to arrive later.
Observation A-2: The LMF solution but not the AMF-LMF solution provides one way of eliminating or reducing race conditions for emergency call location.
A.3 Support of an MT-LR and MO-LR

For an MT-LR or MO-LR for a single location of a UE, the procedures proposed in [Ref 9] seems to have similar complexity overall to the corresponding procedures for EPC in TS 23.271 [Ref 2], implying that overall complexity for the LMF and AMF-LMF solutions will be similar, However, as for emergency call location, the AMF has higher impact for the AMF-LMF solution whereas the LMF has higher impact with the LMF solution.
Observation A-3: Both solutions have similar overall complexity for an MT-LR or MT-LR for a single UE location with the LMF solution having the higher LMF impact and the AMF-LMF solution having the higher AMF impact.

A.4 UE Privacy Support
For an MT-LR for a single location of a target UE or for periodic or triggered location, privacy requirements of the target UE will need to be supported. For the LMF solution, the HGMLC is assumed to manage privacy either by being configured with UE subscription requirements for privacy (as allowed in TS 23.271 [Ref 2] already) or by obtaining the UE privacy subscription requirements from the UDM as part of a UE routing query. The HGMLC then transfers the privacy requirements to the LMF which interacts with the target UE using the existing supplementary service operation in TS 24.080 [Ref 6] to verify UE privacy requirement. With this approach, the AMF does not need to be aware of or to provide any support for UE privacy.
With the AMF-LMF solution, UE privacy support would be supported by the HGMLC and AMF similarly to that defined for an EPC-MT-LR in TS 23.271 [Ref 2]. 
There seems no significant difference in overall complexity or in robustness and only in which entities provide the support.
Observation A-4: There seems no significant difference in UE privacy support between the two solutions with regard to complexity or robustness.

A.5 UE and NG-RAN Positioning and Supplementary Services
For both solutions, the UE and LMF can exchange positioning protocol (e.g. LPP or NPP) messages encapsulated in NAS transport messages via the AMF and NG-RAN. Similarly, messages for supplementary services (e.g. to support UE privacy or an MO-LR) can be exchanged in the same way between the UE and AMF for the AMF-LMF solution and between the UE and LMF via the AMF for the LMF solution. For both solutions, the LMF and NG-RAN can exchange NPPa (or NRPPa) messages via the AMF to support NG-RAN positioning procedures. Such interaction would be supported by the AMF using the existing Namf_Communication SBI. CT1 has already started looking into message transport between the LMF and UE via the AMF – e.g. in [Ref 3] – and has not so far found any significant difference that might affect the AMF-LMF solution versus the LMF solution. In fact, it seems that the procedures in the AMF for transport of positioning messages could be identical.
Observation A-5: There seems no significant difference between the two solutions in terms of their support for transporting messages for positioning procedures and supplementary services procedures.
A.6 Selection of an LMF 
For location of an emergency call or for an MO-LR, an AMF would select an LMF for both solutions. This could be configured and should not be problematic. Note that in the case of the AMF-LMF solution, the AMF would participate in the MO-LR or the emergency call location, whereas with the LMF solution, the AMF would just be sending on a message received from the UE (for an MO-LR) or would indicate an event to an LMF for an emergency call. However the LMF selection part can operate similarly for both solutions.

For an MT-LR for commercial location (when it is later introduced) with the LMF solution, a VGMLC would need to select an LMF. Normally, the VGMLC would obtain the serving AMF address from an HGMLC or by querying the UDM but would (probably) not receive an LMF address. A number of alternatives for LMF selection for the MR-LR procedure for the LMF solution are as follows.
Alternative A1
If VGMLCs, LMFs and AMFs are fully interconnected (e.g. via an operator IP intranet), a VGMLC may determine an LMF based on any suitable criteria (e.g. location QoS, type of external client, VGMLC ID) independently of the AMF. As one example, a VGMLC could be configured with all LMFs in the VPLMN and could select LMFs on a round robin basis.
Alternative A2
If an AMF is allowed to use some but not all LMFs in the VPLMN, a VGMLC could be configured with the allowed LMFs for each AMF – and could then select an LMF based on specific criteria as in A1.
Alternative A3
A VGMLC may use the NRF to request a set of available LMFs in the VPLMN and may then select one LMF as in A1.
Alternative A4
When a UE registers with the 5GC, the serving AMF could select an LMF and provide the LMF identity to the UDM along with the AMF identity. The UDM can then provide the LMF address to a querying HGMLC or VGMLC.
Alternatives A1-A4 show that LMF selection should be feasible and not complex.

With the AMF-LMF solution, LMF selection would be performed by an AMF for all types of location (emergency call, MT-LR, MO-LR) and could be supported using alternatives similar to A1-A3 above. 
Observation A-6: LMF selection can use similar mechanisms for both solutions. There seems no difference in overall complexity but only in where the selection is performed.

A.7 Determination of an AMF

With both solutions, the UDM would provide the current serving AMF address to the HGLMC or VGMLC when queried to support an MT-LR or periodic/triggered MT-LR for a target UE. The serving AMF address can then be provided to the VGMLC for the AMF-LMF solution and to the LMF for the LMF solution. With the AMF-LMF solution, the VGMLC then requests the UE location from the serving AMF (using a new Namf service operation) whereas with the LMF solution, the LMF instigates positioning procedures with the NG-RAN and/or target UE using existing Namf service operations to transport the associated positioning protocol messages through the AMF. 
However, if the serving AMF becomes unavailable (e.g. goes out of service), the GMLC with the AMF-LMF solution or the LMF with the LMF solution would need to select another AMF from the same AMF set as the previous serving AMF using the NRF service. This will be a GMLC impact for the AMF-LMF solution and an LMF impact for the LMF solution and seems to have the same overall level of complexity.
Observation A-7: AMF determination can use the same mechanisms for both solutions. There seems no difference in overall complexity but only in which NFs are impacted.

A.8 Location Continuity with inter-AMF Handover
With the AMF-LMF solution, any location session would have to be terminated following inter-AMF handover. With the LMF solution, a location session can continue following change of AMF provided the LMF is able to access the new AMF. The LMF can discover the new AMF either by subscribing to event notification from the old AMF for a change of AMF using the Namf Event Exposure service operation or by querying the UDM after an error occurs when attempting to transfer a message (e.g. a positioning protocol message) to the UE or NG-RAN via the old serving AMF.
In addition, with the LMF solution, positioning that is already ongoing in a target UE need not be disrupted by a change of AMF because the UE would still be able to return a response to the LMF via the new AMF when the positioning is complete. This would be enabled by including the LMF address (e.g. a routing ID corresponding to the LMF) in the NAS transport message returned to the new LMF by the UE carrying a positioning protocol response. As AMF actions would be stateless with the LMF solution, the new AMF would return the positioning protocol response to the LMF without being aware that the positioning had been instigated earlier via the old AMF. 
Observation A-8: The LMF solution allows a location session to continue after a change of AMF for a target UE. The AMF-LMF solution does not allow this.
A.9
Scalability 

With the LMF solution, it is possible to support periodic or triggered location for a target UE (e.g. an IoT UE) using the same LMF for all periodic or triggered location events. By avoiding release of the LMF after each periodic or triggered location and assignment of a new LMF (e.g. the same or a different LMF) for the next periodic or triggered location of the target UE, it becomes possible to significantly reduce resource usage for the assignment and release support. It also becomes possible to reuse information (e.g. location measurements, location estimates, serving cell IDs) available to the LMF from previous periodic or triggered locations that may enable faster and/or more accurate location for future periodic or triggered locations.
With the AMF-LMF solution, none of the above benefits would be possible because the LMF would have to be assigned and then released for each separate periodic or triggered location of the target UE – e.g. as is the case for the periodic and triggered EPC-MT-LR procedure for LTE access in TS 23.271 [Ref 2]. In addition the AMF-LMF solution would require the initiation and release of a positioning session in the serving AMF for each individual periodic or triggered location of the target UE – e.g. as is also the case for the periodic and triggered EPC-MT-LR procedure in TS 23.271. 
This contrasting behaviour may have significant consequences to scalability and to AMF and LMF resource usage. As an example, assume a PLMN operator supports ongoing periodic or triggered location for 100 million IoT UEs (e.g. associated with assets, packages in transit, people, vehicles, pets etc.) to enable external clients to track UE locations and that each periodic or triggered location procedure lasts for an average of one week with an average of 10 locations per UE per day. Then with the AMF-LMF solution, AMF and LMF assignment and release events would occur on average (100,000,000 * 10) / (24 * 3600) = 11574 times per second. With the LMF solution, LMF assignment and release events would occur on average 100,000,000 / (7 * 24 * 3600) = 165 times per second (and there would be zero assignment and release of AMFs).  There are other operations that would occur at the higher 11574 per second rate with both solutions (e.g. such as transfer of positioning protocol messages through a serving AMF and NG-RAN) but there may be no significant difference between the two solutions with regard to these (and the message transfer should not be processor intensive). However, the LMF solution does avoid most of the overhead of assigning and releasing an LMF and avoids all such overhead for an AMF.
A further advantage of the LMF solution for periodic or triggered location of a target UE is that it is unnecessary to support supplementary service interaction between an LMF and UE in order to instigate a periodic or triggered location or to report periodic or triggered location events by a UE to an LMF. This is shown by the optimized procedure in [Ref 9] and would enable reduced implementation by a UE and LMF and reduced processing (and thus better performance). This benefit is not possible with the AMF-LMF solution because it would be the AMF which would interact with the target UE to instigate a periodic or triggered location in the UE and receive periodic or triggered location events from a UE, which would require the use of supplementary service messages.
Observation A-10: The LMF solution is more scalable than the AMF-LMF solution for support of periodic or triggered MT-LR location of target UEs and enables reduced implementation in a UE and LMF with the optimized procedure in [Ref 9].
A.10 Maintaining Compatibility with E-UTRAN, UTRAN, GERAN 
For an MT-LR, a target UE could in principle be served by two or more of GERAN, UTRAN, E-UTRAN or NG-RAN in some PLMNs. This is resolved in TS 23.271 [Ref 2] by allowing a GMLC to query an HLR/HSS for the address of the serving node (MSC, SGSN or MME) and having the GMLC then initiate the appropriate request (e.g. using MAP or ELP). A solution comparable with this will be needed for 5GC (for an operator with multiple RATs) and should not depend on whether the AMF-LMF solution or the LMF solution for 5GC is used since the same solution should be applicable. For example, if UE subscription and registration data for NG-RAN access is stored in the UDM but not HLR/HSS and if UE subscription and registration data for GERAN, UTRAN and E-UTRAN access is stored in the HLR/HSS but not UDM, then two alternative solutions seem possible.
Alternative B1
If there is no data sharing between a UDM and HLR/HSS, then a GMLC could query both the UDM and HLR/HSS to obtain serving node information for a UE. When more than one serving node is provided, the GMLC can decide (e.g. based on operator preference) which serving node to query.

Alternative B2
If a UDM and HLR/HSS can share data (e.g. by proprietary means), then a GMLC need only query one to obtain serving node information for a UE for all access types. To avoid impacts to existing protocols and entities, the combined query might be supported only by the UDM but this can be decided later.
Observation A-10: There seems no significant difference between the two solutions in terms of maintaining compatibility with E-UTRAN, UTRAN and GERAN.
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