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Abstract of the contribution: Clarifies how UE Policy is delivered to the UE from the AMF via N1 reference point
1. Discussion
**** 23.502 changes ****

According to section A.3.1.8 within 23.503, the UE Policy includes:

· Access Network Discovery & Selection Policy that is used by the UE for selecting WLAN accesses

· UE Route Selection Policy (URSP) that is used by the UE to determine how to route outgoing traffic. The URSP includes the SSC Mode Selection Policy (SSCMSP), the Network Slice Selection Policy (NSSP), the DNN Selection Policy and the Non-seamless Offload Policy

It is currently specified that the UE policy is provided by the PCF to the AMF under the following cases:

· During UE registration where the AMF decides to establish a UE context with the PCF (section 4.1.6.1.2 of 23.502). 

· During UE context modification due to policy subscription related information changes (section 4.16.2.2 of 23.502)

Currently, it is not specified how the AMF provisions the UE with UE Policy information. 

During UE registration possible options on how the AMF can provide the UE policies via N1 are: 

1. In the Registration Accept message

2. In a dedicated NAS message

Option 1 whilst more signalling efficient has the disadvantage that the Registration Accept message will be heavily burdened given that UE Policy information can contain a number of policies from both HPLMN (and VPLMN when roaming).

In order to simplify the UE registration procedure it is suggested to introduce a dedicated NAS message for UE policy provisioning. The AMF may trigger such dedicated NAS message after the UE successfully registers with the network. It is suggested to re-use the UE Configuration Update NAS procedure to convey UE policy information via N1 during registration.

When the PCF updates the AMF with new UE policies (due to a subscription change) the AMF can again use the UE Configuration Update NAS procedure to convey the UE policies.

In addition, currently only network-triggered procedures are specified for UE configuration. It is beneficial to support the functionality where the UE can request from the AMF new configuration policies. The advantage of the UE triggered approach is that the UE can request only the policies/configuration it requires. Furthermore, the UE-triggered approach reduces the signalling burden over N1 as the AMF does not need to provide UE policies in every UE registration update procedure (unless there is a subscription change at the UDR). The UE triggered approach can be supported by supporting a new NAS message (UE Configuration Update Request).

Proposal 1: UE policies are provisioned to the UE via N1 using the UE Configuration Update procedure

Proposal 2: Support the functionality where the UE can request for updated UE policies by enhancing the UE Configuration Update procedure
2. Proposed changes
The following changes are proposed in TS 23.502 v1.2.0
*/ Start of 1 st change
4.2.4.1
General

This procedure is used when AMF wants to change the UE configuration or the UE has requested for updated configuration policies. The procedure applies only to information in the UE that does not require negotiation between the UE and the network. 

This procedure is also used to trigger UE Registration Update procedure to modify parameters that require negotiation (e.g. MICO mode) or to request the UE to perform Registration Update procedure (e.g. for changes to Allowed NSSAI that require re-registration). 
If the AMF wants to update NAS parameters in the UE which require UE acknowledgement, then the AMF provides an indication to the UE of whether the UE shall acknowledge the command or not. The AMF should not request acknowledgement of the NITZ command. The AMF shall request acknowledgement for NSSAI information (e.g. Allowed NSSAI), 5G-GUTI, TAI List, UE policy and Mobility Restrictions. 
4.2.4.2
UE Configuration Update procedure
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Figure 4.2.4.2-1 UE Configuration Update procedure

0. AMF determines the necessity of UE configuration change due to various reasons (e.g. UE mobility change, NW policy, UE subscription change) or that the UE needs to perform a Registration Procedure or the UE has requested for updated UE configuration. If a UE is in CM-IDLE, the AMF triggers Network triggered Service Request (in clause 4.2.3.4).
The AMF may include Handover Restriction List in N2 message that delivers UE Configuration Update command to the UE if the service area restriction for the UE is updated.
If the UE decided that new UE configuration is needed the UE sends a UE configuration update request command to trigger the AMF to provide updated policies.
1.
The AMF sends UE Configuration Update command containing UE parameter (5G-GUTI, TAI List, Allowed NSSAI, NITZ, Mobility Restrictions, LADN Information, Allowed NSSAI, NITZ, UE Configuration Update cause, UE Policy) to UE. 


The AMF includes only one or more of 5G-GUTI, TAI List, Allowed NSSAI, NITZ (Network Identity and Time Zone),Mobility Restrictions, UE Policy parameters or LADN Information if the AMF wants to update these NAS parameters without triggering UE re-registration.


The AMF includes in the UE Configuration Update Command also a UE Configuration Update cause indicating whether the UE shall acknowledge the command or, in case the command is sent to trigger re-registration, containing Registration Update Request parameter, which indicates the cause for the re-registration and related information on UE behaviour (e.g. wait for CM-IDLE to perform re-registration).
2.
If the UE Configuration Update cause requires acknowledgement of the UE Configuration Update Command, then the UE shall send a UE Configuration Update complete message to the AMF. The AMF should request acknowledgement for all UE Configuration Updates, except for NITZ.
NOTE:
Receiving UE Configuration Update command without a cause indicating the need to perform re-registration, can still trigger Registration update procedure by the UE for other reasons.

*/ Start of 2nd change
4.16.1
UE Context Establishment

4.16.1.1
General

There are two cases considered for UE Context Establishment:

1.
UE registration with the network.
2.
The AMF relocation in handover procedure.
Editor's note:
The UE Context Establishment procedure for case 2 is to be defined after the inter AMF handover procedure is clear.
4.16.1.2
UE Context Establishment during registration
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Figure 4.16.1.2-1: UE Context Establishment during registration

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved:
1.
The AMF decides to establish UE Context with the PCF during registration procedure.
2.
The AMF sends Npcf_AMPolicyControl_Get to the PCF to retrieve the access and mobility control policy. The request includes the following information: UE Identity (SUPI), subscription notification indication and, if available, Service Area Restrictions, RFSP index which are retrieved from the UDM during the update location procedure, and may include access type and RAT, PEI, ULI, UE time zone, service network.
3.
The PCF gets policy subscription related information if not available from the UDR using Nudr_User_Data_Management query service operation and makes a  policy decision. Then the PCF responds to the Npcf_AMPolicyControl_Get service operation, and provides AMC Rules and UE Policy. The acknowledgement includes the following information: Service Area Restrictions, RFSP Index, UE Policy (e.g. URSP and Access Network Discovery Selection policies).
Editor's note:
For Service Area Restrictions adjusted by the V-PCF in roaming case, whether the V-PCF acknowledges the UE Context Establishment Request directly or combines them with the other polices from the H-PCF is FFS.

4.
The AMF deploys the access and mobility control policy, which includes storing the Service Area Restrictions, provisioning the UE Policy and Service Area Restrictions to the UE and provisioning the RFSP index and Service Area Restrictions to the RAN .

4.16.1.3
UE Context Establishment during AMF relocation

Editor's note:
This part is to be defined after the inter AMF handover procedure is clear.

4.16.2
UE Context Modification

There are two cases considered for UE Context Modification:

1.
The policy subscription related information of a UE changes.

2.
The conditions impacting the access and mobility control policy change, e.g. UE location.

4.16.2.1
UE Context Modification for Access and Mobility Control Policy
This procedure is applicable to UE context modification due to change of mobility policy.
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Figure 4.16.2.1-1:
UE Context Modification-mobility policy

This procedure concerns both roaming and non-roaming scenarios.
Editor's note:
It is FFS if there is the case that the AF sends information related to the subscriber to the PCF which triggers the mobility policy update to the AMF where this procedure is also applicable.

In the non-roaming case the V-PCF is not involved. In the roaming case, it is the V-PCF to make a final policy decision, and H-PCF is not involved.

1a.
Optionally, the PCF receives the event notification from the AMF via Namf_EventExposure_Notify service operation.

1b.
Optionally, the AMF sends Npcf_AMPolicyControl_Get Request to the PCF. This may be triggered in case the AMF has not yet obtained Access and Mobility policy for the UE or if the Access and Mobility policy in the AMF are no longer valid or updated subscription data is received from UDM as described in as described in section 4.2.2.2.2.

2.
The PCF makes the policy decision that triggers the change of access and mobility control policy.

3a. The PCF notifies the AMF of the updated policies via Npcf_AMPolicyControl_UpdateNotify service operation.
3b.
The PCF provides the updated AMC rules via Npcf_AMPolicyControl_Get Response operation.

4.
The AMF deploys the access and mobility control policy, which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the RAN and UE. The AMF provides access and mobility control policy using the UE Configuration Update procedure as described in section 4.2.4.1
4.16.2.2
UE Context Modification for UE Policy and Access Network Discovery and Selection Policy

This procedure is applicable to UE context modification due to change of UE policy (URSP and/or Access Network Discovery and Selection Policy)..
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Figure 4.16.2.2-1: UE Context Modification-UE policy 
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the roaming case, it is the H-PCF that decides to send updated UE policy and provide the policy to the AMF via V-PCF.

1.
The UDR detects that the policy subscription profile of a UE has been changed.

2.
The UDR notifies the PCF of the updated subscriber profile via Nudr_User_Data_Management_Notify service operation service operation including SUPI..
3.
The PCF makes the policy decision. In the roaming case, the H-PCF makes the policy decision and provides the UE Policy to the V-PCF. The V-PCF may add VPLMN specific UE Policies.
4.
The PCF (V-PCF in roaming case) sends the Npcf_AMPolicyControl_UpdateNotify service operation(UE Policy) to the AMF.


The AMF sends Acknowledgement to the PCF.

5.
The AMF provisions the UE Policy to the UE 
6. The AMF provides the UE policy to the UE using the UE Configuration Update procedure (section 4.2.4)
*/ End of changes
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