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Abstract of the contribution: This contribution proposes to update the URSP rule.
1
Discussion
Issue 1: How to configure the IP version? 
In the current specification 23.501, the UE requests PDU type based on its stack capability and configuration. It is not clear where this configuration is set and how is configured to the UE.
	5.8.1
IP address management

5.8.1.1
General

The UE sets the requested PDU type during the PDU Session Establishment procedure based on its IP stack capabilities and configuration as follows:

A UE which is configured for the DNN to support IPv6 and IPv4 shall set the requested PDU type to “IP”. 

A UE which is configured for the DNN to support only IPv4 shall request for PDU session type "IPv4".

A UE which is configured for the DNN to support only IPv6 shall request for PDU session type "IPv6".

…


In the LTE system, the IP version of any DNN can be configured by the UE vendor in the ME. However, when it comes to 5G system, the URSP is introduced. It can be used to routing traffic to an established PDU session, or triggering the establishment of a new PDU session. It includes necessary parameters for establishing a new PDU session(e.g. Traffic Filter， DNN, Slice information and so on). 
	A.3.1.8.3
UE Route Selection Policies

The UE Route Selection Policy (URSP) includes a prioritized list of URSP rules, each one composed of the following components:

-
Traffic filter.

-
Non-seamless offload.

-
Slice Info.

-
Continuity Types.

-
DNNs.

-
Access Type.


The IP version is one of the attributes of the PDU session, it’s straight forward to be included in the URSP. On the other hand, this also simplifies the UE behaviours.
Furthermore, in the 5G system, besides the IP type session, Ethernet Type and Unstructured Type are also supported. The URSP should also be used to determine whether Ethernet Type or Unstructured Type is used.
Proposal 1: PDU Type is added in the URSP. It includes IPv4, IPv6 Ethernet Type or Unstructured.
Issue 2: Whether one URSP rule includes multiple DNN? 
In the current specification, there is an ambiguous description about the DNN in the URSP. It is defined that multiple DNNs can be included in a URSP rule. 
	A.3.1.8.3
UE Route Selection Policies

The UE Route Selection Policy (URSP) includes a prioritized list of URSP rules, each one composed of the following components:

-
Traffic filter.

-
Non-seamless offload.

-
Slice Info: This includes the S-NSSAI (see clause 5.15) required for the matching traffic. It may also include multiple S-NSSAIs in priority order if the matching traffic may be transferred over a PDU session supporting any of these S-NSSAIs. It is used to associate the matching traffic with one or more S-NSSAIs. The UE also uses this information to select an alternative S-NSSAI to use for the matching traffic when a currently used S-NSSAI becomes unavailable.

-
Continuity Types.

-
DNNs: This includes the DNN required for the matching traffic. It may also include multiple DNNs in priority order if the matching traffic may be transferred over a PDU session to any of these DNNs. It is used to associate the matching traffic with one or more DNNs.
-
Access Type.


However, this may not be suitable. The other parameters in the URSP are DNN specific rather than common for multiple DNNs. For example, the slice information e.g. V2X, URLLC or Netfix dedicated slice should be supported by different DNN. Actually, the example in Table A.3.1.8.3-1: Example of URSP rules in 23.503 has only one DNN in each URSP rules. In a word, the DNN should be the main reference key in the URSPs.
Proposal 2: There’s only one DNN in each URSP.
3
Proposal

It is proposed to make the following changes to TS 23.501.
The related changes in TS 23.503

***** Start of Change # 1 *****
5.8.1
IP address management

5.8.1.1
General

The UE IP address management includes allocation and release of the UE IP address as well as renewal of the allocated IP address, where applicable.

After the URSP is selected, the UE sets the requested PDU Session type during the PDU Session Establishment procedure based on its IP stack capabilities as follows:

-
A UE which is configured in selected URSP rule for the DNN to support IPv6 and IPv4 shall set the requested PDU Session type to "IP", “IPv4” or “IPv6” based on its IP stack capability. For example, a UE with an IP stack capable of IPv4 and IPv6 shall request a PDU type "IP".

-
A UE which is configured in selected URSP rule for the DNN to support only IPv4 shall request for PDU Session type "IPv4".

-
A UE which is configured in selected URSP rule for the DNN to support only IPv6 shall request for PDU Session type "IPv6".

-
When the UE is not configured in selected URSP rule for the DNN to support a specific IP version, the UE shall request a PDU Session type based on its IP stack capabilities. For example, a UE with an IP stack capable of IPv4 and IPv6 shall request a PDU Session type "IP".

-
When the UE is not configured in selected URSP rule for the DNN to support a specific IP version and the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall request for PDU Session type "IP".

The SMF selects PDU Session type of the PDU Session as follows:

-
If the SMF receives a request with PDU Session type set to "IP", the SMF selects either PDU Session type "IPv4" or "IPv6" based on DNN configuration and operator policies. A SMF also provides a cause value to the UE to indicate whether the other IP version is supported on the DNN. If the other IP version is supported, UE may request another PDU Session to the same DNN for the other IP version.

-
If the SMF receives a request for PDU Session type "IPv4" or "IPv6" and the requested IP version is supported by the DNN the SMF selects the requested PDU session type.

***** End of Change*****
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