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1
Discussion

Similar to IMSI, MSISDN is one of the most important property for the operators, it shall be supported in 5G though it is not going to be assigned for every subscriber, e.g., IoT UEs. MSISDN shall be inherited from the EPS and be used to uniquely identify the subscriber in 5G system. It is stored in UDM as subscription data. It should be known to AMF, SMF, PCF, SMSF and NEF for LI, charging, monitoring, provisioning, authentication, etc. 

Proposal 1: Provide a definition for MSISDN which appears many times in the TS 23.501 and 23.502.
For Registration procedure, the movement of MSISDN is depicted in Figure 1.
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Figure 1

For non-roaming PDU Session establishment procedure, the movement of MSISDN is depicted in Figure 2.
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Figure 2
For PDU Session establishment procedure with LBO roaming, the movement of MSISDN is depicted in Figure 3.
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Figure 3
For PDU Session establishment procedure with HR roaming, the movement of MSISDN is depicted in Figure 4.
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Figure 4
For AF requests, the movement of MSISDN is depicted in Figure 5. When the AF requests use the MSISDN as the UE identity and further the PCF or NEF needs to retrieve the subscription information from the UDM, the MSISDN can be used as a reference to select the correct UDM.
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Figure 5
So, if MSISDN is included in the UE subscription data, then

· The same MSISDN shall be supported in the 5GS/EPS after the UE successfully registers to the 5GS/EPS.

· The AMF obtains the MSISDN from the UDM directly during Registration procedure. 
· The SMF obtains the MSISDN from AMF or UDM during non-roaming PDU Session establishment procedure.
· The H-SMF obtains the MSISDN from V-SMF or from UDM during PDU Session establishment procedure for LBO Roaming.

· The V-SMF obtains the MSISDN from AMF or from UDM in PDU Session establishment procedure for LBO roaming, and from AMF or from H-SMF in PDU Session establishment procedure for HR roaming.
· The SMSF obtains the MSISDN from AMF or UDM during Registration procedure.
· The PCF obtains the MSISDN from the SMF during the non-roaming PDU Session establishment procedure.

· The PCF obtains the MSISDN from the AMF or from the UDR during Registration procedure. 
· The H-PCF obtains the MSISDN from H-SMF in PDU Session establishment procedure for HR roaming.

· The V-PCF obtains the MSISDN from the V-SMF during PDU Session establishment procedure for LBO roaming.
· The V-PCF may obtain the MSISDN from the AMF or from the H-PCF.

· The NEF and PCF may obtain the MSISDN from the AF requests and asks the UDM/UDR to validate the MSISDN in application trigger service. 
· To select the correct UDM for AF requests.
One way for the NFs (e.g., AMF, SMF, SMSF) to get the MSISDN is directly from UDM; the other way for the NFs (e.g., SMF, SMSF, PCF, NEF) is from other NFs (e.g., AMF). MSISDN appears as an alternative UE identity for IMSI in the network. In order to reduce the complexity, we prefer to bind to transfer the MSISDN and IMSI, i.e. like IMSI, AMF uniformly provides the MSISDN for other NFs.
Proposal 2: Two ways for SMF/SMSF to get the MSISDN. Way One is UDM->AMF->SMF/SMSF; Way Two is UDM->SMF/SMSF. Here we support Way One. Clarify all the positions where need the MSISDN as an input or reference. 
2
Proposal

The following changes are proposed to TS 23.501 (V1.4.0).
******************* Start of Change # 1 ************************

5.3.4
UE Mobility

5.3.4.1
Mobility Restrictions

5.3.4.1.1
General

Mobility Restrictions restrict mobility handling or service access of a UE in the 5G System. The Mobility Restriction functionality is provided by the UE, the radio access network and the core network.

Mobility Restrictions only apply to 3GPP access, they do not apply to non-3GPP access.

Mobility Restrictions for CM-IDLE state and, for CM-CONNECTED state when in RRC Inactive state are executed by the UE based on information received from the core network. Mobility Restrictions for CM-CONNECTED state when in RRC-Connected state are executed by the radio access network and the core network.

In CM-CONNECTED state, the core network provides Mobility Restrictions to the radio access network with a Handover Restriction List.

Mobility restrictions consists of RAT restriction, Forbidden area, Service area restrictions and Core Network type restriction as follows:

-
RAT restriction:


Defines the 3GPP Radio Access Technology(ies), a UE is not allowed to access. In a restricted RAT a UE is based on subscription not permitted to initiate any communication for this PLMN.

-
Forbidden area:


In a Forbidden area under a given RAT, the UE is based on subscription not permitted to initiate any communication with the network for this PLMN. The UE behavior in terms of cell selection, RAT selection and PLMN selection depends on the network response that informs the UE of Forbidden area.

NOTE 1:
The UE reactions to specific network responses are described in TS 24.xxx [XX].
-
Service area restrictions:


Defines areas in which the UE may or may not initiate communication with the network as follows:

-
Allowed area:


In an Allowed area under a given RAT, the UE is permitted to initiate communication with the network as allowed by the subscription.

-
Non-allowed area:


In a Non-allowed area under a given RAT a UE is service area restricted based on subscription. The UE and the network are not allowed to initiate Service Request or SM signalling to obtain user services (both in CM-IDLE and in CM-CONNECTED states). The RRC procedures while the UE is in CM-CONNECTED with RRC Inactive state are unchanged compared to when the UE is in an allowed area. The RM procedures are unchanged compared to when the UE is in an allowed area. The UE in a Non-allowed area shall respond to core network paging with Service Request and RAN paging.
-
Core Network type restriction:


Defines whether UE is allowed to connect to 5GC for this PLMN.

NOTE 2:
The Core Network type restriction can be used e.g. in network deployments where the E-UTRAN connects to both EPC and 5GC as described in clause 5.17.
For a given UE, the core network determines the Service area restrictions based on UE subscription information. Optionally the allowed area may in addition be fine-tuned by the PCF e.g. based on UE location, MSISDN, PEI and network policies. Service area restrictions can be changed due to, e.g. subscription, location, MSISDN, PEI and/or policy change. Service area restrictions may be updated during a Registration procedure.

If the UE has overlapping areas between RAT restrictions, Forbidden areas, Allowed areas and Non-allowed areas, or any combination of them, the UE shall proceed in the following precedence order:
-
The evaluation of RAT restrictions shall take precedence over the evaluation of any other Mobility restrictions;

-
The evaluation of Forbidden areas shall take precedence over the evaluation of allowed areas and non-allowed areas; and

-
The evaluation of Non-allowed area shall take precedence over the evaluation of Allowed areas.

A UE shall override any RAT restrictions, Forbidden area and Non-allowed area restrictions whenever access to the network for regulatory prioritized services like Emergency services and MPS. Also the network shall override any non-allowed area restrictions and RAT restrictions for regulatory prioritized services like Emergency services and MPS.

******************* End of Change # 1 *************************

******************* Start of Change # 2 ************************

5.6.2
Interaction between AMF and SMF

The AMF and SMF are separate Network Functions.

N1 related interaction with SMF is as follows:

-
The single N1 termination point is located in AMF. The AMF forwards SM related NAS information to the SMF based on the PDU session ID in the NAS message. Further SM NAS exchanges (e.g. SM NAS message responses) for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) are transported over the same access.

-
The serving PLMN ensures that for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) further SM NAS exchanges (e.g. SM NAS message responses) are transported over the same access.

-
SMF handles the Session management part of NAS signalling exchanged with the UE.

-
The UE may request registration and PDU session establishment at the same time. Otherwise, the UE shall only initiate PDU session establishment in RM-REGISTERED state.
-
When a SMF has been selected to serve a specific PDU session, AMF has to ensure that all NAS signalling related with this PDU session is handled by the same SMF instance.
-
Upon successful PDU session establishment, the SMF stores the Access Type that the PDU session is associated.

N11 related interaction with SMF is as follows:

-
The AMF reports the reachability of the UE based on a subscription from the SMF, including:

-
the UE location with respect to the area of interest indicated by the SMF (e.g. the LADN service area).

-
The SMF indicates to AMF when a PDU session has been released.

-
Upon successful PDU session establishment, AMF stores the identification of serving SMF of UE and SMF stores the identification of serving AMF of UE including the AMF set. When trying to reach the AMF serving the UE, the SMF may need to apply the behaviour described for "the other CP NFs" in clause 5.21.

N2 related interaction with SMF is as follows:

-
Some N2 signalling (such as Handover related signalling) may require the action of both AMF and SMF. In such case, the AMF is responsible to ensure the coordination between AMF and SMF. The AMF may forward the SM N2 signalling towards the corresponding SMF based on the PDU session ID in N2 signalling.
N3 related interaction with SMF is as follows:

-
In case of UE having multiple established PDU sessions using multiple UPFs, the SMF supports the independent activation of UE-CN user plane connection per PDU session.

N4 related interaction with SMF is as follows:

-
The SMF(s) supports the end-to-end control functions on PDU sessions (including any N4 interface to control the UPF(s)).

-
When it is made aware by the UPF that some DL data has arrived for a UE without downlink N3 tunnel information, the SMF interacts with the AMF to initiate Network Triggered Service Request procedure. In this case, if the SMF is aware that the UE is unreachable or if the UE is reachable only for regulatory prioritized service and the PDU session is not for regulatory prioritized service, then the SMF shall not inform DL data notification to the AMF

In order to support charging data collection and to fulfill regulatory requirement (in order to provide NPLI - Network Provided Location Information- as defined in TS 23.228 [15])  related with with the set-up, modification and release of IMS Voice calls or with SMS transfer the following applies 

At the time of the establishment of a PDU session, the AMF provides the SMF with the PEI of the UE if the PEI is available at the AMF. The AMF shall also provide the SMF with the MSISDN of the UE if the MSISDN is available at the AMF.
When it forwards UL NAS or N2 signalling to a peer NF (e.g. to SMF or to SMSF) or during the activation of  the user Plane of a PDU session, the AMF provides any User Location Information it has received from the 5G AN as well as the Access Type (3GPP – Non 3GPP) of the AN over which it has received the UL NAS or N2 signalling. The AMF provides also the corresponding UE Time Zone.
The User Location Information, the the access type  and the UE Time Zone may be further exposed by SMF. The PCF  may get this information  in order to provide NPLI to applications (such as IMS) that have requested it.
The  User Location Information may correspond to 

-
in case of a NG-RAN: a Cell-Id.
-
in case of a N3IWF: an UE local IP address (used to reach the N3IWF) and optionally UDP or TCP source port number (if NAT is detected).
The AMF is responsible of selecting the SMF per procedures described in clause 6.3.2. For this purpose, it gets subscription data from the UDM that are defined in that clause. Furthermore, it retrieves the subscribed UE-AMBR from the UDM to send it to the (R)AN as defined in clause 5.7.2

AMF-SMF interactions to support LADN are defined in clause 5.6.5.
******************* End of Change # 2 *************************

******************* Start of Change # 3 ************************

5.9.x
MS International PSTN/ISDN number (MSISDN)
The operator may assign one MSISDN for each SUPI. If assigned, the MSISDN globally identifies the subscriber in 5G system and it shall be stored in UDM as UE's subscription data, and shall be presented in UE context in the AMF/SMF/SMSF/PCF/NEF. The MSISDN is defined in TS 23.003[19]. If MSISDN is included in the UE subscription data, the same MSISDN value shall be supported in the 5GS and EPS. MSISDN plays a role in the following aspects in 5GS:

-
As a UE identifier in AF requests to NEF or PCF;

-
As public user identifier in interworking between 5G and legacy networks;

-
As a target identity in lawful interception;

-
As a Charging Id in charging records;

-
As the address for SMS message;
******************* End of Change # 3 *************************

******************* Start of Change # 4 ************************

6.3.7
PCF selection

Editor's note:
potential relation with slicing are FFS

6.3.7.0
General principles

This clause describes the underlying principles for PCF selection and discovery:

-
There may be multiple and separately addressable PCFs in a PLMN.

-
The PCF must be able to correlate the AF service session established over N5 or Rx with the associated PDU session (Session binding) handled over N7.

-
It shall be possible to deploy a network so that the PCF may serve only specific DN(s). For example, Policy Control may be enabled on a per DNN basis.

-
Unique identification of a PDU session in the PCF shall be possible based on the (UE ID, DNN)-tuple, the (UE IP Address(es), DNN)-tuple and the (UE ID, UE IP Address(es), DNN).
6.3.7.1
PCF selection for a UE or a PDU session

The AMF selects the PCF for a UE, the SMF selects the PCF for a PDU session. The selected PCF may be the same or may be a different one, following one of the alternatives below:

-
The AMF utilizes the NRF to discover the PCF instance(s) for a UE unless PCF information is available by other means, e.g. locally configured on AMF based on operator policies.

-
The SMF utilizes the NRF to discover the PCF instance(s) for a PDU session unless PCF information is available by other means, e.g. locally configured on SMF or received from the AMF. The following factors may be considered during the PCF selection by the SMF:

a)
Local operator policies.

b)
Selected Data Network Name (DNN).

c)
PCF selected by the AMF. This is to select the same PCF for the AMF and the SMF. 

As an alternative to the PCF selection by the SMF listed above, the SMF may utilize the PCF Binding Support Functionality (PCF BSF) to route Npcf_SMPolicyControl service operations to the PCF. In this alternative, the SMF shall route the Npcf_SMPolicyControl service operations to the PCF BSF.

The PCF BSF utilizes the NRF to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured based on operator policies that may use the DNN.
6.3.7.2
Providing policy requirements that apply to multiple UE and hence to multiple PCF

An authorized Application Function may, via the NEF, provide policy requirements that apply to multiple UE (which, for example, belong to group of UE(s) defined by subscription or to any UE) and hence may apply to multiple PCF.

NOTE:
Application Function influence on traffic routing described in clause 5.6.7 is an example of such requirement.
The NEF, after relevant validation of the application request (and possible parameter mapping) stores the request from the application. When the UDR serving the NEF is deployed, NEF stores the request from the application info into the UDR. The possible parameter mapping includes mapping UE (group) identifiers provided by the AF to identifiers used within the 5GC, e.g. from MSISDN or External Identifier to SUPI, from External Group Identifier to IMSI-Group Identifier.
PCF(s) that need to receive application requests that targets a DNN (and slice) and / or a group of UE subscribe to receive notifications from the NEF about such group information.
Editor's note:
It is FFS whether the PCF(s) can subscribe to/receive notification of such application request information from the UDR.

Editor's note:
Slicing aspects are FFS.
The NEF associates the request with information allowing to later modify and delete the application request; it associates the AF request with:

-
When the request targets PDU sessions established by "any UE": the DNN and slicing information target of the application request,

-
When the request targets PDU sessions established by UE within a predefined/subscribed group of UE: the DNN, the slicing information and the group of UE target of the application request.
All PCF that serve the DNN and slicing information are triggered by this policy modification induced by the AF request and take it into account for existing and future PDU sessions that match the policy change. In case of existing PDU sessions the change of policy may trigger an N7 rule change from the PCF to the SMF.

6.3.7.3
Binding an AF request targeting an IP address to the relevant PCF

The PCF BSF is used for binding an AF request to the relevant PCF as described in TS 23.503 [45].
6.3.8
UDM discovery function
The NF consumer performs UDM discovery to discover a UDM that manages the user subscriptions in the HPLMN.
The UDM discovery function shall utilize the NRF to discover the UDM instance(s) unless UDM information is available by other means, e.g. locally configured on NF consumers, and select a UDM instance based on the obtained UDM information. The UDM discovery function in NF consumers is applicable to both 3GPP access and non-3GPP access.

The following factors may be considered during the UDM discovery:

-
SUPI
-
MSISDN (e.g., by the NEF/PCF if received in AF request)
******************* End of Change # 4 *************************
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