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Abstract of the contribution: This contribution proposes that when the new I-UPF is selected, the old I-UPF is kept in the data path until the PDU session is deactivated. By this way there is no need to handle data forwarding and introduce re-ordering mechanism in UPF.
1. Discussion
As pointed in S2-175684(NTT Docomo, Not handled) in last SA2 meeting, in UE initiated Service Request procedure, there are unsolved issues on the buffered data forwarding between the old I-UPF to new I-UPF, such as 
1) The new I-UPF may receives downlink data from both old I-UPF and UPF(PSA). This may cause the downlink packet out of order in new I-UPF. End marker mechanism is introduced and the new I-UPF needs to handle the end marker packets.
2) Mechanism of data forwarding is missing for the scenarios when the new I-UPF is added for a PDU session which did not have an old I-UPF assigned, or when the old I-UPF is removed but no new I-UPF is added to replace it. In these cases, the data forwarding tunnel towards the UPF(PSA) is introduced
In the End marker mechanism, the UPF needs to support packet re-ordering function. The old I-UPF sends end markers to new I-UFP when all the buffered downlink data packets has been forwarded to the new I-UPF so the new I-UPF can reorder the downlink packet data. In 4G the end marker packet is handled only in RAN for handover case. Introduction of this new function in UPF will complex the 5GC system. Also as pointed by S2-175684, the UPF(PSA) also needs this new function to cover the case 2) above. This may further bring complexity to 5GC.
This contribution proposes another mechanism to handle the issue. When the new I-UPF is selected by SMF, the old I-UPF is kept in the data path. The old I-UPF is the mobility anchor of subsequent mobility. The removal of old I-UPF and the establishment of N9 tunnel between new I-UPF and UPF(PSA) is delayed until the PDU session is deactivated. By this way there is no need to introduce re-ordering function in the UPF. 
Please see the right figure below.              
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Proposal：During PDU session activation, when the new I-UPF is selected by SMF, the old I-UPF is kept in the data path until the PDU session is deactivated..

2. Proposal
It is proposed to accept the following changes to TS 23.502.
FIRST CHANGE

4.2.3
Service Request procedures

4.2.3.1
General
4.2.3.2
UE triggered Service Request in CM-IDLE state
The Service Request procedure is used by a 5G UE in CM‑IDLE state to request the establishment of a secure connection to an AMF. The UE in CM‑IDLE state initiates the Service Request procedure in order to send uplink signalling messages, user data, or response to a network paging request. After receiving the Service Request message, the AMF may perform authentication, and the AMF shall perform the security procedure. After the establishment of a secure signalling connection to an AMF, the UE or network may send signalling messages, e.g. PDU session establishment from UE to the network, or the SMF, via the AMF, may start the User Plane connection activation for the PDU sessions requested by network and/or indicated in the Service Request message.
For any Service Request, the AMF may respond with a response message to synchronize PDU session status between UE and network. The AMF may also respond with Service Reject message to UE, if the Service Request cannot be accepted by network.

For Service Request due to user data, network may take further actions if User Plane connection activation is not successful.
The procedure in this clause 4.2.3.2 is applicable to the scenarios with or without intermediate UPF, and with or without intermediate UPF reselection.
NOTE 1:
The procedure in this clause 4.2.3.2 is not applicable for an access network (once the UE is registered in the network) in which the UE is always considered as in CM-CONNECTED state and in which the User Plane connection is always considered active for an established PDU session.
Editor's note:
The names of N2 message and N11 message are FFS.
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Figure 4.2.3.2-1: UE triggered Service Request procedure
1.
UE to (R)AN: AN message (AN parameters, MM NAS Service Request (PDU session(s) to be activated, security parameters, PDU session status)).
Editor's note:
The required AN parameters are FFS.


In case of NG-RAN, the AN parameters include Establishment cause. The Establishment cause provides the reason for requesting the establishment of an RRC connection.

The UE sends NAS  Service Request message towards the AMF encapsulated in an RRC message to the RAN. The RRC message(s) that can be used to carry the 5G Temporary ID and this NAS message are described in RAN specifications.

If the Service Request is triggered for user data, the UE identifies the PDU session(s) for which the UP connections are to be activated in NAS Service Request message. If the Service Request is triggered for signalling only, the UE doesn't identify any PDU session(s). When this procedure is triggered for paging response, if the UE needs to use some PDU session(s), the UE identifies the PDU session(s) whose UP connections are to be activated in MM NAS Service Request message. Otherwise the UE will not identify any PDU session(s) in the Service Request message.


If the Service Request over 3GPP access is triggered for response to the paging indicating non-3GPP access, the NAS Service Request message shall contain the list of PDU sessions associated with the non-3GPP access that can be re-activated over 3GPP, as described in clause 5.6.8 of TS 23.501 [2].

The PDU session status indicates the PDU sessions available in the UE.

The UE shall not trigger a Service Request procedure for a PDU session corresponding to a LADN when the UE is outside the area of availability of the LADN.
Editor's note:
Detailed procedure for network-initiated Service Request over 3GPP access for response to the paging indicating non-3GPP access is FFS.
2.
(R)AN to AMF: N2 Message (N2 parameters, MM NAS Service Request). Details of this step are described in RAN specifications. If the AMF can't handle the Service Request it will reject it.
When NG-RAN is used, the N2 parameters include the 5G Temporary ID, Location information, RAT type and Establishment cause.


5G Temporary ID is obtained in RRC procedure. RAN selects the AMF according to Temporary ID. The Location Information and RAT type relates to the cell in which the UE is camping.


Based on the PDU session status, the AMF may initiate PDU session release procedure if the PDU session is not available in the UE.

Editor's note:
The name for the global cell-id e.g. whether ECGI is used or some other term is FFS and will need to be determined also in collaboration with RAN WG.

Editor's note:
Procedures for the monitoring events for "Availability after DDN failure" are FFS.

Editor's note:
Procedures and parameters for CSG paging are FFS depending on whether CSG will be supported.

3.
If the Service Request was not sent integrity protected or integrity protection is indicated as failed, the AMF shall initiate NAS authentication/security procedure as defined in clause 4.6.


If the UE triggered the Service Request to establish a signalling connection only, after the security exchange the UE and the network can send signalling and steps 4 to 7 and 12 to 18 are skipped.

4.
[Conditional] AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (PDU session ID(s), Cause(s), UE location information, Access Type).

The Nsmf_PDUSession_UpdateSMContext Request is invoked in the following scenario:
-
If the UE identifies PDU session(s) to be activated in the MM NAS Service Request message, or this procedure is triggered by SMF but PDU sessions identified by the UE correlates to other SMFs than the one triggering the procedure, the AMF sends Nsmf_PDUSession_UpdateSMContext Request to SMF(s) associated with the PDU session(s) with Cause set to indicate "establishment of user plane resources" for a PDU session.
-
If the UE was in MICO mode and the AMF had notified an SMF of the UE being unreachable and that SMF needs not send DL data notifications to the AMF, the AMF informs the SMF that the UE is reachable by using Namf_EventExposure_Notify service operation.

NOTE 2: The AMF can also notify that the UE is reachable to any other NF that subscribed to the event of UE reachability.

Editor's note:
How to update the SMF that triggered this procedure, about the UE moving in or out of "area of interest" subscribed and how the SMF triggers UPF relocation based on that are FFS.
5.
If the PDU session ID corresponds to a LADN and the SMF determines that the UE is outside the area of availability of the LADN based on the UE location reporting from the AMF, the SMF rejects the establishment of user plane resources for the PDU session and skips 5 to 8. If the procedure has been triggered by a Network Triggered Service Request as described in clause 4.3.2.4, the SMF may notify the UPF that originated the Data Notification to discard downlink data for the PDU sessions and/or to not provide further Data Notification messages. Based on the new location info, the SMF checks the UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2], and determines to perform one of the following:

-
continue using the current UPF(s);

-
selects a new intermediate UPF, if the UE has moved out of the service area of UPF that is connecting to RAN, while maintaining the UPF(s) acting as PDU Session Anchor; or

-
trigger re-establishment of the PDU Session to perform relocation of the UPF acting as PDU Session anchor, e.g. the UE has moved out of the service area of the anchor UPF which is connecting to RAN.
-
if the SMF realizes that the UE is out of LADN service area based on the UE location reporting from the AMF and the SMF decides to release the PDU session, the SMF performs step 2a-9 of figure 4.3.4.2-1.
6a.
[Conditional] SMF to new UPF (intermediate): N4 Session Establishment Request


If the SMF selects a new UPF to act as intermediate UPF for the PDU session, an N4 Session Establishment Request message is sent to the new UPF, providing Packet detection, enforcement and reporting rules to be installed on the intermediate UPF. 

If the service request is triggered by the network, and a new UPF is selected by the SMF, SMF includes the old UPF UL Tunnel info .
6b.
new UPF (intermediate) to SMF: N4 Session Establishment Response


The new intermediate UPF sends an N4 Session Establishment Response message to the SMF. In case the UPF allocates CN tunnel info, it provides CN DL tunnel info(i.e. CN N9 tunnel info) and UL tunnel info (i.e. CN N3 tunnel info) to the SMF.










7.
[Conditional] SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (N1 SM information (PDU session ID, PDU Session re-establishment indication), N2 SM information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI)) to the AMF.


Upon reception of the Nsmf_PDUSession_UpdateSMContext Request in step 4 with cause including "establishment of user plane resources", the SMF determines whether UPF reallocation is performed, based on the UE location information, UPF service area and operator policies:

-
For PDU session that SMF determines to be served by the current UPF, i.e. PDU Session Anchor or intermediate UPF in step 5, the SMF generates only N2 SM information and sends Nsmf_PDUSession_UpdateSMContext Response to the AMF to establish the User Plane(s). The N2 SM information contains information that the AMF shall provide to the RAN.
-
For PDU sessions that SMF determines that UPF relocation for PDU Session Anchor UPF is needed in step 5, SMF sends Nsmf_PDUSession_UpdateSMContext Response containing only N1 SM information to UE via AMF. The N1 SM information includes the corresponding PDU session ID and PDU session re-establishment indication, which is the same as step 2 described in clause 4.3.5.3.1.

Upon reception of the N11 Message in step 4 with an indication that the UE is reachable, if the SMF has pending DL data the SMF sends N11 Message to the AMF to establish the User Plane(s) for the PDU sessions, otherwise the SMF resumes sending DL data notifications to the AMF in case of DL data.
8.
AMF to (R)AN: N2 Request (N2 SM information received from SMF, security context, AMF Signalling Connection ID, Handover Restriction List, MM NAS Service Accept, list of recommended cells / TAs / NG-RAN node identifiers).

RAN stores the Security Context, AMF Signalling Connection Id, QoS Information for the QoS Flows of the PDU Sessions that are activated and N3 Tunnel IDs in the UE RAN context. The step is described in detail in RAN specifications. Handover Restriction List is described in TS 23.501 [2] clause 5.3.4.1 "Mobility Restrictions".

MM NAS Service Accept includes PDU session status in AMF. If N1 SM information is received from step 7, the Service Accept message also includes N1 SM information. If, for any PDU Session IDs provided by the UE, the PDU session corresponds to a LADN and the UE is outside the area of availability of the LADN, then the MM NAS Service Accept includes an indication of the PDU Session ID and the reason why the user plane resources were not activated (e.g. LADN not available).

AMF shall include at least one N2 SM information from SMF if the procedure is triggered for PDU session User Plane setup. AMF may send additional N2 SM information from SMFs in separate N2 message(s) (e.g. N2 tunnel setup request), if there is any. Alternatively, if multiple SMFs are involved, the AMF may send one N2 Request message to (R)AN after all the Nsmf_PDUSession_ UpdateSMContext Response service operations from all the SMFs associated with the UE are received. In such case, the N2 Request message includes the N2 SM information received in each of the Nsmf_PDUSession_ UpdateSMContext Response  and information to enable AMF to associate responses to relevant SMF.

If the NG-RAN node had provided the list of recommended cells / TAs / NG-RAN node identifiers during the UE Context Release procedure in the AN (see clause 4.2.6), the AMF shall include it in the N2 Request. The RAN may use this information to allocate the RNA when the RAN decides to enable RRC Inactive state for the UE.

The AMF may include the UE's "RRC Inactive Assistance Information" as defined in TS 23.501 [2].
9.
(R)AN to UE: The RAN performs RRC Connection Reconfiguration with the UE depending on the QoS Information for all the QoS Flows of the PDU Sessions whose UP connections are activated and Data Radio Bearers. The User Plane security is established at this step, which is described in detail in RAN specifications.

The RAN forwards the MM NAS Service Accept to the UE. The UE locally deletes context of PDU sessions that are not available in 5G CN.

If the N1 SM information is present in the Service Accept and indicates that the any PDU session needs to be re-established, the UE initiates PDU session re-establishment after Service Request procedure is complete. That is, for SSC mode 2, step 3 and step 4 is defined in clause 4.3.5.1.1 is performed. For SSC mode 3, step 3 and 4 defined in clause 4.3.5.2 is performed.
NOTE 3:
The reception of the Service Accept message does not imply the successful activation of the User Plane radio resources.
NOTE 4:
In case not all the requested user plane radio resources are successfully activated, stage 3 will define how to handle this.
Editor's note:
When/how the UE is notified about the successful completion of user plane activation is FFS.
10.
After the User Plane radio resources are setup, the uplink data from the UE can now be forwarded to RAN. The 5G RAN sends the uplink data to the UPF address and Tunnel ID provided in the step 4.
11.
[Conditional] (R)AN to AMF: N2 Request Ack (N2 SM information (RAN Tunnel info, List of accepted QoS Flows for the PDU Sessions whose UP connections are activated, List of rejected QoS Flows for the PDU Sessions whose UP connections are activated). This step is described in detail in RAN specifications.

The message may include N2 SM information(s), e.g. RAN tunnel information. RAN may respond N2 SM information with separate N2 message (e.g. N2 tunnel setup response) if AMF sends separate N2 message in step 11.

If multiple N2 SM information are included in the N2 Request message in step 8, the N2 Request Ack includes multiple N2 SM information and information to enable the AMF to associate the responses to relevant SMF.
Editor's note:
Further detailing of the messages in N2 is FFS and is to be coordinated with RAN3.

12.
[Conditional] AMF to SMF: Nsmf_PDUSession_ UpdateSMContext Request (N2 SM information (RAN Tunnel info), RAT Type) per accepted PDU Session to the SMF.

If the AMF received N2 SM information (one or multiple) in step 11, then the AMF shall forward the N2 SM information to the relevant SMF. If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.
Editor's note:
It is FFS how to handle the non-accepted QoS Flows.
Editor's note:
Procedure to pause charging by SMF is FFS.
13.
[Optional] SMF to PCF: If dynamic PCC is deployed, SMF may initiate notification about new location information to the PCF (if subscribed) by invoking Nsmf_EventExposure_Notify service operation. The PCF may provide updated policies by invoking Npcf_SMPolicyControl_UpdateNotify operation (see clause 5.2.5.5.3).


See clause x.y.z for details.
14a.
[Conditional] SMF to new intermediate UPF: N4 Session Modification Request(RAN tunnel info).


If the SMF selected a new UPF to act as intermediate UPF for the PDU session in step 5, the SMF initiates a N4 Session Modification procedure and provides RAN Tunnel Info. See clause x.y.z for more details.
14b.
[Conditional] UPF to SMF: N4 Session Modification Response.

See clause x.y.z for more details.
15a. [Conditional] SMF to old UPF (intermediate): N4 Session Modification Request (RAN DL Tunnel info or New UPF DL Tunnel info)


If a new UPF is selected by SMF in step 5, the SMF sends the N4 Session Modification Request message to the old (intermediate) UPF, providing the DL tunnel information from the new (intermediate) UPF acting as N3 terminating point.
If the SMF decided to continue using the old UPF in step 5, the SMF initiates a N4 Session Modification procedure and provides RAN Tunnel Info. See clause x.y.z for more details.
15b.
old UPF (intermediate) to SMF: N4 Session Modification Response


The old (intermediate) UPF sends N4 Session Modification Response message to SMF.

16.
The old (intermediate) UPF forwards the downlink data to the new (intermediate) UPF acting as N3 terminating point.
17.
[Conditional] SMF to AMF: Nsmf_PDUSession_ UpdateSMContext Response.

18a.
[Conditional] SMF to new UPF (intermediate): N4 Session Modification Request.


 When the PDU session is deactivated and if the SMF selects a new UPF to act as intermediate UPF for the PDU session, SMF sends N4 Session modification request (UPF(PSA) tunnel info) to new (intermediate) UPF acting as N3 terminating point to establish the N9 tunnel between new UPF and UPF(PSA)..
18b.
[Conditional] new UPF (intermediate) to SMF: N4 Session modification response.


New (intermediate) UPF acting as N3 terminating point sends N4 session modification response to SMF.
18c.
[Conditional] SMF to UPF (PSA): N4 Session Modification Request


If the SMF selects a new UPF to act as intermediate UPF for the PDU session, the SMF sends N4 Session Modification Request message to PDU session anchor UPF, UPF (PSA), providing the DL tunnel information from new intermediate UPF.

18d.
UPF (PSA) to SMF: N4 Session Modification Response


The UPF (PSA) sends N4 Session Modification Response message to SMF.
After this step, the tunnel between new (intermediate) UPF acting as N3 terminating point and the UPF(PSA) is established.
18e.
[Conditional] SMF to old UPF: N4 Session Release Request


If the SMF decided to select a new UPF to act as intermediate UPF in step 5, and the old UPF is not PSA UPF, the SMF initiates resource release, by sending an N4 Session Release Request (Release Cause) to the old intermediate UPF.
18f.
Old intermediate UPF to SMF: N4 Session Release Response


The old UPF acknowledges with an N4 Session Release Response message to confirm the release of resources.
END OF CHANGES
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�Step 7,8.9 are removed


�Step 15 and 16 are new


Step 18 is performed at PDU session deactivation
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