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Abstract of the contribution: This contribution proposes to address the following open issues:
· OI#2, OI#3: Network Slicing Support for Roaming
· OI#4: Temporarily rejected S-NSSAIs
· What does it happen when the UE does not obtain from the AMF an Allowed NSSAI?
· Default S-NSSAIs indication in the Registration procedure
· How to identify a Network Slice instance when multiple Network Slice instances in the registration area are able to serve a given S-NSSAI?
· Which is the appropriate NRF that the serving AMF needs to query to get the list of candidate AMFs?
· Improve the AMF functional description
· Use of Multi-level NRFs to support network slicing
The companion pCR S2-177088 addresses the changes in TS 23.502. The services provided by the NSSF to complete the resolution of OI#2, OI#3 and OI#4 are in the pCRs S2-177085 and S2-177086 submitted in the Agenda Item 6.5.11.
Discussion
There are still open issues with Network Slicing: this contribution tries to address some of them.
OI#4: Temporarily rejected S-NSSAIs
Temporarily rejected S-NSSAIs: so far it has not been clear how to handle temporarily rejected S-NSSAIs.

PROPOSAL 1: 
The temporarily rejected S-NSSAIs cannot be used by the UE until a condition indicated by the network has been met. 

In this release of specifications there are two rejection causes for the temporarily rejected S-NSSAIs provided by the NSSF: 

a) the S-NSSAI is not available in the current Registration Area, 

b) the S-NSSAI is temporarily not available in the current Registration Area.

Rejection cause b) is associated with a back-off timer. Depending on the rejection cause the UE re-attempts to register to a temporarily rejected S-NSSAI either in a different Registration Area or in the same Registration Area when the back-off timer expires.
***

OI#2, OI#3: Network Slicing Support for Roaming
The role of those NSSFs in vPLMN and hPLMN and the related roaming interfaces.
When and how to bind an S-NSSAI to an NSI in Home-routed Roaming?
At SA2#122bis the text “When the NSSF in the VPLMN determines the Allowed NSSAI, it may take into account the availability only of the VPLMN part of the Network Slice instances that are able to serve the UE in the current registration area.” has been introduced in the TS. The intention of the above text was to limit the availability and liveness check to the serving PLMN during the Registration procedure. The reason is quite simple: it is possible (and also very likely) that a roaming partner (VPLMN) is not able to support all the S-NSSAIs that the user has subscribed with his home Operator and that the HPLMN has configured in the UE; however it makes no sense even also to consider the possibility that the HPLMN is not able to serve or decides to not serve its own customers. It would defeat its own business and it would against the most elementary rules of customer retention. Obviously a fault might always happen, but I must not certainly remind you of the “five 9 rule” with regard to reliability of network equipment. 

Despite those elementary considerations some companies, considering the above quoted text as a weak condition, are now proposing to perform an availability and liveness check in the HPLMN during the Registration procedure. 
By the way, even though the SBA has replaced the point-to-point interfaces, this approach would anyway introduce on the inter-PLMNs links new transactions that have a cost for the Operators, also because they needs to be tested in addition to those already specified between NRFs. 

In addition, at the Registration the UE does not provide any DNN, therefore the vNSSF does not know if a PDU session for a given Requested S-NSSAI will be used in home-routed or in local breakout mode. In the absence of information, the vNSSF is therefore obliged to request hNSSF a hNRF for all Requested S-NSSAIs even though they will then be used in LBO mode, thus with evident waste of signalling and resources.
Let’s consider now what happens during the PDU Session establishment in home-routed roaming. At SA2#122bis it was agreed that: 

· Based on operator configuration, the NSSF may determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).

and

· The Network Slice specific network functions in the VPLMN are selected by the VPLMN by using the VPLMN S-NSSAI values and querying the NRF either pre-configured or provided by the NSSF in the VPLMN. The Network Slice specific functions in the HPLMN (if applicable) are selected by using the HPLMN S-NSSAI via the support from the NRF in the HPLMN.

Provided that it is the NSSF that determines the NRF to be used to select NFs/services within a Network Slice instance in a PLMN it remains to define which are the interactions between the VPLMN and the HPLMN in the roaming scenario when an AMF in the VPLMN needs to select an SMF in the HPLMN. It has been proposed that an interaction between vNSSF and hNSSF could be anyway needed during the Registration or the PDU Session establishment procedure at least to retrieve the NRF in the HPLMN that need to be queried by the vAMF, via vNRF, to select the hSMF. 
In case of 1:1 mapping between S-NSSAI and NSI (i.e. the most common case) where there is no need of slice selection because is implicit, the direct transaction between V-NSSF and H-NSSF would be used just to retrieve the hNRF to be queried for the SMF selection in the HPLMN: as said before an expensive inter-PLMNs link is engaged just to retrieve the IP address of the hNRF, without counting the delays that more transactions add to the Registration or the PDU Session establishment procedure.
However those are not the biggest problems: in fact the procedure proposed discloses the slice level NRFs of the HPLMN to the roaming partners. Disclosing the NRFs of a PLMN is like disclosing its topology, but it is even worst. In fact, looking at the changes of NRFs it is possible to argue about load levels or faults for specific slices (i.e. in the end services) in a PLMN. Considering that Operators are roaming partners in some countries but might be competitors in other countries, we think that leaking information that may be sensitive is something that shall be avoided. 
To solve this issue it is proposed to use a proxy function (see TS 23.502, clause 4.17.5 “NOTE: Due to network topology hiding or network configuration, the home NRF may provide information of the IP address or the FQDN of a proxy function of the discovered NF/NF service to the serving NRF”. 

In our view this not solve the issue of disclosing HPLMN topology at all, because even if the hNRF provides a proxy function for the hNSSF, then the queries to the hNSSF, via proxy function, from the vNSSF (during the Registration procedure) or from the vAMF (during the PDU Session establishment) would anyway convey to the VPLMN the FQDN/IP address of the NRF(s) in HPLMN, therefore disclosing the HPLMN topology.
Needless to say that this solution also poses big concerns regarding the possible security threats due to the exposure of all the slice level NRFs of a PLMN to the roaming partners.

Moreover, at SA2#122bis it was agreed that: 

-
When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

NOTE 1:
The configuration depends on operator's policy.
If the Operator configures his AMFs to be autonomous and pre-configures the appropriate NRFs they have to query to select the SMFs, then a PLMN can support Network Slicing also without deploying an NSSF (and it is very likely at the very beginning of 5GC deployments). Now what does it happen if the HPLMN has not deployed an hNSSF? Which entity, in HPLMN, is supposed to be queried by the vNSSF (during the Registration procedure) or by the vAMF (during the PDU Session establishment)? The answer is simple: it just doesn’t work. Well, the proponents could say that in this case the vAMFs are pre-configured with the NRFs in the HPLMN. Apart the fact that this defeats once again the objective of achieving the HPLMN topology hiding, a solution based on pre-configuration across PLMNs is unrealistic, because it implies to put in place within the roaming agreements a process to communicate and keep up to date the configurations with all the roaming partners, that usually are hundreds, with an unacceptable operational cost. Therefore another problem of the direct interaction of the VPLMN with the hNSSF is that it forces the Operators to deploy the NSSF from the very beginning of support of Network Slicing, just to support roamers.
In addition, selecting NFs within the Network Slice instances using NRFs obtained by direct interaction of the VPLMN with the hNSSF is conflicting with the already agreed procedure in TS 23.501, clause 6.3.1:

For NF discovery across PLMNs, the requester NF provides the NRF the PLMN ID of the target NF. The NRF in the local PLMN reaches the NRF in the target PLMN by forming a target PLMN specific query using the PLMN ID provided by the requester NF.
and in TS 23.502, clause 4.17.5

1. The NF service consumer invokes Nnrf_NFDiscovery_Request (Expected Service Name, NF type of the expected NF, the home PLMN ID, NF type of the NF service consumer). The request may also include optionally S-NSSAI, and other service related parameters.
2.
The NRF in serving PLMN identifies NRF in home PLMN based on the home PLMN ID, and it requests "NF Discovery" service from NRF in home PLMN according the procedure in Figure 4.x.1-1 to get the expected NF instance (s) or NF service instance(s) deployed in the home PLMN. As the NRF in the serving PLMN triggers the "NF Discovery" on behalf of the NF service consumer, the NRF in the serving PLMN shall not replace the information of the service requester NF, i.e. NF consumer ID, in the Discovery Request message it sends to the NRF in home PLMN.
where the NRF in serving PLMN identifies NRF in home PLMN based on the home PLMN ID. By the way, as you can see from the highlighted text, this procedure is general and it applies regardless Network Slicing is supported or not. 
PROPOSAL 2: 

We propose that when the NSSF in the VPLMN determines the Allowed NSSAI, it shall take into account the availability only of the VPLMN part of the Network Slice instances that are able to serve the UE in the current registration area, so that it crystal clear that no availability and liveness check is performed in the HPLMN during the Registration procedure. Therefore during the Registration procedure there is no interaction between vNSSF and hNSSF, and if a binding of an S-NSSAI to an NSI is done or NRF is retrieved, then it is only within the serving PLMN. 

The only approach that we believe an Operator can accept for the interactions between the VPLMN and the HPLMN in the roaming scenario when an AMF in the VPLMN needs to select an SMF in the HPLMN is an approach in which:

· the HPLMN has an entry point NRF whose FQDN is build according the procedure already in the TS 23.501, clause 6.3.1 and in TS 23.502, clause 4.17.5 (much easier to keep under control for the possible security threats); 

· when a query arrives at the entry point of the HPLMN then it provides all the requested information, i.e. all the information on the expected NFs. How the entry point of the HPLMN manage to get the information that will be returned to the roaming partner is not business of the roaming partner.

The procedure can be designed according the agreement reached at at SA2#122bis that it is the hNSSF that determines the NRF to be used to select NFs/services within a Network Slice instance in HPLMN, but in a way to be self-contained in the HPLMN. For the above reasons we propose to adopt the following enhancement of the existing procedure described in TS 23.502, clause 4.17.5:
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In order to select the SMF in HPLMN the AMF in VPLMN queries the vNRF with PLMN ID of the SUPI, PLMN ID of the serving PLMN, S-NSSAI, DNN, and possibly access technology being used by the UE; any VPLMN specific S-NSSAI value is mapped to the corresponding HPLMN specific S-NSSAI value. The vNRF queries, on behalf of the AMF in VPLMN, the hNRF identified by means of the PLMN ID of the SUPI. Depending on the available information and based on configuration, the hNRF may either:

· provide to the AMF in VPLMN, via vNRF, the IP address or the FQDN of expected SMF instance(s), or 

· query, on behalf of the AMF, a pre-configured appropriate NRF in HPLMN; this local NRF provides the IP address or the FQDN of expected SMF instance(s) that the hNRF returns, via vNRF, to the AMF in VPLMN, or

· query the NSSF in HPLMN that selects the home PLMN part of the Network Slice instance to serve the UE and determines the appropriate NRF in HPLMN to be used to select the SMF within the selected home PLMN part of the Network Slice instance. Then the hNRF queries, on behalf of the AMF in VPLMN, the appropriate NRF in HPLMN indicated by the NSSF, adding the NSI ID (if provided by the NSSF: it is provided when multiple Network Slice instances are able to serve this specific S-NSSAI) to the S-NSSAI; this local NRF provides the IP address or the FQDN of expected SMF instance(s). Finally the hNRF returns to the AMF in VPLMN, via vNRF, the IP address or the FQDN of expected SMF instance(s) and, in addition, the NSI ID (if provided by the NSSF) associated with the S-NSSAI.
PROPOSAL 3: 

The bond between an S-NSSAI to an NSI in the HPLMN and the choice of the NRF to be used to discover an SMF within the NSI in case of Home-routed Roaming is done during the PDU Session establishment, according to the procedure described above that simply enhances the already specified NF Service Discovery procedure in roaming scenario in TS 23.502. In general the above procedure is to be used whenever there is the need in a roaming scenario to discover a NF in the HPLMN. This solves the issue in the EN:
Editor’s note: The details of the procedure to select specific functions in the HPLMN minimizing the interactions between VPLMN and HPLMN and the exposure of HPLMN topology are FFS.
that, therefore, can be removed.

***
Other Issues

PROPOSAL 4: 
Move the text “where each of the Network Slice instances can correspond to one or more Allowed S-NSSAIs” from clause 5.15.1 to the more appropriate clause 5.15.2.1, because in clause 5.15.1 the concept of S-NSSAI has not yet introduced.

***

What does it happen when the UE does not obtain from the AMF an Allowed NSSAI?

PROPOSAL 5: 
Clarify that a UE that, upon successful completion of the UE's Registration procedure, does not obtain from the AMF an Allowed NSSAI shall not include any S-NSSAI in the subsequent requests to establish a PDU session. 
***

Default S-NSSAIs indication in the Registration procedure

We agreed that the network is expected to serve the UE with the related Network Slice when the UE does not send any valid S-NSSAI to the network in a Registration Request message.
PROPOSAL 6: 
In order to let the NSSF to do what agreed we propose to clarify that the AMF queries the NSSF with the Subscribed S-NSSAIs with the indication if marked as default S-NSSAI.

***

How to identify a Network Slice instance when multiple Network Slice instances in the registration area are able to serve a given S-NSSAI? 
At SA2#122bis the text “When multiple Network Slice instances in the registration area are able to serve a given S-NSSAI, based on operator's configuration, the NSSF may select one of them to serve the UE” has been introduced in the TS, but it was not clarified how to identify the selected Network Slice instance. An identifier is needed e.g. when the multiple Network Slice instances are served by the same NRF: in fact the AMF in its requests needs to univocally indicate to the NRF which is exactly the Network Slice instance out of the multiple ones where e.g. an SMF is to be selected.

PROPOSAL 7: 
The NSSF returns a NSI ID associated with that given S-NSSAI: the S-NSSAI and the NSI ID univocally identify the selected Network Slice instance.
PROPOSAL 8: 
If the NSSF has returned to the AMF a NSI ID associated with a specific S-NSSAI, then the AMF shall include the NSI ID, in addition to the S-NSSAI, in any request to NRF to select NFs/services within the selected Network Slice instance as long as the UE is RM-REGISTERED, so that the UE continues to be served by the same Network Slice instance as described in clause 5.15.2.1.
***

Which is the appropriate NRF that the serving AMF needs to query to get the list of candidate AMFs? 
At SA2#122bis the text “The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).” has been introduced in the TS. When more NRFs are returned by the NSSF it is not clear which is the appropriate NRF that the serving AMF needs to query to get the list of candidate AMFs. 
In addition when the current serving AMF is not part of the target AMF Set there is the possibility that the NRF locally pre-configured on AMF does not provide the requested information, or that the query to the NRF indicated by the NSSF is rejected, or that the AMF does not query because it knows in advance it is not authorized. As a result the serving AMF is not able to get a list of candidate AMF(s) by querying the NRF with the target AMF Set and direct relocation is not possible.

PROPOSAL 9: 
The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s) and indicate which one is to be queried to determine the list of candidate AMF(s) from the AMF Set; the indication returned by the NSSF, if any, prevails over any NRF(s) locally pre-configured on AMF. 
PROPOSAL 10: 
If the current AMF is not part of the target AMF Set and is not able to get a list of candidate AMF(s) by querying the NRF with the target AMF Set, then the current AMF shall redirect the Registration Request to a target serving AMF via the RAN, and the 

Editor's note:
If the current serving AMF is not part of the target AMF Set, which NRF is to be queried to obtain the list of candidate AMFs is FFS.
can be removed.
NOTE: We prefer the condition “If the current AMF is not part of the target AMF Set and is not able to get a list of candidate AMF(s)” to the ZTE, Oracle proposal “If the current serving AMF is not part of the target AMF Set and has no interface towards the Target NRF”, because their text is unclear and misleading: the nature of the SBI allows any NF to access any other NF (subject to authorization) once it is known its FQDN/IP address, and this is exactly the case (The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s)).

***

Improve the AMF functional description
In section 5.15.5.2.1 “Registration to a Set of Network Slices”, based on configuration, the AMF may be allowed to determine whether it can serve the UE and determine the Allowed NSSAI. Therefore the functional description of the AMF needs to be updated.

PROPOSAL 11: 

Add to the functionalities of the AMF the capability to determine the Allowed NSSAI.
***

Use of Multi-level NRFs to support network slicing
At SA2#122bis it was proposed by ZTE in S2-176633 the following highlighted text for clause 6.2.6: 

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI): to support discovery of NFs only available to the other NFs serving the same Network Slice instance.
i.e. a proposal to limit the scope of the slice-specific level NRFs (and similar text for the other levels of NRFs) with the justification to save the “privacy” of the customers of the slices. The text was not agreed and was added an EN:
Editor's note:
Further clarifications are needed on how the three levels of NRFs are used to support network slicing.
The current text in clause 6.2.8 reads:

In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

therefore it describe a deployment option that is exclusively under the decision and responsibility of the Operator. All Operators are strictly attentive to the requirements of their customers; if a customer requires mainly privacy, then for sure the Operator will configure the corresponding NSI accordingly, in order to comply the SLA; if a customer has other requirements a different and appropriate configuration will be put in place privileging other aspects. If an Operator believes its advantageous and compliant with the requirements of the customers to have the NFs of all the slices in the PLMN registered in a single NRF it is free to do that, if he prefers to have an NRF for each slice he can do it as well. In conclusion, how the Operator decides to deploy and configure his network it is only an Operator’s business and not matter of standardization. Operators are not no-profit organizations: they know very well how to do their business and how to satisfy their customers without anyone teaching it.
PROPOSAL 12: 

Clarify that the NFs that are authorized to query each level of NRFs and the routing mechanism of the queries (e.g., hierarchical, etc.) is a deployment decision of the operator, and remove the EN. 
The companion pCR S2-177088 addresses the changes in TS 23.502. The services provided by the NSSF to complete the resolution of OI#2, OI#3 and OI#4 are in the pCRs S2-177085 and S2-177086 submitted in the Agenda Item 6.5.11.
Proposal

It is proposed to make the following changes to the TS 23.501.
*************** First change ***************
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network

5GS
5G System
5G-AN
5G Access Network

5G-GUTI
5G Globally Unique Temporary Identifier
5G-S-TMSI
5G S-Temporary Mobile Subscription Identifier
5QI
5G QoS Identifier
AF
Application Function

AMF
Access and Mobility Management Function

AS
Access Stratum

AUSF
Authentication Server Function

CP
Control Plane

DL
Downlink

DN
Data Network
DNAI
DN Access Identifier
DNN
Data Network Name

FQDN
Fully Qualified Domain Name

GFBR
Guaranteed Flow Bit Rate

GUAMI
Globally Unique AMF Identifier

HR
Home Routed (roaming)
LADN
Local Area Data Network
LBO
Local Break Out (roaming)
MFBR
Maximum Flow Bit Rate

MICO
Mobile Initiated Connection Only
N3IWF
Non-3GPP InterWorking Function
NAI
Network Access Identifier

NEF
Network Exposure Function

NF
Network Function

NR
New Radio

NRF
Network Repository Function
NSI ID
Network Slice instance Identifier
NSSAI
Network Slice Selection Assistance Information
NSSF
Network Slice Selection Function

NSSP
Network Slice Selection Policy
PCF
Policy Control Function

PEI
Permanent Equipment Identifier
PER
Packet Error Rate
PFDF
Packet Flow Description Function 
PPD
Paging Policy Differentiation

PPI
Paging Policy Indicator
QFI
QoS Flow Identifier
QoE
Quality of Experience

(R)AN
(Radio) Access Network

RQA
Reflective QoS Attribute

RQI
Reflective QoS Indication
SA NR
Standalone New Radio

SBA
Service Based Architecture

SBI
Service Based Interface
SD
Slice Differentiator
SEAF
Security Anchor Functionality
SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information

SSC
Session and Service Continuity

SST
Slice/Service Type
SUPI
Subscription Permanent Identifier

UDSF
Unstructured Data Storage Function

UL
Uplink

UL CL
Uplink Classifier

UPF
User Plane Function
UDR
Unified Data Repository
*************** Second change ***************
5.15
Network slicing

5.15.1
General

A Network Slice is defined within a PLMN and shall include:

-
the Core Network Control Plane and User Plane Network Functions, as described in clause 4.2,
and, in the serving PLMN, at least one of the following:
-
the NG Radio Access Network described in 3GPP TS 38.300 [27],

-
the N3IWF functions to the non-3GPP Access Network described in clause 4.2.7.2.

Network slicing support for roaming is described in clause 5.15.6.

Network slices may differ for supported features and network functions optimisations. The operator may deploy multiple Network Slice instances delivering exactly the same features but for different groups of UEs, e.g. as they deliver a different committed service and/or because they may be dedicated to a customer.

A single UE can simultaneously be served by one or more Network Slice instances via a 5G-AN. A single UE may be served by at most eight Network Slices at a time. The AMF instance serving the UE logically belongs to each of the Network Slice instances serving the UE, i.e. this AMF instance is common to the Network Slice instances serving a UE.

The selection of the set of Network Slice instances for a UE is triggered by the first contacted AMF in a registration procedure normally by interacting with the NSSF, and it may lead to change of AMF. This is further described in clause 5.15.5.

SMF discovery and selection within the selected Network Slice instance is initiated by the AMF when a SM message to establish a PDU session is received from the UE. The NRF is used to assist the discovery and selection tasks of the required network functions for the selected Network Slice instance.

A PDU session belongs to one and only one specific Network Slice instance per PLMN. Different Network Slice instances do not share a PDU session, though different slices may have slice-specific PDU sessions using the same DNN.

5.15.2
Identification and selection of a Network Slice: The S-NSSAI and the NSSAI

5.15.2.1
General

An S-NSSAI identifies a Network Slice.

An S-NSSAI is comprised of:

-
A Slice/Service type (SST), which refers to the expected Network Slice behaviour in terms of features and services;

-
A Slice Differentiator (SD), which is optional information that complements the Slice/Service type(s) to differentiate amongst multiple Network Slices of the same Slice/Service type.

The S-NSSAI can have standard values or PLMN-specific values. S-NSSAIs with PLMN-specific values are associated to the PLMN ID of the PLMN that assigns it. An S-NSSAI shall not be used by the UE in access stratum procedures in any PLMN other than the one to which the S-NSSAI is associated.

The NSSAI is a collection of S-NSSAIs. There can be at most 8 S-NSSAIs in the NSSAI sent in signalling messages between the UE and the Network. Each S-NSSAI assists the network in selecting a particular Network Slice instance.
The same Network Slice instance may be selected by means of different S-NSSAIs.

Based on the operator's operational or deployment needs, a Network Slice instance can correspond to one or more S-NSSAIs, or multiple Network Slice instances of a given S-NSSAI may be deployed in the same or in different registration areas. When multiple Network Slice instances of a given S-NSSAI are deployed in the same registration area, the AMF instance serving the UE may logically belong to more than one Network Slice instances of that S-NSSAI, i.e. this AMF instance may be common to multiple Network Slice instances of that S-NSSAI. When a S-NSSAI is supported by more than one Network Slice instance in a PLMN, any of the Network Slice instances supporting the same S-NSSAI in a certain area may serve, as a result of the Network Slice instance selection procedure defined in clause 5.15.5, a UE which is allowed to use this S-NSSAI. Upon association with an S-NSSAI, the UE is served by the same Network Slice instance for that S-NSSAI until cases occur where e.g. Network Slice instance is no longer valid in a given registration area, or a change in UE's Allowed NSSAI occurs etc. In such cases, procedures mentioned in clause 5.15.5.2.2 or clause 5.15.5.2.3 applies.
The selection of a Network Slice instance(s) serving a UE and the Core Network Control Plane and user plane Network Functions corresponding to the Network Slice instance is the responsibility of 5GC.
The (R)AN may use Requested NSSAI in access stratum signalling to handle the UE Control Plane connection before the 5GC informs the (R)AN of the Allowed NSSAI. The Requested NSSAI is not used by the RAN for routing when the UE provides also a 5G-S-TMSI.

When a UE is successfully registered, the CN informs the (R)AN by providing the whole Allowed NSSAI for the Control Plane aspects.

Editor's note:
The need for informing the (R)AN by providing the whole Allowed NSSAI is to be checked with RAN WGs.

When a PDU Session for a given S-NSSAI is established using a specific Network Slice instance, the CN provides to the (R)AN the S-NSSAI corresponding to this Network Slice instance to enable the RAN to perform access specific functions.

NOTE:
The details of how the RAN uses NSSAI information are described in TS 38.300 [27].

5.15.2.2
Standardised SST values

Standardized SST values provide a way for establishing global interoperability for slicing so that PLMNs can support the roaming use case more efficiently for the most commonly used Slice/Service Types.

The SSTs which are standardised are in the following Table 5.15.2.2-1.

Table 5.15.2.2-1 - Standardised SST values

	Slice/Service type
	SST value
	Characteristics.

	eMBB (enhanced Mobile Broadband)


	1
	Slice suitable for the handling of 5G enhanced Mobile broadband, useful, but not limited to the general consumer space mobile broadband applications including streaming of High Quality Video, Fast large file transfers etc. It is expected this SST to aim at supporting High data rates and high traffic densities as outlined in Table 7.1-1 "Performance requirements for high data rate and traffic density scenarios" in TS 22.261 [2]

	URLLC (ultra- reliable low latency communications)
	2
	Supporting ultra-reliable low latency communications for applications including, industrial automation, (remote) control systems.

This SST is expected to aim at supporting the requirements in Table 7.2.2-1 "Performance requirements for low-latency and high-reliability services." in TS 22.261 [2] related to high reliability and low latency scenarios

	MIoT (massive IoT)
	3
	Allowing the support of a large number and high density of IoT devices efficiently and cost effectively.


NOTE:
The support of all standardised SST values is not required in a PLMN.

5.15.3
Subscription aspects

Subscription information may contain multiple S-NSSAIs. One or more of the Subscribed S-NSSAIs can be marked as default S-NSSAI. At most eight S-NSSAIs can be marked as default S-NSSAI. However, the UE may subscribe to more than eight S-NSSAIs. If an S-NSSAI is marked as default, then the network is expected to serve the UE with the related Network Slice when the UE does not send any valid S-NSSAI to the network in a Registration Request message.

Subscription Information for each S-NSSAI may contain multiple DNNs and one default DNN.

The NSSAI the UE provides in the Registration Request is verified against the user's subscription data.

5.15.4
UE NSSAI configuration and NSSAI storage aspects

A UE can be configured by the HPLMN with a Configured NSSAI per PLMN. A Configured NSSAI can be PLMN-specific and the HPLMN indicates to what PLMN(s) each Configured NSSAI applies, including whether the Configured NSSAI applies to all PLMNs, i.e. the Configured NSSAI conveys the same information regardless of the PLMN the UE is accessing (e.g. this could be possible for NSSAIs containing only standardized S-NSSAIs). When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN. Upon successful completion of a UE's Registration procedure, the UE may obtain from the AMF an Allowed NSSAI for this PLMN, which may include one or more S-NSSAIs. These S-NSSAIs are valid for the current Registration Area provided by the serving AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU sessions). The UE may also obtain from the AMF one or more temporarily or permanently rejected S-NSSAIs with an appropriate rejection cause. The permanently rejected S-NSSAIs (e.g. the S-NSSAI is not supported in the PLMN) cannot be used by the UE in the PLMN. The temporarily rejected S-NSSAIs cannot be used by the UE until a condition indicated by the network has been met. 
In this release of specifications there are two rejection causes for the temporarily rejected S-NSSAIs: 
c) the S-NSSAI is not available in the current Registration Area, 
d) the S-NSSAI is temporarily not available in the current Registration Area.
Rejection cause b) is associated with a back-off timer. Depending on the rejection cause the UE re-attempts to register to a temporarily rejected S-NSSAI either in a different Registration Area or in the same Registration Area when the back-off timer expires.
The Allowed NSSAI shall take precedence over the Configured NSSAI for this PLMN. The UE shall use only the S-NSSAI(s) in the Allowed NSSAI corresponding to a Network Slice for the subsequent procedures in the serving PLMN, as described in clause 5.15.5.

The UE stores (S)NSSAIs as follows:

-
When the UE is provisioned with a Configured NSSAI for a PLMN in the UE, the Configured NSSAI shall be stored in the UE until a new Configured NSSAI for this PLMN is provisioned in the UE by the HPLMN:
-
When provisioned with a new Configured NSSAI for a PLMN, the UE shall both replace any stored Configured NSSAI for this PLMN with the new Configured NSSAI, and delete any stored Allowed NSSAI and rejected S-NSSAI for this PLMN;
-
If received, the Allowed NSSAI for a PLMN shall be stored in the UE, including when the UE is turned off, until a new Allowed NSSAI for this PLMN is received;
-
When a new Allowed NSSAI for a PLMN is received, the UE shall replace any stored Allowed NSSAI for this PLMN with this new Allowed NSSAI;
-
If received, a temporarily rejected S-NSSAI for a PLMN shall be stored in the UE while RM-REGISTERED;
-
If received, a permanently rejected S-NSSAI for a PLMN shall be stored in the UE while RM-REGISTERED.

One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have non-standardized values, which may not be a part of the UE's NSSAI configuration. In such cases, the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI in the UE. The UE uses this mapping information for its internal operation (e.g., finding an appropriate network slice for UE's services). Specifically, a UE application, which is associated with an S-NSSAI as per NSSP, is further associated with the corresponding S-NSSAI from the Allowed NSSAI.
The UE that, upon successful completion of the UE's Registration procedure, does not obtain from the AMF an Allowed NSSAI shall not include any S-NSSAI in the subsequent requests to establish a PDU session. 
5.15.5
Detailed Operation Overview

5.15.5.1
General

The establishment of User Plane connectivity to a Data Network via a Network Slice instance(s) comprises two steps:

-
performing a RM procedure to select an AMF that supports the required Network Slices.
-
establishing one or more PDU session to the required Data network via the Network Slice Instance(s).
5.15.5.2
Selection of a Serving AMF supporting the Network Slices

5.15.5.2.1
Registration to a set of Network Slices

When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the 5G-S-TMSI if one was assigned to the UE.

The Requested NSSAI may be either:

-
the Configured-NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the serving PLMN; or

-
the Allowed-NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the serving PLMN; or

-
the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected by the network.

The subset of Configured-NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously permanently rejected by the network, or was not previously added by the UE in a Requested NSSAI.

The subset of Allowed NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the last Allowed NSSAI for this PLMN.

The UE may provide in the Requested NSSAI an S-NSSAI from the Configured NSSAI that the UE previously provided to the serving PLMN in the present Registration Area if the S-NSSAI was not previously permanently rejected by the network.

The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.

When a UE registers with a PLMN, if for this PLMN the UE has no Configured NSSAI or Allowed NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. The UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. When receiving from the UE a Requested NSSAI and a 5G-S-TMSI in RRC, if the RAN can reach an AMF corresponding to the 5G-S-TMSI, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.

When the AMF selected by the AN receives the UE Initial Registration request:

-
As part of the registration procedure described in 3GPP TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.
-
The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs.
-
When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

NOTE 1:
The configuration depends on operator's policy.
-
When the UE context in the AMF already includes an Allowed NSSAI, based on configuration for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

NOTE 2:
The configuration depends on the operator's policy.
(A) Depending on fulfilling the configuration as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:

-
AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs, or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in case no Requested NSSAI was provided (see clause 5.15.3).
-
If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if no Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling).
-
If this is not the case, the AMF queries the NSSF (see (B) below).
(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:

-
The AMF queries the NSSF, with Requested NSSAI, the Subscribed S-NSSAIs with the indication if marked as default S-NSSAI, PLMN ID of the SUPI, location information, and possibly access technology being used by the UE.
-
Based on this information, local configuration, and other locally available information including RAN capabilities in the Registration Area, the NSSF does the following:

-
It selects the Network Slice instance(s) to serve the UE. When multiple Network Slice instances in the registration area are able to serve a given S-NSSAI, based on operator's configuration, the NSSF may select one of them to serve the UE, or the NSSF may defer the selection of the Network Slice instance until a NF/service within the Network Slice instance needs to be selected.

-
It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.

-
It determines the Allowed NSSAI, possibly taking also into account the availability of the Network Slice instances that are able to serve the S-NSSAI(s) in the Allowed NSSAI in the current registration area.

-
Based on operator configuration, the NSSF may determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).
-
Additional processing to determine the Allowed NSSAI in roaming scenarios, as described in clause 5.15.6.

-
The NSSF returns to the current AMF the Allowed NSSAI and the target AMF Set, or, based on configuration, the list of candidate AMF(s). When multiple Network Slice instances in the registration area are able to serve a given S-NSSAI and the NSSF has selected one of them to serve the UE, then the NSSF returns a NSI ID associated with that given S-NSSAI: the S-NSSAI and the NSI ID univocally identify the selected Network Slice instance. The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s) and indicate which one is to be queried to determine the list of candidate AMF(s) from the AMF Set; the indication returned by the NSSF, if any, prevails over any NRF(s) locally pre-configured on AMF. The NSSF may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI which were part of the Requested NSSAI. Depending on the rejection cause, the NSSF may also include a back-off timer for each temporarily rejected S-NSSAI.
 -
Depending on the available information and based on configuration, the AMF may query the NRF with the target AMF Set. The NRF returns a list of candidate AMF(s).

-
If rerouting to a target serving AMF is necessary, the current AMF reroutes the Registration Request to a target serving AMF as described in clause 5.15.5.2.3. If the current AMF is not part of the target AMF Set and is not able to get a list of candidate AMF(s) by querying the NRF with the target AMF Set (e.g., the NRF locally pre-configured on AMF does not provide the requested information, the query to the NRF indicated by the NSSF is rejected or the AMF does not query because it knows in advance it is not authorized, etc.), then the current AMF shall redirect the Registration Request to a target serving AMF via the RAN.
(C) The serving AMF shall return to the UE the Allowed NSSAI. It may also indicate to the UE for Requested S-NSSAI(s) not included in the Allowed NSSAI, whether the rejection is permanent (e.g. the S-NSSAI is not supported in the PLMN) or temporary (e.g. the S-NSSAI is not currently available in the Registration Area) with an appropriate cause; for each temporarily rejected S-NSSAI the AMF may also include a back-off timer, if provided by the NSSF.

Upon successful Registration, the UE is provided with a 5G-S-TMSI by the serving AMF. The UE shall include this 5G-S-TMSI in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.

If the UE receives an Allowed NSSAI from the serving AMF, it shall store this new Allowed NSSAI and override any previously stored Allowed NSSAI for this PLMN, as described in clause 5.15.4.
If the NSSF has returned to the AMF a NSI ID associated with a specific S-NSSAI (selecting a Network Slice instance to serve the UE when multiple Network Slice instances in the registration area are able to serve this specific S-NSSAI), then the AMF shall include the NSI ID, in addition to the S-NSSAI, in any request to NRF to select NFs/services within the selected Network Slice instance as long as the UE is RM-REGISTERED, so that the UE continues to be served by the same Network Slice instance as described in clause 5.15.2.1.
5.15.5.2.2
Modification of the Set of Network Slice(s) for a UE

The set of Network Slices for a UE can be changed at any time while the UE is registered with a network, and may be initiated by the network, or the UE under certain conditions as described below.
NOTE:
In this release of the specification it is assumed that the registration area allocated by the AMF to the UE shall have homogeneous support for network slices.
The network, based on local policies, subscription changes and/or UE mobility, operational reasons (e.g. a Network Slice instance is no longer available), may change the set of Network Slice(s) to which the UE is registered and provides the UE new Allowed NSSAI. The network may perform such change during a Registration procedure or trigger a notification towards the UE of the change of the Network Slices using a Generic UE Configuration Update procedure as specified in TS 23.502 [3], clause 4.2.4. The new Allowed NSSAI is determined as described in clause 5.15.5.2.1 (an AMF Relocation may be needed). The AMF provides the UE with the new Allowed NSSAI and TAI list, and:
-
If the changes to the Allowed NSSAI do not require the UE to perform a registration procedure:
-
The AMF indicates that acknowledgement is required, but does not indicate the need to perform a registration procedure;
-
The UE responds with a UE configuration update complete message for the acknowledgement.

-
If the changes to the Allowed NSSAI require the UE to perform a registration procedure (e.g. the new S-NSSAIs require a separate AMF that cannot be determined by the current serving AMF):
-
The serving AMF indicates to the UE that current 5G-GUTI is invalid and the need for the UE to perform a registration procedure after entering CM-IDLE state. The AMF shall release the NAS signalling connection to the UE to allow to enter CM-IDLE based on local policies (e.g. immediately or delayed release);
-
The UE initiates a registration procedure after the UE enters CM-IDLE state. The UE shall include SUPI and new Allowed NSSAI in the registration in this case.
When a Network Slice used for a one or multiple PDU Sessions becomes no longer available for a UE, in addition to sending the new Allowed NSSAI to the UE, the following applies:
-
In the network, if the Network Slice becomes no longer available under the same AMF (e.g. due to UE subscription change), the AMF indicates to the SMF(s) corresponding to the relevant S-NSSAI to autonomously release the UE's SM context
-
In the network, if the Network Slice becomes no longer available with AMF relocation (e.g. due to Registration Area change), the new AMF indicates to the old AMF that the PDU Session(s) associated with the relevant S-NSSAI shall be released. The old AMF informs the corresponding SMF(s) to autonomously release the UE's SM context.
-
In the UE, the PDU session(s) context is implicitly released after receiving the Allowed NSSAI in the Registration Accept message.
The UE uses UE Configuration (e.g. NSSP) to determine whether ongoing traffic can be routed over existing PDU sessions belonging to other Network Slices or establish new PDU session(s) associated with same/other Network Slice.

In order to change the set of S-NSSAIs being used, the UE shall initiate a Registration procedure as specified in clause 5.15.5.2.1.1.

Change of set of S-NSSAIs to which the UE is registered (whether UE or Network initiated) may lead to AMF change subject to operator policy, as described in clause 5.15.5.2.1.

Editor's note:
The condition under which the UE is able to request the change of the Network Slices, and what it is able to request, are FFS.

5.15.5.2.3
AMF Relocation due to Network Slice(s) Support

During a Registration procedure in a PLMN, in case the network decides that the UE should be served by a different AMF based on Network Slice(s) aspects, then the AMF that first received the Registration Request shall redirect the Registration request to another AMF via the RAN or via direct signalling between the initial AMF and the target AMF, as described in clause 4.2.2.2.3 in TS 23.502 [3]. The redirection message sent by the AMF via the RAN shall include information for selection of a new AMF to serve the UE.
For a UE that is already registered, the system shall support a redirection initiated by the network of a UE from its serving AMF to a target AMF due to Network Slice(s) considerations (e.g. the operator has changed the mapping between the Network Slice instances and their respective serving AMF(s)). Operator policy determines whether redirection between AMFs is allowed.
5.15.5.3
Establishing connectivity PDU session to the required Network Slice Instance(s)

The establishment of a PDU session in a Network Slice to a DN allows data transmission in a Network Slice. A Data Network is associated to an S-NSSAI and a DNN.
The network operator (HPLMN) may provision the UE with Network Slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain S-NSSAI. A default rule which matches all applications to a S-NSSAI may also be included. When a UE application associated with a specific S-NSSAI requests data transmission, then:

-
If the UE has one or more PDU sessions established corresponding to the specific S-NSSAI, the UE routes the user data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.

The UE shall store the NSSP until a new NSSP is provided to the UE by the HPLMN.

If the UE does not have a PDU session established with this specific S-NSSAI, the UE requests a new PDU session corresponding to this S-NSSAI and with the DNN that may be provided by the application. In order for the RAN to select a proper resource for supporting network slicing in the RAN, RAN needs to be aware of the Network Slices used by the UE.
If a Network Slice instance was not selected during the Registration procedure for this specific S-NSSAI, the AMF may query the NSSF with this specific S-NSSAI, location information, PLMN ID of the SUPI , and possibly access technology being used by the UE to select the Network Slice instance to serve the UE and to determine the NRF to be used to select NFs/services within the selected Network Slice instance.
The AMF queries the NRF to select an SMF in a Network Slice instance based on S-NSSAI, DNN and other information e.g. UE subscription and local operator policies, when the UE triggers the establishment of a PDU session. The selected SMF establishes a PDU session based on S-NSSAI and DNN.
When the AMF belongs to multiple Network Slices, based on configuration, the AMF may use an NRF at the appropriate level for the SMF selection.5.15.5.4
Slice Privacy Considerations

Editor's note:
This clause is to be considered Void till SA3 state they explicitly require omission of NSSAI from RRC layer for privacy reasons and not just as their TR 33.899 agreement "The NSSAI shall be confidentiality protected whenever NAS security context is available (as far as regulation allows)."
In order to support network-controlled privacy of slice information for the slices the UE accesses, when the UE is aware or configured that privacy considerations apply to NSSAI:

-
The UE shall not include NSSAI in NAS signalling unless the UE has a NAS security context.
-
The UE shall not include NSSAI in unprotected RRC signalling.
Editor's note:
It is FFS how the UE is aware or configured that the network has privacy considerations for NSSAI information.

Editor's note:
It is FFS whether considering slice privacy has impact on the allocation and management of the 5G GUTI and whether security considerations need to be studied by SA WG3.
5.15.6
Network Slicing Support for Roaming

For roaming scenarios:

-
If the UE only uses Standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN.

-
If the UE is allowed to use non-standard S-NSSAI values in the V-PLMN, the V-PLMN maps H-PLMN Subscribed S-NSSAIs values that can be used in the VPLMN to respective S-NSSAI values to be used in the VPLMN.

-
In RRC layer, the NSSAI, if provided, uses values valid in the VPLMN.
-
In Registration Request, the Requested NSSAI, if provided, shall include only the S-NSSAI values that are valid in the VPLMN.

-
When the NSSF in the VPLMN determines the Allowed NSSAI, it shall take into account the availability only of the VPLMN part of the Network Slice instances that are able to serve the UE in the current registration area.
-
The Allowed NSSAI in the Registration Accept includes S-NSSAI values that are valid in VPLMN.

-
In a Session management procedures, the UE includes the S-NSSAI value valid in the VPLMN as they are received in the Allowed NSSAI in the VPLMN. The VPLMN maps any VPLMN specific S-NSSAI values to HPLMN specific S-NSSAI values before forwarding SM messages to the HPLMN.

-
The Network Slice specific network functions in the VPLMN are selected by the VPLMN by using the VPLMN S-NSSAI values and querying the NRF either pre-configured or provided by the NSSF in the VPLMN. The Network Slice specific functions in the HPLMN (if applicable) are selected by using the HPLMN S-NSSAI via the support from the NRF in the HPLMN.
NOTE:
In this release of specification it is assumed that in any PLMN (home or visited), for all the S-NSSAIs that the PLMN can serve it is always possible to select an AMF that can serve a Requested NSSAI that contains only S-NSSAIs that can coexist each other.

5.15.7
Network slicing and Interworking with EPS

A 5GC which supports Network Slicing might need to interwork with the EPS in its PLMN or in other PLMNs, and the EPC may support the Dedicated Core Networks (DCN) in which MME selection may be assisted by a DCN-ID provided by the UE to the RAN (see TS 23.401 [26]). 

If the UE is in ECM-IDLE or CM-IDLE state, mobility triggers a TAU (or Attach, if it is the first mobility event in the target system) in EPS and a Registration procedure in 5GS. These procedures are sufficient to place the UE in the right DCN or (set of) Network Slice(s).
Editor's note:
Relocation of PDU session(s)/EPS bearer(s) and the UE context between the EPC supporting DCN and the 5GS (and vice versa) is FFS.

For Connected mode mobility/interworking 5GC to EPC and vice versa:

When a UE CM state in the AMF is CM-CONNECTED in 5GC and a handover to EPS occur, the AMF selects the target MME and forwards the UE context to the selected MME over the N26 Interface. The handover procedure is executed as documented in TS 23.502 [3]. When the Handover completes the UE performs a Tracking Area Update. This completes the UE registration in the target EPS and as part of this the UE obtains a DCN-ID if the target EPS uses it.

Editor's note: It is FFS how an AMF selects the target MME in case of a UE handover from 5GC to EPC supporting DCN.

The handover between 5GC to EPC does not guarantee all active PDU session(s) of slice(s) can be transferred to the EPC, thus some PDU session(s) may be dropped.

When a UE is ECM-CONNECTED in EPC, and performs a handover to 5GS, the MME selects the target AMF based on any available local information (including the UE Usage Type if one is available for the UE in the subscription data) and forwards the UE context to the selected AMF over the N26 interface. The handover procedure is executed as documented in TS 23.502 [3]. When the Handover completes the UE performs a Registration procedure. This completes the UE registration in the target 5GS and as part of this the UE obtains an Allowed NSSAI.

Editor's note:
Interworking with (e)DECOR-enabled EPC networks without N26 is FFS when slicing is supported.

Editor's note:
Whether there is a limitation to the number of Slices supported per UE when interworking with EPS is supported is FFS
*************** Third change ***************
6.2.1
AMF

The Access and Mobility Management function (AMF) includes the following functionality. Some or all of the AMF functionalities may be supported in a single instance of a AMF:

-
Termination of RAN CP interface (N2).

-
Termination of NAS (N1), NAS ciphering and integrity protection.

-
Registration management.

-
Connection management.

-
Reachability management.

-
Mobility Management.

-
Lawful intercept (for AMF events and interface to LI System).

-
Provide transport for SM messages between UE and SMF.

-
Transparent proxy for routing SM messages.

-
Access Authentication.

-
Access Authorization.

-
Provide transport for SMS messages between UE and SMSF.
-
Security Anchor Function (SEA). It interacts with the AUSF and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the AUSF.

-
Security Context Management (SCM). The SCM receives a key from the SEA that it uses to derive access-network specific keys.

NOTE:
Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and mobility management.

Editor's note:
When there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.

In addition to the functionalities of the AMF described above, the AMF may include the following functionality to support Network Slicing:

-
Determining the Allowed NSSAI.
In addition to the functionalities of the AMF described above, the AMF may include the following functionality to support non-3GPP access networks:

-
Support of N2 interface with N3IWF. Over this interface, some information (e.g. 3GPP cell Identification) and procedures (e.g. Hand-Over related) defined over 3GPP access may not apply, and non-3GPP access specific information may be applied that do not apply to 3GPP accesses.

Editor's note:
The definition which 3GPP information and procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.

-
Support of NAS signalling with a UE over N3IWF. Some procedures supported by NAS signalling over 3GPP access may be not applicable to untrusted non-3GPP (e.g. Paging) access.
Editor's note:
The definition which NAS signalling procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.
-
Support of authentication of UEs connected over N3IWF.
-
Management of mobility, authentication, and separate security context state(s) of a UE connected via non-3GPP access or connected via 3GPP and non-3GPP accesses simultaneously.

-
Support as described in clause 5.3.2.3 a co-ordinated RM management context valid over 3GPP and Non 3GPP accesses.

-
Support as described in clause 5.3.3.4 dedicated CM management contexts for the UE for connectivity over non-3GPP access.
NOTE:
Not all of the functionalities are required to be supported in an instance of a network slice.

*************** Fourth change ***************
6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID
-
NF type
-
PLMN ID
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID

-
FQDN or IP address of NF
-
NF capacity information
-
NF Specific Service authorization information
-
Names of supported services
-
Endpoint information of instance(s) of each supported service
-
Other service parameter, e.g., DNN, notification endpoint for each type of notification that the NF service is interested in receiving.
NOTE 1:
It is expected service authorization information is usually provided by OA&M system, and it can also be included in the NF profile in case that e.g. an NF instance has an exceptional service authorization information.
In the context of network slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

The NFs that are authorized to query each of those NRFs and the routing mechanism of the queries (e.g., hierarchical, etc.) is a deployment decision of the operator. 

NOTE 2:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.
In the context of roaming, multiple NRFs may be deployed in the different networks (see clause 4.2.4):

-
the NRF(s) in the Visited PLMN (known as the vNRF) configured with information for the visited PLMN.

-
the NRF(s) in the Home PLMN (known as the hNRF) configured with information for the home PLMN, referenced by the vNRF via the N27 interface.
*************** Fifth change ***************
6.3.2
SMF selection function

The SMF selection function is supported by the AMF and is used to allocate an SMF that shall manage the PDU Session.

The SMF selection function in the AMF shall utilize the NRF to discover the SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. The NRF provides the IP address or the FQDN of SMF instance(s) to the AMF.
NOTE:
Protocol aspects of the access to NRF are specified in TS 29.xxx [n].
Editor's note:
Further detailing of the cases where SMF selection is not using NRF is FFS.

The SMF selection function in AMF is applicable to both 3GPP access and non-3GPP access.

The following factors may be considered during the SMF selection:

-
Selected Data Network Name (DNN).

-
S-NSSAI, NSI ID (if available).

-
Subscription information from UDM, e.g.
-
per DNN: whether LBO roaming is allowed

-
per S-NSSAI: the subscribed DNN(s)

-
per (S-NSSAI, subscribed DNN): whether LBO roaming is allowed
-
Local operator policies.

-
Load conditions of the candidate SMFs.

Editor's note:
It is FFS what other information may be considered for SMF selection.

If there is an existing PDU Session for a UE to the same DNN and S-NSSAI used to derive the SMF, the same SMF may be selected. However, different SMF may be selected, for example, to support a SMF load balancing or to support a graceful SMF shutdown (e.g., a SMF starts to no more take new PDU sessions).
In the home-routed roaming case, the SMF selection function selects an SMF in VPLMN as well as an SMF in HPLMN.

If the UDM provides a DN subscription context that allows for handling the PDU Session in the visited PLMN (i.e. using LBO) for this DNN and, optionally, the AMF is configured to know that the visited VPLMN has a suitable roaming agreement with the HPLMN of the UE, the SMF selection function selects an SMF from the visited PLMN. If an SMF in VPLMN cannot be derived for the DNN and network slice, or if the subscription does not allow for handling the PDU Session in visited PLMN using LBO, then both a SMF in VPLMN and SMF in HPLMN are selected, and the DNN is used to derive an SMF identifier from the HPLMN.

Editor's note:
Impact on SMF selection for handovers between 3GPP and non-3GPP access is FFS

Editor's note:
Impact on SMF selection due to interworking with EPC is FFS
If the initially selected SMF in VPLMN (for roaming with LBO) detects it does not understand information in the UE request, it may reject the N11 message (related with a PDU session establishment request) with a proper N11 cause triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN (for home routed roaming).
6.3.2.x
Detailed Operation Overview in case of Network Slicing
6.3.2.x.2
General
Based on configuration, the AMF may use an NRF at the appropriate level for the SMF selection (see clause 6.2.6). 
The AMF belongs to the same Network Slice instance where is located the SMF to be selected: therefore the AMF may be pre-configured with the appropriate NRF to be used to select the SMF. 
6.3.2.x.2
Non-roaming and Roaming with Local Breakout
In order to select an SMF for a specific S-NSSAI, depending on the available information and based on configuration the AMF may either query a pre-configured appropriate NRF or the appropriate NRF indicated by the NSSF, if received by the NSSF during the Registration procedure. The NRF provides the IP address or the FQDN of the expected SMF instance(s).

If the AMF is not pre-configured with an appropriate NRF for this specific S-NSSAI or if there is the need for selecting a Network Slice instance for this specific S-NSSAI (because multiple Network Slice instances in the registration area are able to serve this specific S-NSSAI and the Network Slice instance to serve the UE was not selected during the Registration procedure), then the AMF queries the NSSF with this specific S-NSSAI, location information, PLMN ID of the SUPI, and possibly access technology being used by the UE. The NSSF selects the Network Slice instance to serve the UE and determines the appropriate NRF to be used to select the SMF within the selected Network Slice instance. Then the AMF queries the appropriate NRF indicated by the NSSF with S-NSSAI, NSI ID and DNN. The NRF provides the IP address or the FQDN of the expected SMF instance(s).
The NRF indicated by the NSSF prevails over any NRF(s) locally pre-configured on AMF.
6.3.2.x.3
Home-routed Roaming
The selection of the SMF in VPLMN is performed in the same way as for non-roaming and roaming with Local Breakout (see clause 6.3.2.x.2) by using the appropriate vNRF.
The selection of the SMF in HPLMN is performed by means of NF discovery procedure in roaming scenario, described in clause 4.17.5 of TS 23.502 [3].
In detail, in order to select the SMF in HPLMN the AMF in VPLMN queries the vNRF with PLMN ID of the SUPI, PLMN ID of the serving PLMN, S-NSSAI, DNN, and possibly access technology being used by the UE; any VPLMN specific S-NSSAI value is mapped to the corresponding HPLMN specific S-NSSAI value. The vNRF queries, on behalf of the AMF in VPLMN, the hNRF identified by means of the PLMN ID of the SUPI. Depending on the available information and based on configuration, the hNRF may either:

· provide to the AMF in VPLMN, via vNRF, the IP address or the FQDN of expected SMF instance(s), or 
· query, on behalf of the AMF, a pre-configured appropriate NRF in HPLMN; this local NRF provides the IP address or the FQDN of expected SMF instance(s) that the hNRF returns, via vNRF, to the AMF in VPLMN, or
· query the NSSF in HPLMN that selects the home PLMN part of the Network Slice instance to serve the UE and determines the appropriate NRF in HPLMN to be used to select the SMF within the selected home PLMN part of the Network Slice instance. Then the hNRF queries, on behalf of the AMF in VPLMN, the appropriate NRF in HPLMN indicated by the NSSF, adding the NSI ID (if provided by the NSSF: it is provided when multiple Network Slice instances are able to serve this specific S-NSSAI) to the S-NSSAI; this local NRF provides the IP address or the FQDN of expected SMF instance(s). Finally the hNRF returns to the AMF in VPLMN, via vNRF, the IP address or the FQDN of expected SMF instance(s) and, in addition, the NSI ID (if provided by the NSSF) associated with the S-NSSAI.
The hNRF may cache for subsequent use the information received by the NSSF in the HPLMN, i.e. the appropriate NRF in HPLMN to be used to select NFs/services for each received S-NSSAI, NSI ID (if available). The NSSF in HPLMN may update the cached information in the hNRF at any time.
*************** End of changes ***************
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