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Abstract of the contribution: This contribution adds PDU Session establishment, modification and release call flows for non-3GPP access in home-routed scenario
Introduction

Currently the call PDU Session flows for non-3GPP access in TS 23.502 only cover non-roaming and roaming with local breakout. The home routed scenario is missing.
Proposal

It is proposed to update TS 23.502 as follows:
**** First Change ****

4.12.5
UE requested PDU Session Establishment via Untrusted non-3GPP Access

This clause specifies how a UE can establish a PDU Session via an untrusted non-3GPP access network. The procedure applies in non-roaming, roaming with LBO as well as in home-routed roaming scenarios. 
For non-roaming and LBO scenarios, if the UE is simultaneously registered to a 3GPP access in a PLMN different from the PLMN of the N3IWF, the functional entities in the following procedures are located in the PLMN of the N3IWF. For home-routed roaming scenarios, the AMF, vSMF and associated UPF in VPLMN in the following procedure is located in the PLMN of the N3IWF.
The procedure below is based on the PDU Session establishment procedure specified in clause 4.3.2.2.1 (for non-roaming and roaming with LBO) and the PDU Session establishment procedure specified in clause 4.3.2.2.2 (for home-routed roaming).
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Figure 4.12.5-1: PDU Session establishment via untrusted non-3GPP access

1.
The UE shall send a PDU Session Establishment Request message to AMF as specified in step 1 of clause 4.3.2.2.1. This message shall be sent to N3IWF via the IPsec SA for NAS signalling (established as specified in clause 4.12.2) and the N3IWF shall transparently forward it to AMF in the 5GC.

2a.
In case of non-roaming or roaming with Local Breakout, steps 2-10 specified in clause 4.3.2.2.1 are executed according to the PDU Session establishment procedure over 3GPP access. In case of home-routed roaming, steps 2-14 specified in clause 4.3.2.2.2 are executed according to the PDU Session establishment procedure over 3GPP access.
2b.
As described in step 11 of clause 4.3.2.2.1, the AMF shall send a N2 PDU Session Request message to N3IWF to establish the access resources for this PDU Session.

3.
Based on its own policies and configuration, and based on the QoS profiles received in the previous step, the N3IWF shall determine the number of IPsec child SAs to establish and the QoS profiles associated with each IPsec child SA. For example, the N3IWF may decide to establish one IPsec child SA and associate all QoS profiles with this IPsec child SA. In this case, all QoS flows of the PDU Session would be transferred over one IPsec child SA.

4a.
The N3IWF shall send to UE an IKE Create_Child_SA request according to the IKEv2 specification in RFC 7296 [3] to establish the first IPsec child SA for the PDU Session. This request shall include a 3GPP-specific Notify payload which contains (a) the QoS Profile(s) associated with the child SA and (b) the identity of the PDU Session associated with this child SA and (c) optionally a DSCP value associated with the child SA. If a DSCP value is included, then the UE and the N3IWF shall mark all IP packets sent over this child SA with this DSCP value. The IKE Create_Child_SA request also contains other information (according to RFC 7296 [3]) such as the SA payload, the Traffic Selectors (TS) for the N3IWF and the UE, etc. The IKE Create_Child_SA request indicates that the requested IPsec child SA shall operate in transport mode.
4b.
If the UE accepts the new IPsec child SA, the UE shall send an IKE Create_Child_SA response according to the IKEv2 specification in RFC 7296 [3]. During the IPsec child SA establishment the UE shall not be assigned an IP address.

4c-4d.
If in step 3 the N3IWF determined to establish multiple IPsec child SAs for the PDU Session, then additional IPsec child SAs shall be established, each one associated with one or more QoS profiles.

5.
After all IPsec child SAs are established, the N3IWF shall forward to UE via the IPsec SA for NAS signalling the PDU Session Establishment Accept message received in step 2b.

6.
The N3IWF shall send to AMF an N2 PDU Session Request Ack.

7.
In case of non-roaming or roaming with Local Breakout, all steps specified in clause 4.3.2.2.1 after step 13 are executed according to the PDU Session establishment procedure over 3GPP access. In case of home-routed roaming, all steps specified in clause 4.3.2.2.2 after step 17 are executed according to the PDU Session establishment procedure over 3GPP access.
8.
On the user-plane:

-
When the UE has to transmit an UL PDU, the UE shall determine the QoS profile associated with the UL PDU (by using the QoS rules of the PDU Session), it shall encapsulate the UL PDU inside a GRE packet and shall forward the GRE packet to N3IWF via the IPsec child SA associated with this QoS profile. The header of the GRE packet carries the QoS profile associated with the UL PDU.

-
When the N3IWF receives a DL PDU via N3, the N3IWF uses the QoS marking and the identity of the PDU Session in order to determine the IPsec child SA to use for sending the DL PDU over NWu. The N3IWK encapsulates the DL PDU inside a GRE packet and copies the QoS marking in the header of the GRE packet. The N3IWF may include also in the GRE header a Reflective QoS Indicator (RQI), which shall be used by the UE to enable reflective QoS.

**** 2nd Change ****

4.12.6
UE or network requested PDU Session modification via Untrusted non-3GPP access

The UE or network requested PDU Session modification procedure via untrusted non-3GPP access is depicted in figure 4.12.6-1. The procedure applies in non-roaming, roaming with LBO as well as in home-routed roaming scenarios. 

For non-roaming and LBO scenarios, the functional entities in the following procedures are located in the PLMN of the N3IWF.

The procedure below is based on the PDU Session Modification procedure specified in clause 4.3.3.2 (for non-roaming and roaming with LBO) and on the PDU Session Modification procedure specified in clause 4.3.3.3 (for home-routed roaming).
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Figure 4.12.6-1: UE or network requested PDU Session modification via untrusted non-3GPP access 
1.
If the PDU Session modification procedure is initiated by the UE, the UE shall send a PDU Session modification request (PDU Session ID) message which shall be sent to N3IWF via the established IPSec SA for NAS signalling. The N3IWF shall transparently forward the PDU Session modification request to AMF/SMF.

2.
In case of non-roaming or LBO, the steps 1a (from AMF) 
to 1e and steps 2-3 as per the PDU Session Modification procedure in clause 4.3.3.2 are executed. Step 1e in clause 4.3.3.2 is not applicable to untrusted non-3GPP access. 

In case of home-routed, the steps 1a (from AMF) 
to 1e and steps 2-3 as per the PDU Session Modification procedure in clause 4.3.3.3 are executed. Step 1e in clause 4.3.3.3 is not applicable to untrusted non-3GPP access. 







3.
The AMF sends N2 PDU Session Request (N2 SM information received from SMF, NAS message) message to theN3IWF.
4.
The N3IWF may modify the necessary QoS profiles related to the PDU Session and may issue IKEv2 signalling exchange with the UE that is related with the information received from SMF according to the IKEv2 specification in RFC 7296 [3]. For example,N3IWF may send an INFOMATIONAL Request for deleting the related child SA or the N3IWF may send an IKE_CREATE_CHILD_SA request to create a new child SA.
5.
The N3IWF acknowledges N2 PDU Session Request by sending a N2 PDU Session Response  Message to the AMF to acknowledge the success or failure of the request.
6. 
The N3IWF sends the PDU Session Modification Command to UE (if received in step 3) and receives the response message from UE.
7.
The N3IWF forwards the NAS message to the AMF 

8.
For non-roaming and roaming with LBO, all steps after step 6 in clause 4.3.3.2 are executed according to the general PDU Session modification procedure. For home-routed roaming, all steps after step 7 in clause 4.3.3.3 are executed according to the general PDU Session modification procedure.
**** 3rd Change ****

4.12.7
UE requested PDU Session release via Untrusted non-3GPP access
This clause specifies how a UE can release a PDU Session via an untrusted non-3GPP access network. The procedure applies in non-roaming, roaming with LBO as well as in home-routed roaming scenarios. 

For non-roaming and LBO scenarios, if the UE is simultaneously registered to a 3GPP access in a PLMN different from the PLMN of the N3IWF, the functional entities in the following procedures are located in the PLMN of the N3IWF. For home-routed roaming scenarios, the AMF, vSMF and associated UPF in VPLMN in the following procedure is located in the PLMN of the N3IWF.

Editor's note:
It is FFS when the non-3gpp access is not available the PDU Session Release procedure may be performed via 3gpp access as described in clause 4.3.4.
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Figure 4.12.7-1: UE requested PDU Session release via Untrusted non-3GPP access
1.
One or more PDU Sessions are already established for the UE using the procedure described in clause 4.12.2.
2.
The UE sends a PDU Session Release Request message to the SMF via the N3IWF as defined in clause 4.3.4.
3.
For non-roaming and roaming with LBO, the steps 1a (from AMF) to 4 according to the PDU Session Release procedure defined in clause 4.3.4.2 are executed. For home-routed roaming, the steps 1a (from AMF) to step 7 according to the PDU Session Release procedure defined in clause 4.3.4.3 are executed.

4. The N3IWF delivers the NAS message (PDU Session Release Command) to the UE.

5. The UE sends a NAS message (PDU Session Release Ack) to the N3IWF.

6.
Upon receiving AN session release request message from the AMF, the N3IWF triggers the release of the corresponding Child SA by sending INFORMATIONAL EXCHANGE (Delete Payload) to the UE. Delete payload is included in the message listing the SPIs of the Child SAs to be deleted to this PDU Session as described in RFC 7296 [3].

7.
The UE responds with INFORMATIONAL EXCHANGE (Delete Payload) message. Delete payload is included for the paired SAs going in the other direction as described in RFC 7296 [3].
8.
For non-roaming and roaming with LBO, all steps after step 5 in the PDU Session Release procedure defined in clause 4.3.4.2 are executed. In case of home-routed roaming, all steps after step 8 in the PDU Session Release procedure defined in clause 4.3.4.3 are executed.  


Editor's note:
The details of the NAS messages (i.e. PDU Session Release Request and PDU Session Release Response) including message name and parameters, are FFS and should be align with PDU Session Release procedure via 3GPP access.
**** End of Changes ****

�There are multiple arrows for step 1a, and we are referring to the one from AMF. May need to renumber the steps in 4.3.3.2 to make it more clear?


�Multiple steps 1a in 4.3.3.3, we are referring to the one from AMF
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3. Non-roaming and LBO: PDU Session Release as per Figure 4.3.4-1, Steps 1a to 4



    �       Home-routed: PDU Session Release as per Figure 4.3.4.3-1, steps 1a to 7







5. PDU Session Release Ack











8. Non-roaming and LBO: PDU Session Release as per Figure 4.3.4.2-1, all steps after step 5



Home-routed: PDU Session Release as per Figure 4.3.4.3-1, all steps after step 8
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2. Non-roaming and LBO: UE or network requested PDU session Figure 4.3.3.2-1 steps from 1a to 1e and steps 2-3. Steps 1e not applicable.



Home-routed: UE or network requested PDU session Figure 4.3.3.3-1 steps from 1a to 1d and steps 2-3. Steps 1e not applicable.
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8. Non-roaming and LBO: UE or network requested PDU session Figure 4.3.3.2-1, all steps after step 6



Home-routed: UE or network requested PDU session Figure 4.3.3.3-1, all steps after step 7
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3. PDU Session Release as per Figure 4.3.4-1, Step X to Y







6. PDU Session Release as per Figure 4.3.4-1, Step Z to K
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