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Abstract of the contribution: This P-CR proposes to update “Permanent ID” and “UE Permanent ID” into “SUPI” in TS 23.502
1.	Discussion
With the following definition of TS 23.501, 
SUPI	Subscription Permanent Identifier
We propose to change “Permanent ID” and “UE Permanent ID” into “SUPI” in TS 23.502
.
2.	Proposal
The following changes are proposed to TS 23.502.

**** Start of 1st Change ****
[bookmark: _Toc492713812]4.2.5.3	UE Activity Notification procedure
The UE Activity Notification procedure is illustrated in figure 4.2.5.3-1.


Figure 4.2.5.3-1: UE Activity Procedure
1)	The AMF receives an indication regarding UE reachability, e.g. a Registration Request or Service Request message from the UE, or a UE Reachability Indication from the RAN.
2)	If the AMF contains an MM context of the UE and if URRP-AMF for that UE is configured to report once that the UE is reachable, the AMF shall initiate Namf_EventExposure_Notify service operation (Permanent IDSUPI, UE-Reachable) message to the UDM and clears the corresponding URRP-AMF for that UE. 
3)	When the UDM receives the Namf_EventExposure_Notify service operation (Permanent IDSUPI, UE-Reachable) message or Nudm_UEContextManagement_Registration service for a UE that has URRP-AMF set, it triggers appropriate notifications to the NFs (e.g. SMSF or SMS-GMSC) that have subscribed to the UDM for this notification and clears the URRP-AMF for that UE.


**** Start of 2nd Change ****
[bookmark: _Toc492713857]4.5.2	Purge of subscriber data from AMF
An AMF may, as an implementation option, purge the subscriber data and MM context of a UE after the implicit or explicit de-registration of the UE. In this case, the AMF shall notify the UDM by the means of following "Purge of subscriber data from AMF" procedure.


Figure 4.5.2-1: Purge of Subscriber Data from AMF
1.	After purging the subscriber data and MM context of a de-registered UE, the AMF sends a Nudm_UE context management_Deregistration request (UE permanent IDSUPI, NF ID, Access type) message to the UDM.
2.	The UDM sets the UE Purged flag associated with the access type and acknowledges with a Nudm_UE context management_Deregistration Ack message.


**** Start of 3rd Change ****
[bookmark: _Toc492713933]4.16.2.2	UE Context Modification for UE Policy and Access Network Selection Policy
This procedure is applicable to UE context modification due to change of access network selection policy.


Figure 4.16.2.2-1: UE Context Modification-UE policy and access network selection policy
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the roaming case, it is the H-PCF to make a final policy decision, and provide the policy to the AMF via V-PCF.
[bookmark: _Hlk490646509]1a.	Optionally, the UDR detects that the policy subscription profile of a UE has been changed.
1b.	Optionally, the PCF (if subscribed to) receives the Namf_EventExposure_Notify service operation that triggers the change of access and mobility control policy.
2a.	The UDR notifies the PCF of the updated subscriber profile via Nudr_User_Data_Management_Notify service operation service operation including UE permanent ID (SUPI). This is applicable to case 1a.
3.	The PCF makes the policy decision.
4.	The PCF sends the Npcf_AMPolicyControl_UpdateNotify service operation(AMC Rules, UE Policy) to the AMF.
	The AMF sends Acknowledgement to the PCF.
5.	The AMF deploys the access and mobility control policy, which includes provisioning of the UE Policy to the UE and provisioning the RFSP index to the RAN

[bookmark: _Toc492714013]** Start of 4th Change ****
5.2.6.1	The procedure of " Application Triggering" Service
Service description: The AS requests the network to send a Application trigger to the UE.
Input: External Identifier or MSISDN, Requester Identifier, validity period, Application Port ID and Trigger Payload.
Output: the result of the delivery of the application trigger.
Service procedure:


Figure 5.2.6.1-1: Application Trigger service
1.	The NEF (Network Exposure Function) receives an ApplicationTrigger Request (External Identifier or MSISDN, requester Identifier, validity period, Application Port ID and trigger payload ) message. The Application Port ID is to identify the receiving application within the UE. The validity period indicates for how long the trigger message is valid. If the trigger message does not reach the UE first time, the trigger message may still be send again if it is still valid. The trigger payload contains the information destined for the application on the UE.
	The NEF checks whether the Application is authorised to send the Application Trigger based on the requester Identifier. The NEF also check whether the requester has exceeded its quota or rate of trigger submission.
2.	The NEF invokes the "Get Subscriber Serving NF(External Identifier or MSISDN, NF type)" service provided by the UDM to determine the NF which serves the UE and also get the SUPI of the UE.
3.	The NEF sends the Application Trigger Request (UE permanent IDSUPI, NAS Container) to the AMF. The NAS container includes the Application Port ID and trigger payload received in step 1.
4.	The AMF send the Application Trigger Request (NAS container) to the UE. If the UE is not connected, the AMF pages the UE. When the UE receives the NAS container, the Application Port ID identifies which application(s) is to be notified and the payload is sent to the application.
	The corresponding response message is send back to the AMF to confirm the receiving the request message.
5.	The NEF receive the Application Trigger Response from the AMF.
Editor's note:	It is FFS whether the interaction between AMF and NEF at the step 3, 5 can be service based.
6.	The NEF sends the Application Trigger Response to the Application Server.

**** End of Changes ****
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