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Abstract of the contribution: This contribution proposes to clarify the description of PCC framework requirements. 
1.   Background
There is an EN:” How the PCC framework applies to PDU sessions other than IPv4 or IPv6 type is FFS”. The PDU sessions other than IPv4 and IPv6 type contain Ethernet type and unstructured type.

According to the TS 23.501 after the SA2#122bis meeting:

1. The QFI is carried in an encapsulation header on N3 (and N9) i.e. without any changes to the e2e packet header. It can be applied to PDUs with different types of payload, i.e. IP packets, unstructured PDUs and Ethernet frames. The QFI shall be unique within a PDU session.
2. For Ethernet PDU session type, the Packet Filter Set shall support packet filtering based on at least any combination of:

-
Source/destination MAC address 

-
Ethertype as defined in IEEE 802.3 [yy]

-
Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) VID fields as defined in IEEE 802.1Q 

-
Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) PCP/DEI fields as defined in IEEE 802.1Q

-
IP Packet Filter Set, in case Ethertype indicates IPv4/IPv6 payload   

NOTE 1:
The MAC address may be specified as address ranges.

NOTE 2:
A value left unspecified in a filter matches any value of the corresponding information in a packet.

3. The QoS control for Unstructured PDUs is performed at the PDU session level and in this release of the specification there is only support for maximum of one 5G QoS Flow per PDU session of Type Unstructured. When a PDU session is set up for transferring unstructured PDUs, SMF provides the QFI which will be applied to any packet of the PDU session to the UPF and UE.

According to 1, 2 and 3, we can delete the EN. 

By the way, the UDR is defined as Unified Data Repository, not User Data Repository.
2
Proposal

The following changes are proposed to TS 23.501.
******************* Start of Change # 1 ************************

A.1
High level architectural requirements

The policy framework shall provide the relevant parts of the PCC framework as specified in TS 23.203 [4], including:

a.
Policy Control Function (PCF) shall support interfaces to the Policy and Charging Enforcement Function (PCEF), Network Exposure Function (NEF), the Application Function (AF), and the Online Charging System (OCS).

b.
The PCF shall be able to evaluate operator policies that are triggered by events received from the SMF, NEF, the AF, and the OCS.

c.
The PCF shall provide Rules for application and service data flow detection, gating, QoS and flow based charging to the SMF.
d.
The Policy Framework shall be able to manage the Packet Filter Descriptions (PFDs) in the SMF by the 3rd party AS via the NEF.

e.
The Policy Framework shall support to negotiate the background data transfer policy with the 3rd party AS via the NEF.
f.
The PCF shall implement a Front End to access subscription information relevant for policy decisions in a Unified Data Repository (UDR) including dynamic profile updates pushed by the UDR.

g.
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point,

h.
The PCF shall be able to take input from Network Data Analytics (NWDA) into consideration for policies on assignment of network resources and for traffic steering policies.

NOTE 1:
The existing PCC framework is applicable to PDU sessions of IPv4 or IPv6 type only. In 5GC, the term IP‑CAN bearer and IP-CAN session, as are defined in TS 23.203 [4], are only applied to the functionalities and interfaces for legacy interworking, and the policy control enforcement on the PDU session includes the policy control of both IP type and non-IP type traffic.

Additionally, the policy framework shall provide following functionality for the access and mobility enforcement:

a.
Policy Control Function (PCF) shall support interactions with the access and mobility policy enforcement in the AMF, through service-based interfaces.

b.
The PCF shall be able to provide Access and Mobility Management related policies to the AMF.

c.
The PCF shall be able to evaluate operator policies that are triggered by events received from the AMF.

******************* End of Change # 1 *************************
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