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1. Introduction
This paper analyses the role of default S-NSSAIs in the system after a controversial discussion took place at SA2#122 and a related Editor’s note was generated.
2. Discussion

The role of the default S-NSSAIs in the UE subscription data was up to SA2#122 to allow the operator to have at least a basic set of slices a UE would register with based on its contract and subscription with the operator. It was, in other words, a set of one or more Slices the UE is expected to be using based on the services the UE is required to be able to enjoy use as part of the contract with the operator. 
As part of these, conceivably some default DNNs may also be configured, i.e. DNNs that the UE would be assigned in the event it was not request a specific DNN inside these default slices. An editor’s notes was also already there to cover this aspect of the discussion which was still unresolved
Editor's note:
The following is FFS:
-
The UE subscription data may contain a default DNN value for a given S-NSSAI.
At SA2#122 the role was partly changed in that this default set of slices was assigned as Allowed S-NSSAI in the Registration Accept only if no Requested NSSAI was present in the Registration Request message. However, it was felt the discussion was not settled and an editor’s note was put in to remind ourselves we ought to come back to this topic.

“Editor's note: Whether the network includes the default S-NSSAI(s) from the Subscribed S-NSSAIs for determining the Allowed NSSAI also when the UE sends the Requested NSSAI is FFS.”

So at this stage we need to conclude on a set of topics:

1) Is the default S-NSSAI set a set of slices the UE shall be always registered with (e.g. like a “compulsory set of slices”) or a set provided to UEs that are not providing any Requested NSSAI?

2) If a UE provides a requested NSSAI that is not valid, shall the network then proceed to assign the UE the default set of Slices? In other words is the UE considered as having provided no Requested NSSAI, in essence?
3) If a UE is assigned to a default set of slices (and the UE can detect this by comparing the Requested and allowed NSSAI, in that the allowed NSSAI contains S-NSSAIs the UE had not requested), is the UE allowed to abandon any of the Default S-NSSAIs related slices. In other words can the UE based on local application set active decide some of the default S-NSSAIs are no longer needed. Note this question is somewhat related to the fist point decision and may also help in understanding whether we consider the Default S-NSSAIs a compulsory set or not.

4) Linked to the first bullet: should 3GPP we remain silent on whether the default S-NSSAIs is a compulsory set and allow operators apply their policies (as ultimately the decision on allowed S-NSSAI is an operator choice). This seems a valid way forward in non-roaming case but for roaming this would require agreements to be in place between operators 

We propose the following way forward for Rel-15:
1) The Default S-NSSAIs are considered slices that a UE is registered with when the UE does not provide any valid S-NSSAI in the Requested NSSAI. 

2) The UE can leave any of the default slices as long as it is registered with a valid S-NSSAI-related slice.

3) Operators could use the default set of S-NSSAIs as compulsory set of slices but 3GPP does not support this explicitly.

The Aspect of Default DNN possible topics for discussion are:

1) Do we want to allow more than one default DNN per slice or in non-slicing scenario, per PLMN. A possible use case could be a default slice for both Internet access and IMS APN, for instance. However, this poses some issue in that this has impact on SM procedures whereby a single SM PDU establishment request would spawn the creation of two PDU sessions. So for rel-15 we propose that we remain with the same model as EPS where a single Default DNN was allowed per PLMN, and we transpose this to a single DNN per slice. 

2) Furthermore, some Slices may have no default DNN and have no SMF so there is no obligation for an operator to provision a default DNN for every Slice. 

3) A default DNN can be provisioned also outside any slice in network that do not support slicing.

4) Would a UE requesting an invalid DNN be assigned to a default DNN?

For the topic of default DNN, we propose that for Rel-15 a slice may be associated to a single default DNN. Whether in rel-16 more than one default DNN ought to be allowed, is FFS. For the topic in bullet 4, we ought to align the behaviour to the decision we take for slicing. So we propose that if a UE provides an invalid DNN but it subscribes to a default DNN (for the PLMN or for the slice), the Network assigns the UE to the default DNN for the Slice.
3. Conclusion
It is proposed that the following text change is approved for TS 23.501. 
--------------------------------------- START of CHANGES-------------------------------
5.6.1
Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN.. The PDU Connectivity Service is supported via PDU sessions that are established upon request from the UE.
Editor's note:
It is FFS whether "DNN" or "APN" is to be used.

Subscription Information may include multiple DNNs and may contain a Default DNN. The UE is assigned to a default DNN if it does not provide a valid DNN in a PDU Session Establishment Request sent to the network.

Each PDU session supports a single PDU session type i.e. supports the exchange of a single type of PDU requested by the UE at the establishment of the PDU session. The following PDU session types are defined: IPv4, IPv6, Ethernet, Unstructured.

NOTE 1:
In this release the 5GC does not support dual stack PDU Session (PDU Session type IPv4v6): The 5GC supports dual Stack UEs by using separate PDU sessions for IPv4 and IPv6.

PDU sessions are established (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger a specific application in the UE. When receiving that trigger message, the UE shall pass it to the identified application in the UE. The identified application in the UE may establish a PDU Session to a specific DNN, see clause 4.4.X.

The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose, it retrieves SMF level subscription data from the UDM. Such data may indicate per DNN:

-
The allowed PDU session Type.

-
Whether in case of Home Routed the VPLMN is allowed to insert an UL CL or a Branching Point for a PDU session towards this DNN.

In addition, the SMF uses information from the AMF to determine how to handle the requests from the UE:

-
for a LADN, the SMF uses the information from the AMF to determine whether the UE is within the area of availability of the LADN.

This information is provided to the SMF in VPLMN by the SMF in HPLMN.

-
The allowed SSC modes.

Editor's note:
The exact list of subscription data mentioned above will be refined. This will take into account the output of other key issues (slicing, QoS, etc.).

Editor's note:
It is FFS whether SMF level subscription data is defined per slice.

An UE that is registered over multiple accesses chooses over which access to establish a PDU session.

Editor's note:
The choice of the access to use for a PDU session is based at least on network policy, service requirements and user subscription. The definition of policy for selecting the access to route the PDU Sessions (e.g. service requirements, user subscription, etc.) and how it is used are FFS.
NOTE 2:
In this release, at a given time, a PDU session is routed over only a single access network.

An UE may request to move a PDU session between 3GPP and Non 3GPP accesses. The decision to move PDU sessions between 3GPP access and Non 3GPP access is made on a per PDU session basis, i.e. the UE may, at a given time, have some PDU sessions using 3GPP access while other PDU sessions are using Non 3GPP access.

In a PDU session establishment request sent to the network, the UE shall provide a PDU Session Id as defined in clause 5.3.2. The UE may also provide:
-
A PDU session Type.

-
Slicing information.

Editor's note:
Slicing related information is to be further clarified. An S-NSSAI information is meant.

-
The DNN (Data Network Name).

-
The SSC mode (Service and Session Continuity mode defined in clause 5.6.9.2).

Editor's note:
It is FFS Whether the UE may also provide and information indicating its willingness to move a PDU session between 3GPP and Non 3GPP access.

Table 5.6.1-1: Attributes of a PDU session

	PDU session attribute
	May be modified later during the lifetime of the PDU session
	Notes

	Slicing information
	No
	(Note 1)(Note 2)



	DNN (Data Network Name)
	No
	(Note 1)(Note 2)

	PDU session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 1)

The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

	PDU session Id
	No
	

	NOTE 1:
If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) may correspond to different default SSC modes and different default PDU session Types

NOTE 2:
Slicing information and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 5.2.


An UE may establish multiple PDU sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.

An UE may establish multiple PDU sessions to the same Data Network and served by different UPF terminating N6.

A UE with multiple established PDU sessions may be served by different SMF.
The user plane paths of different PDU Sessions (to the same or to different DNN) belonging to the same UE may be completely disjoint between the AN and the UPF interfacing with the DN.
NOTE 3:
User Plane resources for PDU sessions of a UE, except for regulatory prioritized service like Emergency Services and MPS, can be deactivated by the network decision when a UE moves into a Non-allowed area from an Allowed area.

NOTE 4:
The handling if the UE goes out of the SMF service area is not specified in this release.

5.15.3
Subscription aspects
Subscription information may contain multiple S-NSSAIs. One or more of the Subscribed S-NSSAIs can be marked as default S-NSSAI. At most eight S-NSSAIs can be marked as default S-NSSAI. However, the UE may subscribe to more than eight S-NSSAIs. If an S-NSSAI is marked as default, then the network is expected to serve the UE with the related Network Slice  when the UE does not send any valid S-NSSAI to the network in a Registration Request message.




Subscription Information for each S-NSSAI may contain multiple DNNs and one default DNN. 
The NSSAI the UE provides in the Registration Request is verified against the user's subscription data.

--------------------------------------- END of CHANGES-------------------------------
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