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Discussion
During review of clause 5.15.5.2.1 Registration to a Set of Network Slices the following issues were found:

· The granularity of area for which S-NSSAIs might be permanently rejected is per PLMN so this is clarified in several places
· The terminology of “current PLMN” could be more precisely be “serving PLMN”

· A number of editorials

· Set -> set in title of clause 5.15.5.2.1

· Unnecessary dashes in some instances of Configured and Allowed NSSAI uses

· Capitalisation of registration area occurrences

Proposal
*** start of changes ***
5.15.4
UE NSSAI configuration and NSSAI storage aspects

A UE can be configured by the HPLMN with a Configured NSSAI per PLMN. A Configured NSSAI can be PLMN-specific and the HPLMN indicates to what PLMN(s) each Configured NSSAI applies, including whether the Configured NSSAI applies to all PLMNs, i. e. the Configured NSSAI conveys the same information regardless of the PLMN the UE is accessing (e.g. this could be possible for NSSAIs containing only standardized S-NSSAIs). When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN. Upon successful completion of a UE's Registration procedure, the UE may obtain from the AMF an Allowed NSSAI for this PLMN, which may include one or more S-NSSAIs. These S-NSSAIs are valid for the current Registration Area provided by the serving AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU sessions).

The Allowed NSSAI shall take precedence over the Configured NSSAI for this PLMN. The UE shall use only the S-NSSAI(s) in the Allowed NSSAI corresponding to a Network Slice for the subsequent procedures in the serving PLMN, as described in clause 5.15.5.

For each PLMN, the UE shall store the Configured NSSAI and, if any, the Allowed NSSAI. When the UE receives an Allowed NSSAI for a PLMN, it shall store it and override any previously stored Allowed NSSAI for this PLMN.
One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have non-standardized values, which may not be a part of the UE's NSSAI configuration. In such cases, the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI in the UE. The UE uses this mapping information for its internal operation (e.g., finding an appropriate network slice for UE's services). Specifically, a UE application, which is associated with an S-NSSAI as per NSSP, is further associated with the corresponding S-NSSAI from the Allowed NSSAI.
5.15.5
Detailed Operation Overview

5.15.5.1
General

The establishment of User Plane connectivity to a Data Network via a Network Slice instance(s) comprises two steps:

-
performing a RM procedure to select an AMF that supports the required Network Slices.
-
establishing one or more PDU session to the required Data network via the Network Slice Instance(s).
5.15.5.2
Selection of a Serving AMF supporting the Network Slices

5.15.5.2.1
Registration to a set of Network Slices

When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the Temporary User ID if one was assigned to the UE.

The Requested NSSAI may be either:

-
the Configured NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the serving PLMN; or

-
the Allowed NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the serving PLMN; or

-
the Allowed NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected (as defined below) by the network.
The subset of Configured NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously permanently rejected (as defined below) by the network, or was not previously added by the UE in a Requested NSSAI.

The subset of Allowed NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the last Allowed NSSAI for this PLMN.

The UE may provide in the Requested NSSAI an S-NSSAI from the Configured NSSAI that the UE previously provided to the serving PLMN in the present Registration Area if the S-NSSAI was not previously permanently rejected (as defined below) by the network.

The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.

Editor's note:
Whether NSSAI in RRC and NAS are exactly the same, is to be determined.

When a UE registers with a PLMN, if for this PLMN the UE has no Configured NSSAI or Allowed NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. The UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. When receiving from the UE a Requested NSSAI and a 5G-S-TMSI in RRC, if the RAN can reach an AMF corresponding to the 5G-S-TMSI, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.

When the AMF selected by the AN receives the UE Initial Registration request:

-
As part of the registration procedure described in 3GPP TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.
-
The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs.
-
When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration criteria in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

Editor's note:
Whether to define the configuration criteria, and if so, which criteria, is FFS.
-
When the UE context in the AMF already includes an Allowed NSSAI, based on configuration criteria for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

Editor's note:
Whether to define the configuration criteria, and if so, which criteria, is FFS.
(A) Depending on fulfilling the configuration criteria as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:

-
AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs, or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in case no Requested NSSAI was provided (see clause 5.15.3).
-
If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if no Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling).
-
If this is not the case, the AMF queries the NSSF (see (B) below).
(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:

-
The AMF queries the NSSF, with Requested NSSAI, the Subscribed S-NSSAIs, location information, and possibly access technology being used by the UE.-
Based on this information, local configuration, and other locally available information including RAN capabilities in the Registration Area, the NSSF does the following:

Editor's note:
Whether more information can be sent to the NSSF is FFS.
-
It selects the set of network slice instances to serve the UE.

-
It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.

-
It determines the Allowed NSSAI.

-
Additional processing to determine the Allowed NSSAI in roaming scenarios, as described in clause 5.15.6.

Editor's note:
the roaming scenario for network slice instance selection is FFS.

-
The NSSF returns to the current AMF the Allowed NSSAI and the target AMF Set, or, based on configuration, the list of candidate AMF(s). It may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI which were part of the Requested NSSAI.
Editor's note:
Whether more information is returned by the NSSF (e.g. mapping of S-NSSAI to specific network slice instances) is FFS.

(C) Depending on the available information and based on configuration, the AMF may query the NRF with the target AMF Set. The NRF returns a list of candidate AMFs.
If rerouting to a target serving AMF is necessary, the current AMF reroutes the Registration Request to a target serving AMF as described in clause 5.15.5.2.3.

The serving AMF shall return to the UE the Allowed NSSAI. It may also indicate to the UE for Requested S-NSSAI(s) not included in the Allowed NSSAI, whether the rejection is permanent (e.g. the S-NSSAI is not supported in the PLMN) or temporary (e.g. the S-NSSAI is not currently available in the Registration Area).

Upon successful Registration, the UE is provided with a 5G-S-TMSI by the serving AMF. The UE shall include this 5G-S-TMSI in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.

Editor's note:
Aspects of uniqueness of the 5G-S-TMSI are addressed in the discussion on registration management.

If the UE receives an Allowed NSSAI from the serving AMF, it shall store this new Allowed NSSAI and override any previously stored Allowed NSSAI for this PLMN, as described in clause 5.15.4.

*** End of changes ***
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