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Discussion

1
Introduction

The PCF discovery and selection principle has been agreed in the SA WG2 Meeting #122 (S2-174899).
The solution to provide session binding for N5/Rx and N7 session is reflected in clause A.3.1.14.3 of 3GPP TS 23.501, where a new functionality is defined to hold the binding information (the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU Session), to determine the selected PCF address according to the information carried by the incoming requests from the AF and to proxy or redirect N5/Rx requests targeting an IP address of a UE. 
This paper provides further details for this new functionality.
2
Solution alternatives
The main requirement the new functionality needs to fulfil is that it shall ensure that all service operations of Npcf_SMPolicyControl service and Npcf_PolicyAuthorization service and all Diameter sessions for Rx for a certain PDU session reach the same PCF when multiple and separately addressable PCFs are deployed.

Two possible solution alternatives are under discussion for the new functionality:

·   A stand-alone logical function (the PCF Routing Support Function) deployable in the routing path between the AF and the PCF, and between the SMF and the PCF
· Distributed network functionality in existing NFs (e.g. NEF, PCF)

2.1
The PCF Routing Support Function 

The PCF RSF is a stand-alone network function with proxy/redirect server functionality and some additional functionalities. 
The Proxy/Redirect server functionality is understood in this discussion as the ability to receive requests intended for other services and then act to fulfil, forward, redirect, or reject the requests. The PCF RSF, as a proxy/redirect server, is receiving the service requests intended for PCF (i.e. Npcf_SMPolicyControl/Npcf_PolicyAuthorization) and acting on them (to fetch service operation information that allows to build/fetch binding information), before forwarding, redirecting or rejecting the requests to the appropriate PCF. 

The proxy/redirect server functionality for services using e.g. HTTP-based transport is described in RFC 7230, section 2.3 Intermediaries. How different forms of HTTP intermediaries can optimally deliver the service requests to PCF (forward, redirect) requires further protocol analysis and stage 3 work 
The additional functionalities required by a PCF RSF are:

· The ability to route message to a service based on given field of the service operation request, as the user identity, the DNN, and the UE IP addresses
· The capability to create, update, remove information about the user identity, the DNN, the UE IP address and the selected PCF address for the involved PDU session at PDU session establishment and when an IP address is allocated or released for a PDU session
As a proxy/redirect server functionality, the PCF RSF, when deployed, is on the service request routing path between the AF and the PCF and the SMF and the PCF.  Npcf_PolicyAuthorization_Create operation and Npcf_SMPolicyControl Service Operations need to be delivered through the proxy/redirect server functionality. 
In addition, the PCF RSF implements Diameter Routing Agent functionality to proxy or redirect Diameter Rx requests targeting an IP address of a UE to the corresponding PCF.
With PCF RSF is deployed, the PCF discovery and selection functionality can be done at:

- 
AMF/SMF (using NRF or local configuration). 
When AMF/SMF performs PCF discovery and selection, the PCF RSF intercepts the service requests routed to the PCF selected by AMF/PCF and does not perform any translation/transformation of the routing information of the request.
- 
PCF RSF (using NRF or local configuration). 
In this case, the PCF RSF can play the role of a message forwarding agent that is able to transform the destination of the received service request to the PCF RSF selected PCF. 
The figure below depicts a possible architecture based on the stand-alone new functionality (PCF RSF) solution
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Figure 1 Binding an AF request targeting an IP address to the relevant PCF, stand-alone PCF RSF

The stand-alone PCF RSF solution requires:

· The PCF RSF shall receive information when an IP address is allocated or released for a PDU session. The  PCF RSF obtains this information by acting on the Npcf_SMPolicyControl service operations to fetch the corresponding information. 
· The PCF RSF has information about the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU Session. This information is stored internally in the PCF RSF. Optionally, it can be stored in the UDR, in the Structured Data for Exposure repository.
· The PCF RFS acts on Npcf_PolicyAuthorization to get the information carried in the incoming requests and obtains the corresponding PCF from the stored binding information.
· When the PCF RSF is deployed, the PCF RSF is in the routing path between the SMF and the PCF and between the AF and the PCF.
· Optionally, when the PCF RFS stores the binding in a Structured Data for Exposure repository in UDR, an AF may obtain binding information from UDR via NEF, and send the AF request towards PCF without requiring the support of the PCF RSF.

The PCF RSF is able to proxy or redirect N5/Rx requests targeting an IP address of a UE
2.2 
Distributed Network Functionality in Existing NFs
The distribution of the new network functionality for PCF discovery and Selection in existing NFs could be as follows: 
· Extending NEF functionality to determine the selected PCF address according to the information carried by the incoming requests from the AF targeting an IP address of a UE.
Alternative A:  NEF acting as a proxy/redirect server that allows proxy/redirect N5 requests. The NEF will require the following additional functionality: 
· Ability to route N5/Rx requests based on given field as user identity, the DNN and the UE IP address

· Service Based Interfaces to the UDR (specifically to the Structured Data for Exposure) to obtain the selected PCF address for a certain PDU Session based on the user identity, the DNN, the UE IP address(es) received in the AF request.  

Alternative B:  NEF acting as exposure function is extended to expose to the AF the Service Based Interface offered by UDR (to the Structured Data for Exposure) to obtain the selected PCF address for a certain PDU Session based on the user identity, the DNN, the UE IP address(es) received in the AF request.  

In both alternatives, the NEF needs to extend its functionality to implement a Diameter Routing Agent for Rx Diameter Requests

· Extending the PCF functionality to create, delete, update, remove information about the user identity, the DNN, the UE IP address and the selected PCF address for a certain PDU Session at PDU session establishment and when an IP address is allocated or released for a PDU session
Since the new functionality the PCF Services functionality are expected to evolve independently, the PCF would require additional logic, independent and separated from other PCF services, as the Npcf_SMPolicyControl policy service. 

The new additional functionality in PCF:  
· Receives service requests to Npcf_SMPolicyControl service and fetches relevant information for the binding from the service operation request (e.g. the user identity, the DNN, the UE IP address, PDU session, PCF address) 
· Stores the fetched information (binding information) in the UDR (in the Structured Data for Exposure), making use of the corresponding Service Operation of the Service Based Interface to UDR.

· Guarantees the integrity of the binding data (the consistency and accuracy of binding information along the PDU session) reacting upon any failure situation.
With this solution alternative, the PCF discovery and selection functionality would be usually done at the AMF/SMF (using NRF or local configuration).
The figure below depicts a possible architecture based on distributed functionality in NEF/UDR/PCF. 
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Figure 3 Binding an AF request targeting an IP address to the relevant PCF, distributed functionality
The distributed NEF/UDR/PCF solution requires:

· The Binding Support function in PCF shall receive for a certain PDU Session information about the user identity, the DNN, the UE IP address(es) and the selected PCF address. The Binding Support function in PCF shall also receive information when an IP address is allocated or released for a PDU session. The Binding Support function in PCF obtains this information by acting on the Npcf_SMPolicyControl service operations information and stores it in UDR (SDFE) using the corresponding Nudr service operations. 
· The UDR, in the Structured Data for Exposure repository, stores information about the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU Session.
· The NEF determines the selected PCF address according to the information carried by the incoming AF requests. There are two possible alternatives:
· For AF(A), the NEF acts on Npcf_PolicyAuthorization to get the information carried in the incoming requests to query UDR(SDEF) and obtain the corresponding PCF.
· For AF(B), the NEF exposes the Nudr service operation to the AF, that uses it to get the selected PCF targeting an IP address
· The NEF is able to proxy or redirect N5/Rx requests targeting an IP address of a UE.
The Binding Support function is optional in PCF.

2.3
Evaluation
The table below shows a comparison of the two solution alternatives 
	Functionality
	Stand-alone solution
	Distributed solution

	
	PCF RSF
	NEF
	PCF

	Proxy Server Functionality for Npcf_PolicyAuthorization_Create
	Required 
	Available in NEF. 
(Note 1)
	NA

	Proxy Server Functionality for Npcf_SMPolicyControl Service Operations
	Required 
	NA
	Optional (Note 2)

	Diameter Routing Agent for Rx requests
	Required
	Required
	NA

	Extension of Proxy Server Functionality:
Routing N5/Rx request based on SUPI, DNN, IP addresses
	Required
	Required (Note 3)
	NA

	Capability to create/remove/update binding information @ PDU session establishment and IP address allocation/release for a PDU session
	Required
	NA
	Required

	Capability to read binding information from UDR (Structured Data for Exposure)
	Optional
	Required
	NA


	Capability to create/remove/update binding information in UDR (Structured Data for Exposure)
	Optional
	NA
	Required

	PCF discovery & Selection
	Optional
	NA
	NA

	Note 1: Needed for Npcf_PolicyAuthorization_Create

	Note 2: Message forwarding functionality may be needed when PCF is configured for PCF Discovery and Selection 

	Note 3:  Required for Alternative A (NEF behaving as proxy server for AF requests)


PCF RSF weakness resides on the proxy/redirect server functionality required to route Npcf_SMPolicyControl Service Operations, which may introduce an additional hop in service requests. 

On the other hand, the distributed solution NEF/UDR/PCF requires the storage of binding information in UDR (Structured Data for Exposure), which introduces an additional service interface to invoke for Npcf_PolicyAuthorization_Create and Npcf_SMpolicyControl affected service operations, representing then an equivalent weakness (one more hop due to one more participant).
Additionally, the distributed solution NEF/UDR/PCF requires the participation of services for accessing to UDR, Structured Data for Exposure, in addition to the Service Operations for Policy Control. 

From the rest of network functionality point of view, both solution alternatives present similar behaviour.  
3
Conclusion
Since both solution alternatives present similar behaviour, this contribution proposes to detail chapter A.3.1.14.3 with PCF RSF solution, which combines service routing and storage of binding information and still allows for the exposure of binding information. This enables to implement the stand-alone solution or a distributed one (e.g. binding information retrieval can be placed in NEF), keeping the client applications and PCF unmodified. 
Note that in this contribution it is being shown how the Policy Annex is modified. Changes, when agreed, will be moved to the main body of 3GPP TS 23.501 and 3GPP TS 23.203.

2
Proposal

This contribution proposes to update chapter A.3.1.14.3 to detail the solution to solve the binding of an AF request targeting an IP address to the relevant PCF by describing the PCF Routing Support Function 

In addition, the contribution also proposes that the chapter A.3.1.14.3 is updated to include that the PCF Routing Support Function can perform PCF Discovery and selection

The following updates are proposed to TS 23.501.
* * * First Change * * *
A.3.1.14.2
PCF selection for a UE or PDU session

The AMF needs to select the PCF for a UE, the SMF needs to select the PCF for a PDU session. The selected PCF may be the same or may be a different one, following one of the alternatives below: 
-
The AMF utilizes the Network Repository Function to discover the PCF instance(s) for a UE unless PCF information is available by other means, e.g. locally configured on AMF based on operator policies.

-
The SMF utilizes the Network Repository Function to discover the PCF instance(s) for a PDU session unless PCF information is available by other means, e.g. locally configured on SMF or received from the AMF. The following factors may be considered during the PCF selection by the SMF:
-
Local operator policies.

-
Selected Data Network Name (DNN).

-
PCF selected by the AMF. This is to select the same PCF for AMF and SMF.
As an alternative to PCF selection by the SMF listed above, the SMF may utilize the PCF Binding Support Function (PCF BSF) to route Npcf_SMPolicyControl service operations to the PCF. In this alternative, the SMF routes the Npcf_SMPolicyControl service operations to the PCF BSF. 

The PCF BSF utilizes the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured based on operator policies that may use the DNN. The PCF BSF is used for binding an AF request to the relevant PCF as described in A.3.1.14.3.
A.3.1.14.3
Binding an AF request targeting an IP address to the relevant PCF
When multiple and separately addressable PCFs have been deployed, a network functionality is required in order to ensure that an AF for a certain PDU session reaches over N5/Rx the PCF holding the PDU session information. This network functionality has the following characteristics:

-
It has information about the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU Session. It shall receive information when an IP address is allocated or released for a PDU session.
-
The functionality determines the selected PCF address according to the information carried by the incoming requests from the AF.

-
This functionality is able to proxy or redirect N5/Rx requests targeting an IP address of a UE.

Editor's note:
Additional information needed by the network functionality, e.g. for network slicing, is FFS.

This network functionality can be combined in a single logical function, the PCF Binding Support Function (PCF BSF) or can be split and distributed in several network functions. 
A.3.1.14.3.1 The PCF Binding Support Function (PCF BSF)

The PCF BSF solution has the following characteristics:

· The PCF BSF has information about the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU Session. This information is stored internally in the PCF BSF. Optionally, the PCF BSF can store the binding information in the UDR, in the Structured Data for Exposure repository.
· For storage binding information, the PCF BSF shall receive Npcf_SMPolicyControl service operations when an UE IP address is allocated or released for a PDU session. The PCF BSF obtains the new binding information by acting on the Npcf_SMPolicyControl service operation.
· For retrieval binding information, the PCF BSF determines the selected PCF address according to the information carried by the incoming requests. 
· The PCF BFS acts on Npcf_PolicyAuthorization to get the information carried in the incoming requests and obtains the corresponding PCF information from the stored binding information.
· when the PCF BFS stores the binding in a Structured Data for Exposure repository in UDR, an AF may obtain binding information from UDR via NEF, and send the AF request towards PCF without requiring the support of the PCF BSF.
· The PCF BSF is able to proxy or redirect N5/Rx requests targeting an IP address of a UE.
* * * End of changes* * * *
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