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Abstract of the contribution: This contribution proposed a solution for eV2X Group Communication. 
1. Introduction
In TR 23.786, a key issue on Group Communication support was documented in clause 5.1. In this contribution, a solution to that key issue is proposed, with the following main aspects:
- Group management is carried out in Application Layer, and is not visible to 3GPP system;

- Group communication among members is based on existing V2X communication;

- No bearer level security is required for eV2X group communication.    

2. Proposal
It is proposed to accept the following changes to TS 23.786.
FIRST CHANGE

6.X
Solution #X: Solution for Group Communication for eV2X
6.X.1
Functional Description

Editor's note:
General description, assumption, and principles of the solution.

For eV2X, group communication can be supported based on the existing PC5 based V2X Communication as defined in TS 23.285. 

With this solution, the 3GPP system is not required to be aware of any eV2X group within the V2X application. The group management, including controlling the number of UEs within the group, is expected to be performed at application layer, which is out of scope of 3GPP. 
In addition, the discovery of the group and group maintenance are also expected to be handled at application layer based on the V2X messages. Such application layer messages are to be defined by other SDOs responsible for upper layers, e.g. SAE, ETSI-ITS. 
For the communication between UEs of the same eV2X group, existing V2X communication can be used as defined in TS 23.285.
If desired, e.g. for optimized operations, separation of the traffic from different groups could be also achieved with the use of different destination L2 IDs. These destination L2 IDs could be negotiated among group members at application layer or obtained from V2X AS at application layer. For such operations, the application layer would decide the L2 ID and pass it down together with the packets down to 3GPP layer. In this case, PSID to L2 ID mapping is not used in deciding on the destination L2 ID. 
NOTE: 
Any potential clash of “Group” L2 IDs assigned by different V2X applications is resolved within the application.    
For eV2X group communication, no bearer level security is required. Security protection, including integrity (and confidentiality if required), is provided at application layer based on application requirements. 
6.X.2
Procedures

 
No change to the existing procedures is required. 
6.X.3
Impact on existing entities and interfaces
 
Potentially the 3GPP layer can be enhanced to support receiving destination L2 ID from application layer to use for group communication. If destination L2 ID is provided, the PSID to L2 ID mapping is not used. 
6.X.4
Topics for further study

 
None is identified. 
6.X.5
Conclusions

 
The eV2X Group Communication can be supported with existing V2X communication mechanism and application layer group management. No normative change is needed. 
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