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This contribution proposes to address one Editor’s note in the routing rules configuration.
1
Discussion

This contribution proposes to address the following Editor’s note:

Editor's note:
It is FFS whether the SMF provides routing rules to the UE in case of IPv4 PDU type.

First, we investigate whether the routing rules are needed or not for a PDU session with IPv4 type.

Since IPv4 multi-homing is not supported in this release, each PDU session with IPv4 type can have only a single IPv4 address. Thus, we focus on multiple IPv4 PDU sessions to the same DN scenario. This scenario can be realized by UE Route Selection Policy (URSP) as described in Annex 3.1.8 of TS 23.501. For example, the 5G operator can provide the following URSP rules to the UE via the PCF:

	Example URSP rule
	Interpretation

	Traffic filter: App=App1
Continuity Type: SSC mode 3
DNNs: Internet

Access Type: 3GPP access


	This URSP rule associates the traffic of application “App1” with SSC mode 3 and "Internet" DNN, which enforces the following routing policy:
Traffic of “App1” should be transferred on a PDU session supporting SSC mode 3 and DNN=internet over 3GPP access. If this PDU session is not established, the UE shall attempt to establish the PDU session over 3GPP access.

	Traffic filter: App=App2

Continuity Type: SSC mode 2
DNNs: Internet

Access Type: 3GPP access
	This URSP rule associates the traffic of application “App2” with SSC mode 2 and "Internet" DNN.
…

	Traffic filter: *

Continuity Type: SSC mode 1
DNNs: Internet
	This (default) URSP rule associates all traffic not matching any prior rule with "Internet" DNN, which enforces the following policy:
All traffic not matching any prior rule should be transferred on a PDU session supporting SSC mode 1 and DNN=internet. The PDU sessions can be established over any access type.


The above table shows that different applications can have different PDU sessions (with different SSC modes) to the same DN.

Moreover, if we allow the Traffic filter to have the range of destination IP addresses (e.g. aaa.bbb.0.0/16), the URSP can provide routing rules similarly with the IPv6 PDU session case where Routing Information options can be configured via IPv6 Router Advertisement message according to IETF RFC 4191. However, we’re not convinced whether this additional extension is needed. The reason is that, thanks to UL CL solution, 5GC can provide local offloading to the same DN transparently to the UE for the IPv4 PDU session with a single IP address allocation. Therefore, unless any use case is expected to be found, it is proposed not to configure routing rules to the UE in case of IPv4 PDU session by using the URSP.
On the other hand, when DHCPv4 is used, the SMF can assign an IPv4 address to the UE via UP signalling once the PDU session is established. In this case, as specified in IETF RFC 3442, we can utilize the Classless Static Route option for DHCPv4 to influence the selection of source IP address. But, unless there is any use case for multiple IPv4 PDU sessions to the same DN, we don’t need to deliver this kind of routing information. 

To sum up, the UL CL solution (without UE involvement) can apply to support local offloading within a single PDU session, while the URSP can apply to support multiple PDU sessions to the same DN for different applications.
Based on the observation, it is proposed to remove the above Editor’s note and add the following text instead:
- The delivery of routing rules is not supported for IPv4 PDU sessions.
2
Proposal

The following text is proposed to be updated to TS 23.501.
***** Start of Change # 1 *****
5.8.1
IP address management

5.8.1.1
General

The UE IP address management includes allocation and release of the UE IP address as well as renewal of the allocated IP address, where applicable.

The UE sets the requested PDU type during the PDU Session Establishment procedure based on its IP stack capabilities and configuration as follows:

-
A UE which is configured for the DNN to support IPv6 and IPv4 shall set the requested PDU type to "IP".

-
A UE which is configured for the DNN to support only IPv4 shall request for PDU type "IPv4".

-
A UE which is configured for the DNN to support only IPv6 shall request for PDU type "IPv6".

-
When the UE is not configured for the DNN to support a specific IP version, the UE shall request a PDU type based on its IP stack capabilities. For example, a UE with an IP stack capable of IPv4 and IPv6 shall request a PDU type "IP".

-
When the UE is not configured for the DNN to support a specific IP version and the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall request for PDU type "IP".

The SMF selects PDU type of the PDU Session as follows:

-
If the SMF receives a request with PDU type set to "IP", the SMF selects either PDU type "IPv4" or "IPv6" based on DNN configuration and operator policies. A SMF also provides a cause value to the UE to indicate whether the other IP version is supported on the DNN. If the other IP version is supported, UE may request another PDU Session to the same DNN for the other IP version.

-
If the SMF receives a request for PDU type "IPv4" or "IPv6" and the requested IP version is supported by the DNN the SMF selects the requested PDU type.

An SMF shall perform IP address management procedure based on the selected PDU type. If IPv4 PDU type is selected, an IPv4 address is allocated to the UE. Similarly, if IPv6 PDU type is selected, an IPv6 prefix is allocated. For Roaming case, the SMF in this clause refers to the SMF controlling the UPF acting as IP anchor point. i.e. H-SMF in home routed case and V-SMF in local breakout case. The SMF in this clause refers to the SMF controlling the PDU session anchor, i.e. the SMF in HPLMN for a home routed roaming scenario and the SMF in VPLMN for the local breakout roaming scenario. The SMF shall process the UE IP address management related messages, maintain the corresponding state information and provide the response messages to the UE. In case the UE IP address is obtained from the external data network, additionally, the SMF shall also send the allocation, renewal and release related request messages to the external data network and maintain the corresponding state information.

The 5GC elements and UE support the following mechanisms:

a.
During PDU session establishment procedure, the SMF sends the IP address to the UE via SM NAS signalling. The IPv4 address allocation and/or IPv4 parameter configuration via DHCPv4 can also be used once PDU session is established.

b.
/64 IPv6 prefix allocation shall be supported via IPv6 Stateless Autoconfiguration according to RFC 4862 [10], if IPv6 is supported. IPv6 parameter configuration via Stateless DHCPv6 (according to RFC 3736 [14]) may also be supported.

In order to support DHCP based IP address configuration, the SMF shall act as the DHCP server towards the UE for both HPLMN assigned dynamic and static IP addressing and for VPLMN assigned dynamic IP addressing. When DHCP is used for external data network assigned addressing and parameter configuration, the SMF shall act as the DHCP server towards the UE and the DHCP client towards the external DHCP server. The PDU session anchor does not have any DHCP functionality. It forwards DHCP packets between the UE and the SMF over the user plane.
The IP address/prefix is released by the SMF upon release of the PDU session.
The 5GC may also support the allocation of a static IPv4 address and/or a static IPv6 prefix based on subscription information in the UDM or based on the configuration on a per-subscriber, per-DNN basis.

If the static IP address/prefix is stored in the UDM, during PDU session establishment procedure, the SMF retrieves this static IP address/prefix from the UDM. Similarly, the SMF also delivers the configured IP address/prefix This IP address/prefix is delivered to the UE in the same way as a dynamic IP address/prefix. It is transparent to the UE whether the PLMN or the external data network allocates the IP address and whether the IP address is static or dynamic.

For IPv4 or IPv6 PDU type the following applies:

-
During PDU establishment, the SMF may receive an IP Index from the PCF, the SMF may use this to assist in selecting how the IP address is to be allocated when multiple allocation methods, or multiple instances of the same method are supported. In the case of roaming, it is the SMF controlling the UPF acting as IP anchor that is responsible for IP allocation, therefore it is this SMF that may receive the IP index from the PCF (in its own network).

5.8.1.2
Routing rules configuration

When the UE has one or multiple IPv6 PDU sessions to the same Data Network Name (DNN) with multiple IP prefixes, the UE selects the IP prefix according to routing rules pre-configured in the UE or received from network.

The SMF can decide the routing rules for a UE based on the static local configuration or dynamic policy from the PCF during the PDU session establishment or new IP prefix is allocated to the UE. For IPv6 multi-homed PDU session the SMF can send routing rules along with IP prefixes to the UE to influence the source IP prefix selection in IPv6 Router Advertisement (RA) messages according to RFC 4191 [8]. Such messages are sent via the UPF.
Further, 5GC supports the delivery of routing rules together with IP prefix allocation to the UE any time after the PDU session setup procedure is completed for IPv6 PDU sessions. The delivery of routing rules is not supported for IPv4 PDU sessions.

***** End of Change # 1 *****
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