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Abstract of the contribution: This paper proposes to allow the Reliable Data Service to be used when PtP SGi Tunnelling is used to send non-IP data to/from the AS. A discussion is presented, then it is proposed the TEI15 time be allocated to this topic. “Pseudo” CR’s are provided to illustrate the proposed change.

1
Discussion

TS 23.682 defines two mechanisms for Non-IP data delivery.

· Delivery using SCEF;

· Delivery using a Point-to-Point (PtP) SGi tunnel.

Figure 1 illustrates the 2 options.

When the SCEF delivery option is used (top option in Figure 1), a Non-IP PDN connection is established between the UE and SCEF. The T8 API is used to exchange Non-IP data between the SCEF and SCS/AS. The SCEF knows the association between the SCS and a PDN connection based on APN configuration.

When the SGi tunnel option is used (bottom option in Figure 1), a Non-IP PDN connection is established between the UE and P-GW. A PtP tunnel is used to exchange Non-IP data between the P-GW and SCS/AS using different techniques such as UDP/IP encapsulation, PMIPv6/GRE, L2TP, GTP-C/U, etc. The P-GW decides at PDN connection establishment based on pre-configuration which point-to-point tunnelling technique is used for the SGi based delivery between the P-GW and the AS. In case of SGi PtP tunnelling based on UDP/IP, the P-GW knows the tunnel parameters (i.e. IP addresses and UDP Port Numbers) based on pre configuration on the P-GW. The type of protocol that is employed on the tunnel between the P-GW and AS is not specified by 3GPP.
The UE indicates its capability of supporting Reliable Data Service (RDS) in the Protocol Configuration Options (PCO) to the SCEF. If SCEF supports and accepts Reliable Data Service then it indicates to the UE, in the PCO, that the Reliable Data Service shall be used (if enabled in the APN configuration). Note that, although the UE is not made aware that a particular Non-IP PDN connection is provided via the SCEF or via the P-GW, the option of using the RDS is only available when the SCEF option is used.
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“The UE is not made aware
that a particular Non-IP PDN
connection is provided via
SCEF or via PGW.”

TS 23.682, Section 4.5.14.1:

“An association between the SCS/AS and a PDN Connection to the SCEF needs to be
established to enable transfer of non-IP data between the UE and the SCS/AS. The SCEF
determines the association based on provisioned policies that may be used to map an
SCS/AS identity and User identity to an APN.”
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TS 23.401, Section 4.3.17.8.3.3:

“The P-GW acts as a transparent forwarding node for the payload
between the UE and the AS.”

“The P-GW decides at PDN connection establishment based on pre-
configuration which point-to-point tunneling technique is used for the
SGi based delivery between the P-GW and the AS.”





Figure 1. Non-IP PDN Connection Options
Observations for the SCEF Case

1. When the SCEF option is used, the RDS protocol can be used so that multiple applications on the UE can simultaneously conduct data transfers using a single PDN connection between the UE and SCEF.

2. When the SCEF option is used, the RDS protocol can be used to provide acknowledged transfer.

3. When the SCEF option is used, the RDS protocol can be used to detect and eliminate duplicate packets at the receiving endpoint.

Observations for the SGi PtP Tunnelling Case

If the application desires any of the 3 options listed above, the features would have to be built into the protocol of the Non-IP application; they are not available for the SGi PtP tunnelling case. 

Consider what would happen if the protocol that is employed on the SGi PtP tunnel supported these features. Support for these features between the AS and P-GW would not be very meaningful since the P-GW cannot provide the same features between itself and the UE. For example, since the P-GW cannot perform reliable transfer with the UE, an acknowledgement from the P-GW to the AS would only indicate that the packet made it to the P-GW; the AS has no assurance that the packet made it to the UE.

3. Proposal

It is proposed that RDS protocol is also used between UE and P-GW to provide reliable data delivery. It is expected that PtP tunnel technique would use some protocol to end to end reliable data transfer.

It is proposed that SA2 allocate TEI15 meeting time to discuss allowing the RDS protocol to be used when the SGi tunnelling option is used.

The Annex sections of this discussion paper show “pseudo” TEI15 CR’s for TS 23.682 and TS 23.401 that the source companies will provide at the next SA2 meeting if it is agreed that TEI15 meeting time will be allocated.

The “pseudo” CR’s enable the RDS option when the SGi PtP tunnelling option is used by allowing the P-GW to be an RDS endpoint (just like the SCEF).
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4.5.14.3
Reliable Data Service

The Reliable Data Service may be used by the UE and SCEF or P-GW when using PDN Connection of PDN Type 'Non-IP'. The service provides a mechanism for the SCEF or P-GW to determine if the data was successfully delivered to the UE and for UE to determine if the data was successfully delivered to the SCEF. When a requested acknowledgement is not received, the Reliable Data Service retransmits the packet. The service is enabled or disabled based on APN Configuration per SLA.

When the service is enabled, a protocol is used between the end-points of the Non-IP PDN Connection. The protocol uses a packet header to identify if the packet requires no acknowledgement, requires an acknowledgement, or is an acknowledgment and to allow detection and elimination of duplicate PDUs at the receiving endpoint. Port Numbers in the header are used to identify the application on the originator and to identify the application on the receiver.

The UE indicates its capability of supporting Reliable Data Service in the Protocol Configuration Options (PCO) to the SCEF or P-GW. If SCEF or P-GW supports and accepts Reliable Data Service then it indicates to the UE, in the PCO, that the Reliable Data Service shall be used if enabled in the APN configuration.
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	Summary of change:
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4.3.17.8.1
General

The support of Non-IP data is part of the CIoT EPS optimisations. A PDN Type "Non-IP" is used for Non-IP data. The Non-IP data delivery to SCS/AS is accomplished by one of two mechanisms:

-
Delivery using SCEF as defined in clause 4.3.17.8.3.2.

-
Delivery using a Point-to-Point (PtP) SGi tunnel as defined in clause 4.3.17.8.3.3.

When the Reliable Data Service is not used, Non-IP data in-sequence delivery cannot be guaranteed and data PDUs may be lost requiring higher protocol layers to ensure guaranteed delivery when needed. The Reliable Data Service is defined in TS 23.682 [74].

The SMS service may also be used to deliver data without use of the IP protocol. The SMS service is always supported for CIoT EPS optimisations, i.e. can be used simultaneously with Non-IP and IP data. When only the SMS service is needed, an attach without PDN connection establishment can be used, see clause 5.3.2.

Dedicated bearers are not supported for the Non-IP data.
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