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Abstract of the contribution: Includes a list of aspects that should be considered in relation to the network slice co-existence information that may be sent to the UE .
Discussion
Slice co-existence information aims to guide the UE with respect to Requested NSSAI at Registration to a Set of Network Slices. One objective is to minimize the risk for the UE to choose a trial and error strategy when attempting to add new network slices in the registration area. An additional objective may be to reduce AMF redirections if the requested nework slices cannot co-exist with currently allowed S-NSSAI. 
A number of proposals related to network slice co-existence are being dicussed, including for example the introduction of “Available S-NSSAIs”, “co-existence rules” and a “modification of the meaning of Allowed NSSAI”.
In this context, we want to stress that the solution chosen should take into consideration the following aspects. That may not have been fully discussed yet:

· Whether it may be adequate to distinguish between two different type of co-existence rules: a) Subscription centric, TA agnostic and business related “permitted co-existence rules” and b) AMF/Network centric, TA dependent “supported co-existence rules”. Currently the main focus has mainly been on the “Supported co-existence rules” (b)
· It seems beneficial to allow to restrict firstly the Requested NSSAI by the UE to what the UE is permitted to based on the business policies set by the subscription (i.e. the “permitted co-existence rules” and secondly to provide additional guidance to the UE through “supported co-existence rules”. It may happen that in a TA the AMF support a broader set of network slice instances than the set the UE may be “permitted” to access. 
· Proposal 1: Support both a) and b) type of co-existence rules.

· Whether the co-existence information should consider Subscribed S-NSSAIs or be limited to the Requested NSSAI
· An AMF may be able to support S-NSSAIs included in the Subscribed S-NSSAIs but not currently being requested during the current registration. Providing the UE with the S-NSSAIs that are “Available” (i.e. not included in Requested NSSAI but included in the Subscribed S-NSSAIs and supported by the AMF) would on one hand inform the UE of the possibility to request additional S-NSSAIs within the current RA, but also more importantly to inform implicity the UE that the not available S-NSSAIs are not simultaneously supported with the currently Allowed NSSAI in the registration area, although there may exist a different AMF that may support a different set of S-NSSAI as allowed.   
· Proposal 2: take into account also the subscribed S-NSSAIs when deriving co-existence rules.

· Whether the co-existence information should be extended beyond the slice co-existence in the serving AMF
· Indicating all sets of S-NSSAIs that may co-exist in different AMFs for a certain TA may beneficial, however it may imply large amount of information to be exchanged.  Also deriving and deliver to the UE the “supported co-existence” rules valid in other AMFs may violate isolation/confidentiality requirements
· Proposal 3: Limit the detailed co-existence rules to what is possible with the serving AMF, and otherwise just enough information on what is permitted in the PLMN.

· How to handle the potential large amount of co-existence information that may be needed to be conveyed to the UE  to ensure that only fully qualified set of S-NSSAIs are requested
· If the subscribed S-NSSAI, that may be more than 8 values, should be taken into consideration when assessing the  co-existence information, the amount of information to be exchanged grows, in particular if the co-existence information provided applies to multiple AMFs and all possible permutations would be delivered to the UE. It seems more adequate to re-register to a default AMF rather than indicating the complete co-existence information to the UE. To avoid repeted attempts the UE may provide priorities in the list of requested S-NSSAIs. 
· Proposal 4: Add support for UE providing the requested S-NSSAIs in priority order.
· The relation between Temporary Rejected S-NSSAIs and slice co-existence/availability information
· Indicating an S-NSSAI as temporary rejected, depending on the interpretation, may convey to the UE implicitly co-existence information, i.e. “those S-NSSAI are not currently supported in the registration area, i.e. are not currently included in the Allowed NSSAI in the serving AMF in the registration area” and the cause code could specify under which condition the UE may request those.
· Proposal 5: Allow information to be added in relation to temporary rejected S-NSSAIs for when the UE may request those again.

Note: In the discussion we have chosen to use the word “permitted” to distinguish from “allowed”, “available”, “subscribed”
Proposal

We suggest that the proposed solutions for addressing the network slicing co-existence information  to be sent to the UE take into account the aspects discussed above and the following proposals:
· Proposal 1: Support both a) "permitted co-existence rules" and b) "supported co-existence rules" type of co-existence rules.

· Proposal 2: take into account also the subscribed S-NSSAIs when deriving co-existence rules.

· Proposal 3: Limit the detailed co-existence rules to what is possible with the serving AMF, and otherwise just enough information on what is permitted in the PLMN.

· Proposal 4: Add support for UE providing the requested S-NSSAIs in priority order.

· Proposal 5: Allow information to be added in relation to temporary rejected S-NSSAIs for when the UE may request those again.
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