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Abstract of the contribution: This contribution proposes to take into account in the NFs discovery the scenario when multiple Network Slice instances of a given S-NSSAI are deployed in the same registration area; in addition proposes to take also into account in the NFs discovery across PLMNs the discovery configuration of the Network Slice.
Discussion
It is proposes to take into account in the NFs discovery the scenario when multiple Network Slice instances of a given S-NSSAI are deployed in the same registration area.

In addition, in order to achieve a simplification of the roaming agreements and to make manageable from an operational point of view the discovery of NFs across PLMNs, it is proposed that the NRF in the serving PLMN always queries a single entry point NRF in the remote PLMN (set via roaming agreement, e.g. a PLMN level NRF) that, based on the discovery configuration of the Network Slice, can provide in NF Discovery Response message either the information (FQDNs or IP addresses) of the discovered NFs or the information of a different NRF at the appropriate level in the remote PLMN that the NRF in the serving PLMN can query for the NF instance(s) discovery.
Proposal

It is proposed to make the following changes to the TS 23.502.
In addition it is proposed to approve the companion P-CR S2-175621 “23.501: How to identify the NRF in remote PLMN”.
*************** Start of changes *********************
5.2.7
NRF services
5.2.7.1
Nnrf_NF Discovery
5.2.7.1.1
Description
Service name: Nnrf_NF Discovery
Description: provides the IP address or FQDN of the expected NF instance(s) to the consumer NF.
Known NF Consumers: AMF, SMF, PCF, NEF, NRF in another PLMN

Concurrent use: none
Pre-requisite conditions: NF consumer is triggered to communicate with a target NF instance
Post conditions: NRF stores the NF consumer information, e.g. consumer NF ID.
Inputs, Required: NF type of the target NF, NF type of the NF consumer.
Inputs, Optional: S-NSSAI and NSI ID (when available) of the target NF, PLMN ID of the PLMN target NF belongs to


Outputs, Required: FQDN and IP address of a set of requested target NF.
Outputs, Optional: NSI ID and the corresponding S-NSSAI(s).
5.2.7.1.2
Service/service operation information flow
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Figure 5.2.7.1-1: Nnrf_NF Discovery in the same PLMN information flow
1.
The NF consumer intend to discover the expected NF instance(s). For example, the AMF requests to discover the SMF instance(s) in the same PLMN. The NF consumer sends NF Discovery Request to NRF in the same PLMN, including: NF Type of the expected NF instance, NF type of the NF consumer, optionally Network Slice related information, and other service related parameters.

NOTE:
Other service related parameters need depend on the NF type of the expected NF instance(s) and refer to the clause 6.2 "Network Function Selection" in TS 23.501 [2].
2.
The NRF authorizes the NF Discovery Request. Based on the profile of the expected NF and the type of the NF consumer, the NRF determines whether the NF consumer is allowed to discover the expected NF instance(s). If the expected NF instance(s) are deployed in a certain Network Slice, NRF authorizes the discovery request according to the discovery configuration of the Network Slice, e.g. the expected NF instance(s) are only discoverable by the NF in the same Network Slice. 
3.
If allowed, the NRF determines the discovered NF instance(s) and provides the information of a set of discovered NF instance(s) to the NF consumer via NF Discovery Response message. The information of the discovered NF instance(s) include: FQDN or IP address of the expected NF instance(s). If multiple Network Slice instances of a given S-NSSAI are deployed and they are served by that given NRF, then the NRF also provides a Network Slice instance identifier (NSI ID) and the corresponding S-NSSAI(s): the NSD ID is used to identify the Network Slice instance the discovered NF instance(s) belongs to. Each NSI ID is unique and valid only locally to the NRF that has allocated it.
In case that the NF consumer intends to discover the NF in another PLMN, the NRF in serving PLMN needs to requests "NF Discovery" service from NRF in the remote PLMN. The procedure is depicted in the figure below:
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Figure 5.2.7.1-2: Nnrf_NF Discovery across PLMNs information flow

1.
The NF consumer intends to discover the NF instance(s) in another PLMN. For example, the AMF requests to discover the SMF instance(s) in the remote PLMN. The NF consumer sends NF Discovery Request to NRF, including: NF type of the expected NF, the Remote PLMN ID, NF type of the NF consumer, optionally Network Slice related information, and other service related parameters are included in the NF Discovery Request message.

2.
The NRF in serving PLMN identifies NRF#1 in remote PLMN based on the Remote PLMN ID, and it requests "NF Discovery" service from NRF#1 in remote PLMN according the procedure in figure 5.2.6.1-1 to get the expected NF instance (s) deployed in the remote PLMN. In the context of Network Slicing the NRF #1 is the PLMN level NRF of the remote PLMN. As the NRF in the serving PLMN triggers the "NF Discovery" on behalf of the NF consumer, the NRF in the serving PLMN shall not replace the information of the service requester NF, i.e. NF consumer ID, in the Discovery Request message it sends to the NRF#1 in remote PLMN. If the expected NF instance(s) are deployed in a certain Network Slice, based on the discovery configuration of the Network Slice, the NRF#1 in the remote PLMN can provide in NF Discovery Response message either:
-
the information (FQDN or IP address, optionally a NSI ID and the corresponding S-NSSAI(s)) of a set of the discovered NF instance(s), or
-
the information of a different NRF#2, at the appropriate level in remote PLMN, that the NRF in serving PLMN can query to discover the NF instance(s) in remote PLMN.
3.
[Conditional] The NRF in serving PLMN requests "NF Discovery" service from NRF#2 in remote PLMN according the procedure in figure 5.2.7.1-1 to get the expected NF instance (s) deployed in the remote PLMN. As the NRF in the serving PLMN triggers the "NF Discovery" on behalf of the NF consumer, the NRF in the serving PLMN shall not replace the information of the service requester NF, i.e. NF consumer ID, in the Discovery Request message it sends to the NRF#2 in remote PLMN.
4.
The NRF in serving PLMN provides the information (FQDN or IP address, optionally a NSI ID and the corresponding S-NSSAI(s)) of a set of the discovered NF instance(s) in NF Discovery Response message.
*************** End of changes *********************
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