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Abstract of the contribution: This contribution proposes an improvement of the SMF selection to take into account the scenario when multiple Network Slice instances of a given S-NSSAI are deployed in the same registration area. In addition proposes to add the information of which AMF made the request to the list of the factors that may be considered during the SMF selection.
Discussion
The SMF selection function, as described so far, does not take into account the scenario when multiple Network Slice instances of a given S-NSSAI are deployed in the same registration area (see S2-175217). In such a scenario it is necessary to distinguish between the Network Slice instances so that the UE associated with that S-NSSAI continues to be served by the same Network Slice instance, as described in clause 5.15.2.1 of TS 23.501.
To do that it is proposed to introduce a Network Slice instance identifier (NSI ID): the NSD ID is used to identify the Network Slice instance the SMF belongs to. Each NSI ID is unique and valid only locally to the NRF that has allocated it. The NSI ID is included by the AMF in the subsequent requests to that NRF and related to that given S-NSSAI.
During the UE registration in the network the selection of the proper AMF to serve the Allowed NSSAI implicitly binds the UE to a set of Network Slice instances that corresponds to the Allowed NSSAI in the UE’s registration area, i.e. those Network Slice instances the AMF belongs to. When the AMF, based on the configuration, queries an NRF at the appropriate level for the SMF selection, then the NRF answer will contain the IP address or the FQDN of SMF instance(s) belonging to the same set of Network Slice instances the AMF belongs to. Therefore it is essential that the information of which AMF made the request is considered during the SMF selection: this information could be implicit (i.e. the NRF knows which AMF made the request looking at the IP address in the request message) or explicit.
It is proposed to add the information of which AMF made the request to the list of the factors that may be considered during the SMF selection.

The overall procedure for SMF selection at the PDU Session establishment is shown in the following figure:


[image: image1.emf]1. UE sends a PDU Session Establishment Request including S-NSSAI and DNN.

2. RAN routes NAS message to AMF based on Temp ID.

3. [Conditional] AMF queries PLMN level NRF with S-NSSAI to discover the

appropriate slice level NRF, unless information is locally configured on AMF;

PLMN level NRF provides the IP address of appropriate slice level NRF.

4. AMF queries slice level NRF to discover SMF with S-NSSAI and DNN; slice level

NRF provides the IP address of SMF. If multiple NSIs of a given S-NSSAI are

deployed in the same reg. area, then slice level NRF also provides a NSI ID for

subsequent queries related to the same S-NSSAI.

5. PDU Session is established with the selected SMF.
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Proposal

It is proposed to make the following changes to the TS 23.501.
*************** Start of first change ***************
5.15.5.3
Establishing connectivity PDU session to the required Network Slice Instance(s)
The establishment of a PDU session in a Network Slice to a DN allows data transmission in a Network Slice. A Data Network is associated to an S-NSSAI and a DNN.
The network operator may provision the UE with Network Slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain S-NSSAI. A default rule which matches all applications to a S-NSSAI may also be included. When a UE application associated with a specific S-NSSAI requests data transmission, then:

-
If the UE has one or more PDU sessions established corresponding to the specific S-NSSAI, the UE routes the user data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.

If the UE does not have a PDU session established with this specific S-NSSAI, the UE requests a new PDU session corresponding to this S-NSSAI and with the DNN that may be provided by the application. In order for the RAN to select a proper resource for supporting network slicing in the RAN, RAN needs to be aware of the Network Slices used by the UE.

The AMF queries the NRF to select an SMF in a Network Slice instance based on S-NSSAI, DNN and other information e.g. UE subscription and local operator policies, when the UE triggers the establishment of a PDU session. The selected SMF establishes a PDU session based on S-NSSAI and DNN.
Editor's note:
Whether additional information is provided to the NRF for SMF selection is FFS.

*************** Start of second change ***************
6.3.2
SMF selection function

The SMF selection function is supported by the AMF and is used to allocate an SMF that shall manage the PDU Session.

The SMF selection function in the AMF shall utilize the Network Repository Function to discover the SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. 
In the context of Network Slicing the AMF utilizes for the SMF selection an NRF at the appropriate level, retrieving the information from the PLMN level NRF unless the appropriate level NRF information is available by other means, e.g. locally configured on AMF. 
NOTE:
The appropriate level NRF is the NRF that maintains the NF profile of the available SMF instances within the Network Slice instances the AMF logically belongs to (also when multiple Network Slice instances of a given S-NSSAI are deployed in the same registration area).
The NRF provides the IP address or the FQDN of SMF instance(s) to the AMF.
In the context of Network Slicing, if multiple Network Slice instances of a given S-NSSAI are deployed in the same registration area the NRF also provides to the AMF a Network Slice instance identifier (NSI ID) and the corresponding S-NSSAI(s): the NSD ID is used to identify the Network Slice instance the selected SMF belongs to. Each NSI ID is unique and valid only locally to the NRF that has allocated it. As long as there is at least one PDU session for a given NSI ID, the AMF includes the NSI ID in the subsequent requests to that NRF and related to any of the corresponding S-NSSAI(s), so that the NRF can select NFs in the same Network Slice instance, i.e. the UE continues to be served by the same Network Slice instance, as described in clause 5.15.2.1.
Editor's note:
Further detailing of the cases where SMF selection is not using NRF is FFS.
Editor's note:
Whether the Network repository function (NRF) is an enhancement of DNS server will be determined by CT WGs. A proper reference will be added once this is available in stage 3.

The SMF selection function in AMF is applicable to both 3GPP access and non-3GPP access.

The following factors may be considered during the SMF selection:

-
Selected Data Network Name (DNN).

-
S-NSSAI.

-
NSI ID (when available).
-
Which AMF made the request.
Editor's note:
It is up to Stage 3 decide whether the information of which AMF made the request is explicit or implicit (.i.e. based on the source IP address in the request message).

-
Subscription information from UDM, e.g. whether local breakout may apply to the session.

-
Local operator policies.

-
Load conditions of the candidate SMFs.

Editor's note:
It is FFS what other information may be considered for SMF selection. It is also FFS what parts of S-NSSAI is considered, e.g. whether both SST and ST is used or only SST.

If there is an existing PDU Session for a UE to the same DNN and S-NSSAI used to derive the SMF, the same SMF may be selected.

Editor's note:
It is FFS if there are conditions under which the same SMF need to be selected for PDU Session to the same DNN and slice.

In the home-routed roaming case, the SMF selection function selects an SMF in VPLMN as well as an SMF in HPLMN.
If the UDM provides a DN subscription context that allows for handling the PDU Session in the visited PLMN (i.e. using LBO) for this DNN and, optionally, the AMF is configured to know that the visited VPLMN has a suitable roaming agreement with the HPLMN of the UE, the SMF selection function selects an SMF from the visited PLMN. If an SMF in VPLMN cannot be derived for the DNN and network slice, or if the subscription does not allow for handling the PDU Session in visited PLMN using LBO, then both a SMF in VPLMN and SMF in HPLMN are selected, and the DNN is used to derive an SMF identity from the HPLMN.

Editor's note:
Impact on SMF selection for handovers between 3GPP and non-3GPP access is FFS

Editor's note:
Impact on SMF selection due to interworking with EPC is FFS
If the initially selected SMF in VPLMN (for roaming with LBO) detects it does not understand information in the UE request, it may reject the N11 message (related with a PDU session establishment request) with a proper N11 cause triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN (for home routed roaming).
*************** End of changes ***************
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UE sends a PDU Session Establishment Request including S-NSSAI and DNN.

RAN routes NAS message to AMF based on Temp ID.

[Conditional] AMF queries PLMN level NRF with S-NSSAI to discover the appropriate slice level NRF, unless information is locally configured on AMF; PLMN level NRF  provides the IP address of appropriate slice level NRF.

AMF queries slice level NRF to discover SMF with S-NSSAI and DNN; slice level NRF provides the IP address of SMF. If multiple NSIs of a given S-NSSAI are deployed in the same reg. area, then slice level NRF also provides a NSI ID for subsequent queries related to the same S-NSSAI.

PDU Session is established with the selected SMF.
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