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Abstract of the contribution: A new key issue is proposed on the mechanisms allowing to access RLOS.
Proposal

The following changes are proposed.
FIRST CHANGE
5
Key Issues for EPC 
Editor's Note: This clause will describe the key issues for EPC. 
5.X
Key Issue #EPC-x: EPC mechanisms to access Restricted Local Operator Services
TS 22.101 [x] specifies following requirements: 

· "Based on operator policy and national regulations, the 3GPP system shall be able to support a mechanism to configure a set of addresses (e.g., phone number, captive portal) in the PLMN for access to RLOS."

· "Based on operator policy and national regulations, the 3GPP system shall support mechanisms to allow access to RLOS by unauthenticated UEs."

· "The network shall be able to isolate RLOS and usage from the rest of the network (e.g., similar to security for unauthenticated CS or IMS emergency calls).".

It also states that "Authenticated UEs may also be able to use RLOS".

This key issue addresses the mechanisms to access RLOS. In particular, the following aspects are required to be studied:

-
what to configure in the EPC (e.g., specific APN), in which entity(ies), and what to signal to the UE; 
-
how the UE indicates to the EPC that its requests are for RLOS (e.g. at Attach for unauthenticated UEs and at PDU session request for authenticated UEs);

-
how to allow unauthenticated UEs to access EPC network;

-
how to allow unauthenticated as well as authenticated UEs to access the same RLOS;

-
how to prevent unauthenticated UEs to access services which are not RLOS;
-
the level of security, which should not be less than that which is currently applied to existing equivalent network access methods (e.g., unauthenticated emergency calling); 
-
how to isolate RLOS services from the rest of the network (e.g., similar to security for unauthenticated CS or IMS emergency calls); 
-
how to collect charging information regarding the use of RLOS;
END OF CHANGES
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