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Introduction

TS 23.501 (and 23.502) use inconsistent and sometime ambiguous text for creation/removal of a PDU Session (CP and UP) and creation/removal of the UP connection between UE and CN (UE-AN and N3) for a PDU Session

Most of the 23.501 text use the following terminology, whose meaning is sufficiently clear:

1) 
“PDU Session Establishment (or re-establishment)” and “PDU Session Release” refers to the creation and removal of both CP and UP for a PDU Session

2) 
Activation (or re-Activation) and de-activation of the UP connection of a PDU Session refers to the creation and removal of the UP connection between UE and CN (i.e. data radio bearer and N3 tunnel) as described in 23.501, clause 5.6.8.
However, some 23.501 text also uses:

3) 
“PDU Session activation” and “active PDU Session” which may mean: 
-
establishment of a PDU Session (CP+UP) as in clause 5.6.8: “The SMF in HPLMN may send QoS requirements associated with a PDU session to the SMF in VPLMN. This may happen at PDU session activation and later on while the PDU session is already established.”
-
or only to the UP connection of the PDU Session as in 5.6.3: “If the UE is already CM-CONNECTED on the access (3GPP, non-3GPP) associated to the PDU session in the SMF, the network may re-activate the PDU session using a Network Initiated Service Request procedure”.
- 
and sometimes either could in principle apply, as in 4.2.8.2.1: “The two N3 instances in Figure 4.2.8.2.1-1 may apply to different UPFs when different PDU sessions are activated over 3GPP access and non-3GPP access.”
4) 
and “PDU Session deactivation” and “deactivate PDU Session” which may mean: 

- 
release of the PDU Session (CP+UP), e.g. as in clause 5.16.4.3: “If the UE(s) are restricted as per clause 5.3.4.1, such UEs are considered as emergency registered by the network (i.e. non-emergency PDU sessions are deactivated) and the UE(s) behave as emergency registered.” 
-
or just release of the UP connection of the PDU Session as in clause 5.6.5: “whether the Network triggered Service request should be triggered for a deactivated LADN PDU session”.

One option could be to use the terms “establish PDU Session” (for CP+UP) and “activate PDU Session” (for UP only) consistently, but then there is a need to clearly define the meaning (i.e. add clear definitions in 23.501) and ensure that the right terms are used everywhere in all relevant 3GPP 5G specifications, i.e. never use “activate PDU Session” when it refers to both CP and UP. 

However, the distinction between the terms “establish” and “activate” is not very big (in 23.401 the terms “establish” and “activate” PDN Connection are both used when referring to CP+UP), and such terminology has a risk of being prone to errors, easy mistakes and misunderstandings. It is therefore proposed to be explicit and use only 1) and 2) above and avoid the terminology in 3) and 4). 

A corresponding paper to TS 23.502 is provided in S2-175453.

Proposal

It is proposed to update TS 23.501 as follows:
**** First Change ****
4.2.8.2.1
Non-roaming Architecture for Non-3GPP Accesses
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Figure 4.2.8.2.1-1: Non-roaming architecture for 5G Core Network with non-3GPP access
NOTE 1:
The reference architecture in figure 4.2.8.2.1-1 only shows the architecture and the network functions directly connected to non-3GPP access, and other parts of the architecture are the same as defined in clause 4.2.
NOTE 2:
The reference architecture in figure 4.2.8.2.1-1 supports service based interfaces for AMF, SMF and other NFs not represented in the figure.

NOTE 3:
The two N2 instances in Figure 4.2.8.2.1-1 apply to a single AMF for a UE which is simultaneously connected to the same 5G Core Network over 3GPP access and non-3GPP access.
NOTE 4
The two N3 instances in Figure 4.2.8.2.1-1 may apply to different UPFs when different PDU sessions are established over 3GPP access and non-3GPP access.
**** Next Change ****

4.2.8.2.2
Roaming Architecture for LBO for Non-3GPP Accesses, N3IWF in same PLMN as 3GPP access
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Figure 4.2.8.2.2-1: Roaming architecture for LBO for 5G Core Network with non-3GPP access - N3IWF in the VPLMN

NOTE 1:
The reference architecture in figure 4.2.8.2.2-1 only shows the architecture and the network functions directly connected to support non-3GPP access, and other parts of the architecture are the same as defined in clause 4.2.
NOTE 2:
The reference architecture in figure 4.2.8.2.2-1 supports service based interfaces for AMF, SMF and other NFs not represented in the figure.

NOTE 3:
The two N2 instances in Figure 4.2.8.2.2-1 apply to a single AMF for a UE which is connected to the 5G Core Network over 3GPP access and non-3GPP access simultaneously.
NOTE 4:
The two N3 instances in Figure 4.2.8.2.2-1 may apply to different UPFs when different PDU sessions are established over 3GPP access and non-3GPP access.

**** Next Change ****

5.5.1
Registration Management

The UE shall enter RM-DEREGISTERED state on non-3GPP access:

-
at the UE and at the AMF, after performing an explicit Deregistration procedure;

-
at the AMF, after the network non-3GPP Implicit Deregistration timer has expired. -
at the UE, after the UE non-3GPP Deregistration timer has expired.

NOTE:
This is assumed to leave sufficient time to allow the UE to re-activate UP connections for the established PDU sessions over 3GPP or non-3GPP access.

Whenever a UE enters CM-IDLE state for the non-3GPP access, it starts the UE non-3GPP deregistration timer according to the value received from the AMF during a registration procedure.

Over non-3GPP access, the AMF runs a non-3GPP Implicit Deregistration timer. The timer is started whenever the CM state for the UE changes to CM-IDLE over non-3GPP access, with a value longer than the UE's non-3GPP deregistration timer.
For an UE that is registered over Non-3GPP access, a change of the point of attachment (e.g. change of WLAN AP) shall not lead the UE to perform a registration update procedure.

A UE shall not provide 3GPP-specific parameters (e.g. indicate a preference for MICO mode) during initial registration or registration update over a non-3GPP access.
**** Next Change ****

5.5.2
Connection Management

A UE that successfully performs a registration procedure, hence entering RM-REGISTERED state, over an Untrusted Non-3GPP access transitions to CM-CONNECTED state for the Untrusted Non-3GPP access.

In case of Untrusted Non-3GPP access to 5GC the release of the NWu signalling connection between the UE and the N3IWF shall be interpreted as follows:

-
By the N3IWF as a criterion to release the N2 connection.

-
By the UE as a criterion for the UE to transition to CM-IDLE and to remain RM-REGISTERED, unless when the NWu connection release occurs as part of a deregistration over non-3GPP access procedure in which case the UE enters the RM-DEREGISTERED state. When the UE transitions to CM-IDLE, the UE non-3GPP Deregistration timer starts running in the UE. The UE non-3GPP Deregistration timer stops when the UE moves to CM-CONNECTED state or to the RM-DEREGISTERED state.

NOTE:
When moved to CM-IDLE state over one access, the UE can attempt to re-activate UP connections for the PDU sessions over other access, per UE policies and depending on the availability of these accesses.

In case of Untrusted Non-3GPP access to the 5GC, when the AMF releases the N2 interface, the N3IWF shall release all the resources associated with the UE including the NWu connection with the UE. A release of the N2 connection by the AMF shall set the CM state for the UE in the AMF to CM-IDLE, unless when the release of the N2 connection occurs during a de-registration procedure for the non-3GPP access.

It is assumed that a UE that is RM-DEREGISTERED or CM-IDLE over the non-3GPP access will attempt to establish an NWu connection and transition to CM-CONNECTED mode whenever the UE successfully connects to a non-3GPP access.

An UE cannot be paged on Untrusted Non-3GPP access.

When a UE registered simultaneously over a 3GPP access and a non-3GPP access moves all the PDU sessions to one of the accesses, whether the UE initiates a de-registration in the access that has no PDU sessions is up to the UE implementation.

Release of PDU sessions over the non-3GPP access does not imply the N2 connection release.

When the UE has PDU sessions routed over the non-3GPP access and the UE state becomes CM-IDLE for the non-3GPP access, these PDU sessions are not released to enable the UE to move the PDU sessions over the 3GPP access based on UE policies. The core network maintains the PDU sessions but releases the user plane for such PDU sessions.

**** Next Change ****

5.6.3
Roaming

In case of roaming the 5GC supports following possible deployments scenarios for a PDU session:

-
"Local Break Out" (LBO) where the SMF and all UPF(s) involved by the PDU session are under control of the VPLMN.

-
"Home Routed" (HR) where the PDU session is supported by a SMF function under control of the HPLMN, by a SMF function under control of the VPLMN, by at least one UPF under control of the HPLMN and by at least one UPF under control of the VPLMN. In this case the SMF in HPLMN selects the UPF(s) in the HPLMN and the SMF in VPLMN selects the UPF(s) in the VPLMN. This is further described in clause 6.3.
NOTE 1:
The use of an UPF in the VPLMN e.g. enables VPLMN charging, VPLMN LI and minimizes the impact on the HPLMN of the UE mobility within the VPLMN (e.g. for scenarios where SSC mode 1 applies).
Different simultaneous PDU sessions of an UE may use different modes: Home Routed and LBO. The HPLMN shall be able to control (via subscription data) per DNN whether a PDU session is to be set-up in HR or in LBO mode.
In case of PDU sessions per Home Routed deployment,

-
NAS SM terminates in the SMF in VPLMN.

-
The SMF in VPLMN forwards to the SMF in the HPLMN SM related information.

-
The SMF in the HPLMN receives the permanent user identity of the UE from the SMF in the VPLMN during the PDU session establishment procedure.

-
The SMF in HPLMN is responsible to check the UE request with regards to the user subscription and to possibly reject the UE request in case of mismatch. The SMF in HPLMN obtains subscription data directly from the UDM.

-
The SMF in HPLMN is able to control whether the VPLMN is allowed to route traffic locally. The SMF in VPLMN may activate mechanisms of local offload described in clause 5.6.4 only if it has explicitly received the corresponding authorization from the SMF in HPLMN.

-
The SMF in VPLMN may, when local traffic offloading is allowed by the SMF in HPLMN for the PDU session, generate related SM signalling towards the UE.

-
The SMF in HPLMN may send QoS requirements associated with a PDU session to the SMF in VPLMN. This may happen at PDU session establishment and after the PDU session is established. The interface between SMF in HPLMN and SMF in VPLMN is also able to carry (N9) User Plane forwarding information exchanged between SMF in HPLMN and SMF in VPLMN. The SMF in the VPLMN may check QoS requests from the SMF in HPLMN with respect to roaming agreements.

Information within NAS SM messages is split up between information that any SMF needs to understand and information that an SMF in VPLMN serving a PDU session in HR mode is not meant to understand but to relay transparently to the SMF in HPLMN.

NOTE 2:
The UE does not know whether the SMF in VPLMN can understand some information or not, and whether a PDU session will be in HR or LBO.
In home routed roaming case, the AMF selects a SMF in the VPLMN and a SMF in the HPLMN, and provides the identity of the selected SMF in the HPLMN to the selected SMF in the VPLMN.
In roaming with local break out, the AMF selects a SMF in the VPLMN. Even if LBO is allowed for a PDU session, the SMF in the VPLMN may detect it is not able to understand information in the UE request. In this case, when handling a PDU session establishment request, the SMF in the VPLMN may reject the N11 message (related with a PDU session establishment request) with a proper N11 cause, triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN in order to handle the PDU Session using home routed roaming.
**** Next Change ****

5.6.5
Support for local area data network

The access to a DN via a PDU session for a LADN (Local Area Data Network) is only available in a specific LADN service area. A LADN service area is a set of Tracking Areas. 5GC shall provide support for the UEs to be made aware of the availability of a LADN based on the UE location.

For LADNs, the AMF provides to the UE the information about the LADN availability, and the SMF tracks whether the UE is located in the LADN service area (i.e. the area of availability of the LADN).
Editor's note:
How the LADN service area is provided to the AMF is FFS.
When the UE performs a successful registration procedure, the AMF notifies the UE of the Availability information in the Registration Accept message, which indicates the specific LADNs that are available to the UE in the registration area, based on the local configuration information in AMF (e.g. via OAM), the operator's policy, and the UE subscription information.

LADN Availability Information provided to the UE by the AMF consists of LADN DNN and LADN service area information. The LADN service area information provided to the UE during the registration procedure includes a set of Tracking Areas that belong to the current Registration Area of the UE (i.e. the intersection of the LADN service area and the current Registration Area). The AMF does not create Registration Area based on the availability of LADNs.
NOTE 1:
It is thus possible that the LADN service area information sent by the AMF to the UE contains only a sub-set of the full LADN service area as the LADN service area can contain TA(s) outside of the registration area of the UE
Editor's note:
additional levels of granularity are FFS.
When the UE performs a successful registration procedure, the AMF may provide to the UE, based on local configuration information (e.g. via OAM), UE subscription information, or policies provided by PCF, the LADN Information for the LADNs available to the UE in that RA in the (Re)registration response message.

Editor's note:
other scenarios in which the UE is not configured with any LADNs and discovers the supported LADNs are FFS.
Based on the LADN Availability information in the UE, the UE may request a PDU session establishment for an available LADN when the UE is located in the LADN service area. The UE should not request a PDU session for a LADN when the UE is located outside the LADN service area, and the SMF shall reject any such requests. The UE shall not trigger Service Request for the establishment of user plane for an LADN when the UE is located out of LADN service area, and the SMF shall reject the establishment of user plane for the LADN PDU session.
The SMF subscribes to "UE location notification" as described in clause 5.6.11. Based on the UE location information received from AMF, the SMF may decide:

-
whether the Network triggered Service request should be triggered for a LADN PDU session without UP connection.

-
to release the PDU session, or

-
to release the user plane resources for the PDU session and maintain the PDU session. The network may at any time, based on network policies, release the PDU session. The SMF may also request the UPF to discard downlink data for the PDU sessions and/or not send out Data Notification message to the SMF.

This decision may be influenced by local policies.

After the UE is paged and the UE triggers a service request procedure as described in clause 4.2.3.4 in TS 23.502 [3], if the SMF determines that the UE is out of the service area of the LADN based on the latest UE location received from the AMF, the SMF rejects the establishment of user plane for the LADN PDU session.

NOTE 2:
In this case, the Service request of UE can still be successful regardless whether the establishment of user plane of the LADN PDU session is rejected or not.

Editor's note:
It is FFS how to tell the UE that UP activation has been rejected due to LADN service area restriction
Upon leaving the LADN service area, the UE need not release the LADN PDU session, unless the UE receives an explicit PDU session release request from the network.

The SMF shall not trigger user plane re-establishment for a PDU session corresponding to an LADN if the SMF is aware that the UE is outside the area of availability of the LADN.
When the AMF detects that the UE has returned to the LADN service area, the AMF, based on the SMF subscription to an area of interest corresponding to a LADN, informs the SMF. If the SMF or UPF has pending DL data the SMF performs a Network Triggered Service Request to establish the User Plane(s) for the PDU sessions, otherwise the SMF will inform the UPF to resume sending DL data notifications to the SMF in case of DL data.
In this release, LADNs apply only to 3GPP accesses.
**** Next Change ****

5.6.8
Selective activation of UP connection of existing PDU session

This clause applies to the case when a UE has multiple established PDU sessions. The activation of UP connection of existing PDU session causes UE-CN User Plane connection (i.e. data radio bearer and N3 tunnel) for the PDU session to be activated.
For the UE in the CM-IDLE state in 3GPP access, either UE or network-triggered Service Request procedure may support independent activation of UP connection of existing PDU session. For the UE in the CM-IDLE state in non-3GPP access, UE-triggered Service Request procedure allows the re-activation of UP connection of existing PDU sessions, but the re-activation only applies for all non-3GPP associated PDU sessions.

An UE in the CM-CONNECTED state invokes a Service Request (see TS 23.502 [3] clause 4.2.3.3) procedure to request the independent activation of the UP connection of existing PDU sessions.

Network-triggered re-activation of UP connection of existing PDU sessions is handled as follows:

-
If the UE is already CM-CONNECTED on the access (3GPP, non-3GPP) associated to the PDU session in the SMF, the network may re-activate the UP connection of a PDU session using a Network Initiated Service Request procedure.
Otherwise:
-
If the UE is registered in both 3GPP and non-3GPP accesses and is in CM-IDLE in non-3GPP access, the UE can be paged or notified through the 3GPP access for a PDU session associated in the SMF (i.e. last routed) to the 3GPP access or to the non-3GPP access:
-
If the UE is in CM-IDLE in 3GPP access, the paging message may include the access associated to the PDU session in the SMF. The UE, upon reception of the paging message, shall reply to the 5GC via the 3GPP access using the NAS Service Request message, which shall contain the list of PDU sessions associated with the received access whose UP connections can be re-activated over 3GPP (i.e. does not contain the PDU sessions whose UP connections cannot be re-activated on 3GPP based on UE policies). If the PDU session for which the UE has been paged is in the list of the PDU sessions provided in the NAS Service Request, the 5GC shall re-activate the PDU session UP connection over 3GPP access;

-
If the UE is in CM-CONNECTED in 3GPP access, the notification message may include the PDU session ID. The UE, upon reception of the notification message, shall reply to the 5GC via the 3GPP access using the NAS Service Request message, which shall contain an indication on whether the PDU session UP connection can be re-activated over 3GPP.

NOTE:
A UE that is in a coverage of an allowed WLAN is assumed to attempt to connect to it without the need to be paged.
The deactivation of UP connection of existing PDU session causes UE-CN User Plane connection (i.e. data radio bearer and N3 tunnel) for the PDU session to be deactivated. The UP connection of different PDU sessions can be deactivated independently.
Editor's note:
It is FFS whether paging the UE in non-3GPP CM-IDLE state for a non-3GPP established PDU session could be avoided or not.
**** Next Change ****

5.6.9.3
SSC mode selection

The SSC mode selection policy shall be used to determine the type of session and service continuity mode associated with an application or group of applications for the UE.

It shall be possible for the operator to provision the UE with SSC mode selection policy. This policy includes one or more SSC mode selection policy rules which can be used by the UE to determine the type of SSC mode associated with an application or group of applications. The policy may include a default SSC mode selection policy rule that matches all applications of the UE.

When an application requests data transmission (e.g. opens a network socket) and the application itself does not specify the required SSC mode, the UE determines the SSC mode associated with this application by using the SSC mode selection policy; and:

a)
If the UE has already an established PDU session that matches the SSC mode associated with the application, then the UE routes the data of the application within this PDU session unless other conditions in the UE do not permit the use of this PDU session. Otherwise, the UE requests the establishment of a new PDU session with an SSC mode that matches the SSC mode associated with the application.

b)
The SSC mode associated with the application is either the SSC mode included in a non-default SSCMSP rule that matches the application or the SSC mode included in the default SSC mode selection policy rule, if present. If the SSCMSP does not include a default SSCMP rule and no other rule matches the application, then the UE requests the PDU session without providing the SSC mode. In this case, the network determines the SSC mode of the PDU session.

The SSC mode selection policy rules provided to the UE can be updated by the operator.

The SMF receives from the UDM the list of supported SSC modes and the default SSC mode per DNN as part of the subscription information.

Editor's note:
Whether SSC mode related subscription is related with slicing is FFS.

If a UE provide an SSC mode when requesting a new PDU session, the SMF selects the SSC mode by either accepting the requested SSC mode or modifying the requested SSC mode based on subscription and/or local configuration.

If a UE does not provide an SSC mode when requesting a new PDU session, then the SMF selects the default SSC mode for the data network listed in the subscription or applies local configuration to select the SSC mode.

The SMF shall inform the UE of the selected SSC mode for a PDU session.

**** Next Change ****

5.6.11
UE Location change notification

When a PDU session is established or modified, or when the user plane path has been changed (e.g. UPF relocation), SMF may determine an area of interest, e.g. based on UPF service area, LADN service area, etc., and subscribe to AMF notifications. When the AMF detects that the UE has moved out of that area, it need notify SMF of the UE's new location.

Editor's note:
The granularity of the area of interest is FFS.

SMF subscribes to "UE mobility event Notification" service provided by AMF. During subscription, SMF provides the area of interest to AMF. The AMF sends UE's new location to SMF when AMF detects that the UE has moved in or out of that area.

The subscription may be maintained during the life of PDU session, regardless of the UP activation state of PDU session (e.g. PDU session UP connection activated or not).

Upon reception of new UE location notification from AMF, the SMF determines how to deal with the PDU session, e.g. relocate UPF, release PDU session, release user plane resources for the PDU session, etc.

SMF may determine a new area of interest, and send a new subscription to the AMF with the new area of interest.

SMF unsubscribes to "UE mobility event Notification" service when PDU session is released.

The UE location change notification may also be subscribed by other NF.
**** Next Change ****

5.16.4.3
Mobility and Access Restrictions for Emergency Services

When Emergency Services are supported and local regulation requires IMS Emergency Sessions to be provided regardless of mobility or access restrictions, the Mobility Restrictions in clause 5.3.4.1, should not be applied to UEs receiving emergency services. When the AN resources for emergency services are established, the ARP value for emergency services indicates the usage for emergency services to the 5G-AN.

During handovers, the source NG-RAN and source AMF ignore any UE related restrictions during handover evaluation when there are active emergency services.

If the UE(s) are restricted as per clause 5.3.4.1, such UEs are considered as emergency registered by the network (i.e. UP connection of non-emergency PDU sessions are deactivated) and the UE(s) behave as emergency registered.

During Mobility Registration Update procedures, including a registration update as part of a handover, the target AMF or MME ignores any mobility or access restrictions for UE with emergency services where required by local regulation. Any non-emergency services are not allowed, by the target network when not allowed by the subscription for the target location. Such UEs with only emergency PDU sessions behave as emergency registered. To allow the emergency registered UE to get access to normal services after the emergency session has ended and when it has moved to a new area that is not stored by the UE as a forbidden area, after allowing a period of time for subsequent emergency services, the UE may explicitly deregister and register to normal services without waiting for the emergency PDU session release by the SMF.

This functionality applies to all mobility procedures.

**** End of Changes ****
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