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Abstract of the contribution: This contribution proposes some changes to the definitions involving the use of terms such as identifier, identity, subscriber, and subscription in order to align with SA1 and SA3
Discussion
SA1 has agreed the following definition corresponding to the SUPI in TS 22.261:
3GPP subscription identifier: a subscription identifier that is routable to the home 3GPP network if the UE is roaming; an example of such an identifier is the IMSI. 
It would of course be beneficial to align the identifier name in all specifications.
SUPI abbreviation is defined in TS 23.501 as:

SUPI
Subscriber Permanent Identifier


And clause 5.9.1 describes it as:

"Each subscriber in the 5G system shall be allocated one 5G Subscription Permanent Identifier (SUPI)."

Proposal 1: It is proposed to align the definition of SUPI in all specifications and WG.

SA3 agreed in (S3-172150 for TS 33.501) the following abbreviations:

SIDF
Subscription Identifier De-concealing Function 

SUCI
Subscription Concealed Identifier 

SUPI
Subscription Permanent Identifier 


SA3 added an EN:

Editor's Note: SIDF, SUCI, and SUPI will updated after getting response from SA WG2.
So, SA3 will seek feedback from SA2 on the above identifiers.

Proposal 2: It is proposed to use "subscription" from SA1 definition and "Permanent" from SA2 definition, i.e. "Subscription Permanent Identifier" such that SUPI can be retained.
During the study phase, SA3 adopted the following definitions in TR 33.899:

Identifier (ID): The data object that definitively represents a specific identity of an entity, distinguishing that identity from all others.
Identity: The collective aspect of a set of attribute values (i.e., a set of characteristics) by which a user is recognizable or known.

This in line with the definitions in RFC 4949, a widely-recognized reference for internet glossary.
Proposal 3: It is proposed to use "identifier" instead of "identity" in all the new and relevant 5G definitions, in all specifications and WG.

The use of the term "subscriber" in a definition hints that the object being defined could be linked to the actual human user. In the context of 5G if not already in 4G, the devices that could potentially gain access to services such as vehicles, sensors, factory robots, etc. are not necessarily directly linkable to a human user.

Proposal 4: It is proposed to use "subscription" instead of "subscriber" in all the new and relevant 5G definitions, in all specifications and WG.

Proposal

The following changes are proposed to TS 23.501 v1.2.0
***** Start of Changes *****
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network

5GS
5G System
5G-AN
5G Access Network

5G-GUTI
5G Globally Unique Temporary Identifier
5G-S-TMSI
5G S-Temporary Mobile Subscription Identifier
5QI
5G QoS Identifier
AF
Application Function

AMF
Access and Mobility Management Function

AS
Access Stratum

CP
Control Plane

DL
Downlink

DN
Data Network

DNN
Data Network Name

FQDN
Fully Qualified Domain Name

GFBR
Guaranteed Flow Bit Rate

GUAMI
Globally Unique AMF Identifier
LADN
Local Area Data Network

MFBR
Maximum Flow Bit Rate

MICO
Mobile Initiated Connection Only

NAI
Network Access Identifier

NEF
Network Exposure Function

NF
Network Function

NR
New Radio

NRF
Network Repository Function
NSSAI
Network Slice Selection Assistance Information
NSSF
Network Slice Selection Function

PCF
Policy Control Function

PEI
Permanent Equipment Identifier

PFDF
Packet Flow Description Function

QFI
QoS Flow Identifier
QoE
Quality of Experience

SA NR
Standalone New Radio

SBA
Service Based Architecture

SBI
Service Based Interface

SDSF
Structured Data Storage Function

SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information
SUPI
Subscription Permanent Identifier

UDSF
Unstructured Data Storage Function

UL
Uplink

UL CL
Uplink Classifier

UPF
User Plane Function
UDR
Unified Data Repository
***** Start of Next Change *****
5.3.2
Registration Management

5.3.2.1
General

A UE/user needs to register with the network to receive services that requires registration. Once registered and if applicable the UE updates its registration with the network (see TS 23.502 [3]):

-
periodically, in order to remain reachable (periodic registration update); or

-
upon mobility (mobility registration update); or

-
to update its capabilities or re-negotiate protocol parameters.

The initial Registration procedure involves execution of Network Access Control functions as defined in clause 5.2 (i.e. user authentication and access authorization based on subscription profiles in UDM). As result of the Registration procedure, the identifier of the serving AMF will be registered in UDM.

The registration management procedures are applicable over both 3GPP access and Non-3GPP access. The 3GPP and Non-3GPP RM states are independent of each other, see clause 5.3.2.3.
***** Start of Next Change *****
5.3.3.2.3
CM-CONNECTED state

A UE in CM-CONNECTED state has a NAS signalling connection with the AMF over N1.
Editor's note:
Whether a N2 connection for the UE in CM-CONNECTED state always exists or not depends on the conclusion on "stickiness" feature.

In the CM-CONNECTED state, the UE shall:

-
enter CM-IDLE state whenever the AN signalling connection is released (entering RRC Idle state over 3GPP access or when the release of the UE-N3IWF connectivity over non-3GPP access is detected by the UE), see TS 38.331 [28] for 3GPP access.

In the CM-CONNECTED state, the AMF shall:

-
enter CM-IDLE state whenever the N2 signalling connection and N3 connection for this UE is released.

Upon completion of a NAS signalling procedure, the AMF may decide to release the NAS signalling connection with the UE. Upon completion of AN signalling connection release, CM state in the UE is changed to CM-IDLE. Upon completion of N2 context release procedure, CM state for the UE within the AMF is changed to CM-IDLE..

The AMF may keep a UE in CM-CONNECTED state until the UE de-registers from the core network.

A UE in CM-CONNECTED state can be in RRC Inactive state, see TS 38.300 [27]. When the UE is in RRC Inactive state the following applies:

-
UE reachability is managed by the RAN, with assistance information from core network;
-
UE paging is managed by the RAN.

-
UE monitors for paging with UE's CN (5G S-TMSI) and RAN identifier.
The 5GC network is not aware of the UE transitions between CM-CONNECTED with RRC Connected and CM-CONNECTED with RRC Inactive state.

Editor's note:
It is FFS if CN needs to receive notifications from RAN that may be related to RRC state transitions (e.g. related to location accuracy, reachability, etc.). The need for such notifications is to be discussed on case by case basis.
***** Start of Next Change *****
5.6.3
Roaming

In case of roaming the 5GC supports following possible deployments scenarios for a PDU session:

-
"Local Break Out" (LBO) where the SMF and all UPF(s) involved by the PDU session are under control of the VPLMN.

-
"Home Routed" (HR) where the PDU session is supported by a SMF function under control of the HPLMN, by a SMF function under control of the VPLMN, by at least one UPF under control of the HPLMN and by at least one UPF under control of the VPLMN. In this case the SMF in HPLMN selects the UPF(s) in the HPLMN and the SMF in VPLMN selects the UPF(s) in the VPLMN. This is further described in clause 6.3.
NOTE 1:
The use of an UPF in the VPLMN e.g. enables VPLMN charging, VPLMN LI and minimizes the impact on the HPLMN of the UE mobility within the VPLMN (e.g. for scenarios where SSC mode 1 applies).
Different simultaneous PDU sessions of an UE may use different modes: Home Routed and LBO. The HPLMN shall be able to control (via subscription data) per DNN whether a PDU session is to be set-up in HR or in LBO mode.
In case of PDU sessions per Home Routed deployment,

-
NAS SM terminates in the SMF in VPLMN.

-
The SMF in VPLMN forwards to the SMF in the HPLMN SM related information.

-
The SMF in the HPLMN receives the SUPI of the UE from the SMF in the VPLMN during the PDU session establishment procedure.

-
The SMF in HPLMN is responsible to check the UE request with regards to the user subscription and to possibly reject the UE request in case of mismatch. The SMF in HPLMN obtains subscription data directly from the UDM.

-
The SMF in HPLMN is able to control whether the VPLMN is allowed to route traffic locally. The SMF in VPLMN may activate mechanisms of local offload described in clause 5.6.4 only if it has explicitly received the corresponding authorization from the SMF in HPLMN.

-
The SMF in VPLMN may, when local traffic offloading is allowed by the SMF in HPLMN for the PDU session, generate related SM signalling towards the UE.

-
The SMF in HPLMN may send QoS requirements associated with a PDU session to the SMF in VPLMN. This may happen at PDU session activation and later on while the PDU session is already established. The interface between SMF in HPLMN and SMF in VPLMN is also able to carry (N9) User Plane forwarding information exchanged between SMF in HPLMN and SMF in VPLMN. The SMF in the VPLMN may check QoS requests from the SMF in HPLMN with respect to roaming agreements.

Information within NAS SM messages is split up between information that any SMF needs to understand and information that an SMF in VPLMN serving a PDU session in HR mode is not meant to understand but to relay transparently to the SMF in HPLMN.

NOTE 2:
The UE does not know whether the SMF in VPLMN can understand some information or not, and whether a PDU session will be in HR or LBO.
In home routed roaming case, the AMF selects an SMF in the VPLMN and an SMF in the HPLMN, and provides the identifier of the selected SMF in the HPLMN to the selected SMF in the VPLMN.
In roaming with local break out, the AMF selects a SMF in the VPLMN. Even if LBO is allowed for a PDU session, the SMF in the VPLMN may detect it is not able to understand information in the UE request. In this case, when handling a PDU session establishment request, the SMF in the VPLMN may reject the N11 message (related with a PDU session establishment request) with a proper N11 cause, triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN in order to handle the PDU Session using home routed roaming.
***** Start of Next Change *****
5.6.7
Application Function influence on traffic routing

The content of this clause applies to non-roaming and to LBO deployments i.e. to cases where the involved entities (AF, PCF, SMF, UPF) belong to the VPLMN or (AF) to a third party with which the VPLMN has an agreement. Application Function influence on traffic routing does not apply in case of Home Routed deployments. PCF shall take care not to apply AF requests targeting "all users" to PDU sessions set-up in Home Routed mode.

An Application Function (AF) may send requests to influence SMF routeing decisions for traffic of PDU session. The AF requests may influence UPF (re)selection and allow routeing user traffic to a local access to a Data Network (identified by a DNAI)
The Application Function may issue requests on behalf of applications not owned by the PLMN serving the UE.

If the operator does not allow an Application Function to access the network directly, the Application Function shall use the NEF to interact with the 5GC, as described in clause 6.2.10.

The Application Function may be in charge of the (re)selection or relocation of the applications within the local DN. Such functionality is not defined. For this purpose, the AF may request to get notified about events related with PDU sessions.

The AF requests are sent to the PCF via N5 (in case of requests regarding on-going PDU sessions of individual UEs, for an AF allowed to interact directly with the 5GC NFs) or via the NEF. Requests that target multiple UE(s) are sent via the NEF and may target multiple PCF(s). The PCF(s) transform(s) the AF requests into policies that apply to PDU sessions. When the AF has subscribed to SMF notifications, such notifications are sent directly to the AF (without involving the PCF)

The PCF may also subscribe to such notifications.

Such AF requests may contain at least:

1)
Information to identify the traffic to be routed. The traffic can be identified in the AF request by

-
Either a DNN and possibly slicing information (S-NSSAI) or an AF-Service-Identifier


When the AF provides an AF-Service-Identifier i.e. an identifier of the service on behalf of which the AF is issuing the request, the 5G Core maps this identifier into a target DNN and slicing information (S-NSSAI)


When the NEF process the AF request the AF-Service-Identifier may be used to authorize the AF request.

-
an application identifier or traffic filtering information (e.g. 5 Tuple). The application identifier refers to an application handling UP traffic and is used by the UPF to detect the traffic of the application

2)-
Information about the N6 traffic routing requirements for traffic identified as defined in 1). This is provided in the form of a list of routing profile IDs, corresponding each to a DNAI. Based on the routing profile ID the PCF determines traffic steering policy IDs sent to SMF that each corresponds to a steering behaviour which is preconfigured on the SMF or UPF.
NOTE 1:
The N6 traffic routing requirements are related to the mechanism enabling traffic steering in the local access to the DN. They are expected to correspond to local rules configured in the UPFs in order to support traffic steering. The routing profile IDs refer to a pre-agreed policy between the AF and the 5GC. This policy may refer to different steering policy ID(s) sent to SMF and e.g. based on time of the day etc.
NOTE 2:
The mechanisms enabling traffic steering in the local access to the DN are not defined.

3)-
Potential locations of applications towards which the traffic routing should apply. The potential location of application is expressed as a list of DNAI(s). If the AF interacts with the PCF via the NEF, the NEF may map the AF-Service-Identifier information to a list of DNAI(s). The DNAI(s) may be used for UPF (re)selection.

4)-
Information on the UE(s) whose traffic is to be routed. This may correspond to

-
Individual UEs identified using either an External Identifier or a MSISDN or an IP address/Prefix,

-
groups of UEs identified by a Group Identifier

-
any UE the request applies to any UE accessing the combination of DNN, S-NSSAI and DNAI(s).


In case of PDU type is IP, when the AF provides an IP address/Prefix this allows the PCF to identify the PDU-CAN session for which this request applies and the AF request applies only to the current PDU-CAN session of an UE. In this case, additional information such as the UE identity may also be provided to help the PCF to identify the correct PDU-CAN session.


Otherwise the request shall apply to any existing or future PDU session that matches the parameters in the AF request.


When the AF request targets any UE or a group of UE, the AF request is likely to influence multiple PDU sessions possibly served by multiple SMFs and PCFs.


When the AF request targets a group of UE it provides one or several Group Identifiers in its request. The group identifiers provided by the AF are mapped to IMSI-Group identifiers (defined in clause 5.9.5). Members of the group have this Group Identifier in their subscription. The Internal-Group Identifier is stored in UDM, retrieved by SMF from UDM and passed by SMF to PCF at PDU session set-up. The PCF can then map the AF requests with user subscription and determine whether an AF request targeting a Group of users applies to a PDU session.
Editor's note:
The term "PDU-CAN session" is to be defined in the PCC related clause.

5)-
Information on when (temporal validity condition) the traffic routing is to apply.

NOTE 4:
This allows to provide an expiry time for the AF request.
6)-
Information on where (spatial validity condition) the UE(s) are to be when the traffic routing applies.

7)-
AF subscription to following events:

-
Notifications about UP path management events: A change of DNAI for the UPF serving the UE. The corresponding notification about a change from source DNAI to target DNAI sent by the SMF to the AF includes the Identifier of the target DNAI, the IP address/prefix of the UE.

Editor's note:
Other elements required in the notification are FFS.


The subscription can be for early notification and/or late notification. In case of a subscription for early notification, the SMF sends the notification before executing the UPF (re)selection. In case of a subscription for late notification, the SMF sends the notification when the UPF (re)selection has completed.

An Application Function may send requests to influence SMF routeing decisions, for event subscription or for both.

The PCF, based on information received from the AF, operator's policy, etc. authorizes the request received from the application function and determines the traffic steering policy. The traffic steering policy indicates the list of suitable traffic steering policy IDs configured in SMF. The traffic steering policy IDs are related to the mechanism enabling traffic steering to the DN.

The DNAIs are related to the information considered by SMF for UPF selection, e.g. for diverting (locally) some traffic matching traffic filters provided by the PCF.
The PCF acknowledges the request to the AF or to the NEF.

For PDU-CAN session that corresponds to the AF request, the PCF provides the SMF with PCC rules that may contain information about the DNAI(s) towards which the traffic routing should apply and/or a list of traffic steering policy IDs and/or information on AF subscription to SMF events. This is done by providing policies at PDU-CAN session set-up or by initiating a PDU-CAN Session Modification procedure.

The SMF may, based on local policies, take this information into account to:

-
(re)select UPF(s) for PDU sessions. The SMF is responsible to handle the mapping between the UE location (TAI / Cell-Id) and DNAI(s) associated with UPF and applications. The SMF is responsible of the selection of the UPF(s) that serve a PDU session. This is described in clause 6.3.3.

-
activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). Such mechanisms are defined in clause 5.3.5. This may include providing the UPF with traffic forwarding (e.g. break-out) rules.

-
inform the Application Function of the (re)selection of the UP path (change of DNAI).

***** Start of Next Change *****
5.9
Identifiers

5.9.1
General

Each subscriber in the 5G system shall be allocated one 5G Subscription Permanent Identifier (SUPI).

Editor's note:
SUPI may be subject to enhanced privacy protection based on SA WG3 decision. The impact and adjustments needed to be done on SA WG2 is FFS.

The 5G system supports identification of subscriptions independently of identification of the user equipment. Each UE accessing the 5G system shall be assigned a Permanent Equipment Identifier (PEI).

The 5G system supports allocation of a temporary identifier (5G-GUTI) in order to support user confidentiality protection.

5.9.2
Subscription Permanent Identifier

A globally unique 5G Subscription Permanent Identifier (SUPI) shall be allocated to each subscriber in the 5G system.

The following have been identified as valid SUPI types for this Release:

-
IMSI as defined in TS 23.003 [19].

-
Network Access Identifier (NAI) using the NAI RFC 4282 [20] based user identification as defined in TS 23.003 [19].

NOTE:
By using the NAI, it will be possible to also use non-IMSI based SUPIs.

It is possible for a representation of the IMSI to be contained within the NAI for the SUPI e.g. when used over a non-3GPP Access Technology.

In order to enable roaming scenarios, the SUPI shall contains the address of the home network (e.g. the MCC and MNC in the case of an IMSI based SUPI).

For interworking with the EPC, the SUPI allocated to the 3GPP UE shall always be based on an IMSI to enable the UE to present an IMSI to the EPC.
***** Start of Next Change *****
5.9.4
5G Globally Unique Temporary Identifier
The AMF shall allocate a 5G Globally Unique Temporary Identifier (5G-GUTI) to the UE that is common to both 3GPP and non-3GPP access. It shall be possible to use the same 5G-GUTI for accessing 3GPP access and non-3GPP access security context within the AMF for the given UE. An AMF may re-assign a new 5G-GUTI to the UE at any time. The AMF may delay updating the UE with its new 5G-GUTI until the next NAS transaction.

The 5G-GUTI shall be structured as:


<5G-GUTI> := <GUAMI> <5G-TMSI>


where GUAMI identifies the assigned AMF and 5G-TMSI identifies the UE uniquely within the AMF.

The Globally Unique AMF ID (GUAMI) shall be structured as:


<GUAMI> := <MCC> <MNC> <AMF Region ID> <AMF Set ID> <AMF Pointer>


where AMF Region ID identifies the region, AMF Set ID uniquely identifies the AMF Set within the AMF Region and AMF Pointer uniquely identifies the AMF within the AMF Set.

NOTE 2:
The AMF Region ID addresses the case that there are more AMFs in the network than the number of AMFs that can be supported by AMF Set ID and AMF Pointer by enabling operators to re-use the same AMF Set IDs and AMF Pointers in different regions.

Editor's note:
Whether AMF Set ID and AMF Pointer need separate standardized fields, or can share a common code space is up to Stage 3.

Editor's note:
Mapping of the 5G-GUTI for interworking with EPC is FFS.
Editor's note:
It is assumed that Stage 3 will enable AMF implementations to support multiple GUAMIs.

The 5G-S-TMSI is the shortened form of the GUTI to enable more efficient radio signalling procedures (e.g. during Paging and Service Request) and is defined as:


<5G-S-TMSI> := <AMF Set ID> <AMF Pointer> <5G-TMSI>
Editor's note:
The structures of 5G-GUTI, GUAMI and 5G-S-TMSI can be removed once formally defined in TS 23.003.

***** Start of Next Change *****
6.3.2
SMF selection function

The SMF selection function is supported by the AMF and is used to allocate an SMF that shall manage the PDU Session.

The SMF selection function in the AMF shall utilize the Network Repository Function to discover the SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. The NRF provides the IP address or the FQDN of SMF instance(s) to the AMF.

Editor's note:
Further detailing of the cases where SMF selection is not using NRF is FFS.

Editor's note:
Whether the Network repository function (NRF) is an enhancement of DNS server will be determined by CT WGs. A proper reference will be added once this is available in stage 3.

The SMF selection function in AMF is applicable to both 3GPP access and non-3GPP access.

The following factors may be considered during the SMF selection:

-
Selected Data Network Name (DNN).

-
S-NSSAI.

-
Subscription information from UDM, e.g. whether local breakout may apply to the session.

-
Local operator policies.

-
Load conditions of the candidate SMFs.

Editor's note:
It is FFS what other information may be considered for SMF selection. It is also FFS what parts of S-NSSAI is considered, e.g. whether both SST and ST is used or only SST.

If there is an existing PDU Session for a UE to the same DNN and S-NSSAI used to derive the SMF, the same SMF may be selected.

Editor's note:
It is FFS if there are conditions under which the same SMF need to be selected for PDU Session to the same DNN and slice.

In the home-routed roaming case, the SMF selection function selects an SMF in VPLMN as well as an SMF in HPLMN.

If the UDM provides a DN subscription context that allows for handling the PDU Session in the visited PLMN (i.e. using LBO) for this DNN and, optionally, the AMF is configured to know that the visited VPLMN has a suitable roaming agreement with the HPLMN of the UE, the SMF selection function selects an SMF from the visited PLMN. If an SMF in VPLMN cannot be derived for the DNN and network slice, or if the subscription does not allow for handling the PDU Session in visited PLMN using LBO, then both a SMF in VPLMN and SMF in HPLMN are selected, and the DNN is used to derive an SMF identifier from the HPLMN.

Editor's note:
Impact on SMF selection for handovers between 3GPP and non-3GPP access is FFS

Editor's note:
Impact on SMF selection due to interworking with EPC is FFS
If the initially selected SMF in VPLMN (for roaming with LBO) detects it does not understand information in the UE request, it may reject the N11 message (related with a PDU session establishment request) with a proper N11 cause triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN (for home routed roaming).
***** Start of Next Change *****
6.3.6
N3IWF selection function

The UE performs N3IWF selection based on the ePDG selection mechanism as specified in the TS 23.402 [xx] clause 4.5.4 except for the following differences.

-
The Tracking/Location Area Identifier FQDN shall be constructed by the UE based only on the Tracking Area wherein the UE is located. The Location Area is not applicable on the 3GPP access.

-
The ePDG FQDN format is substituted by with N3IWF FQDN format as specified in TS 23.003 [xx].

Editor's note:
the reference to TS 23.003 might be revised whether definition related to 5G would be included in a different TS.

-
The ePDG identifier configuration and the ePDG selection information are substituted by the N3IWF identifier configuration and the N3IWF selection information respectively.

Editor's note:
Whether or how Network slice information can be used for when the UE performs the N3IWF selection is FFS.
***** Start of Next Change *****
7.2.5
UDM Services

The following NF services are specified for UDM:

Table 7.2.5-1: NF Services provided by UDM

	Service Name
	Description
	Reference in TS 23.502 [3]
	Example Consumer

	Nudm_UE context management
	1.
provide the NF consumer of the information related to UE's transaction information, e.g. UE's serving NF identifier, UE status, etc.
2.
allow the NF consumer to register, remove its information for the serving UE in the UDM
	5.2.3
	AMF, SMF, SMSF

	Nudm_Subscriber data management
	1.
Allow NF consumer to retrieve user subscription data when necessary
2.
Provide updated user subscriber data to the subscribed NF consumer;
	5.2.3
	AMF, SMF

	Nudm_Authentication
	1.
Provide updated authentication related subscriber data to the subscribed NF consumer.
	5.2.3
	AUSF


***** End of Changes *****
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