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**** FIRST CHANGE ****

4.2.3
Non-roaming reference architecture

Figure 4.2.3-1 depicts the non-roaming reference architecture with service-based interfaces within the Control Plane.
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Figure 4.2.3-1: 5G System Service-based architecture
**** NEXT CHANGE ****

A.1
High level architectural requirements

The policy framework shall provide the relevant parts of the PCC framework as specified in TS 23.203 [4], including:

a.
Policy Control Function (PCF) shall support interfaces to the Policy and Charging Enforcement Function (PCEF), Network Exposure Function (NEF), the Application Function (AF), and the Online Charging System (OCS).

b.
The PCF shall be able to evaluate operator policies that are triggered by events received from the PCEF, NEF, the AF, and the OCS.

c.
The PCF shall provide Rules for application and service data flow detection, gating, QoS and flow based charging to the PCEF.
d.
The Policy Framework shall be able to manage the Packet Filter Descriptions (PFDs) in the PCEF by the 3rd party AS via the NEF and PFDF.
e.
The Policy Framework shall support to negotiate the background data transfer policy with the 3rd party AS via the NEF.
f.
The PCF shall implement a Front End to access subscription information relevant for policy decisions in a User Data Repository (UDR) including dynamic profile updates pushed by the UDR.

g.
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point,
h.
The PCF shall be able to take input from Network Data Analytics (NWDA) into consideration E.g., for policies on assignment of network resources and for traffic steering policies and mobility restrictions
**** NEXT CHANGE ****

2.1
Reference architecture
The policy framework functionality is comprised by the functions of the Policy Control Function (PCF), policy and charging enforcement functionality supported by SMF and UPF, the Access and Mobility Policy Enforcement Function (AMPEF), the Online Charging System (OCS) and the Application Function (AF).

Figure A.2.1-1 shows the policy framework architecture (non-roaming) in 5G:
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Figure A.2.1-1: Overall non-roaming 5G Policy framework architecture
**** NEXT CHANGE ****



**** NEXT CHANGE ****

A.3.1.10
Network Data Analytics (NWDA)
A.3.1.10.1
General

NWDA is a network function that provides operator managed network data analytics. Network data analytics provided by NWDA are slice specific. For session level data analytics, the subscription to NWDA is on a S-NSSAI level and the NWDA is not required to be aware of the current subscribers using the slice. For access and mobility management data analytics, the subscription to the NWDA is on NSSAI level.  As configured by the operator, the NWDA notifies / publishes network status analytic information to NFs that  subscribe to it. This information is not subscriber specific. NFs may use data analytics to identify network behaviour and take corrective actions depending on the NF specific domain. E.g., The PCF may use network data analytics  in its policy decisions. 


**** END OF CHANGES ****
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