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Abstract of the contribution: This contribution proposes UE triggered Service Request procedure for non-3GPP access in TS 23.502. 

Introduction
It is proposed to include the section 4.12.x UE triggered Service Request via untrusted non-3GPP access in TS 23.502 to be aligned with UE triggered Service Request procedure for 3GPP access in in the clause 4.2.3.2-1.

Proposal
It is proposed to add the following texts into TS 23.502.
* * * Start of changes* * * *
[bookmark: _Toc480389670]4.12.x	UE triggered Service Request via untrusted non-3GPP access
The Service Request procedure is used by a UE to request the establishment of a secure connection to an AMF. The UE initiates the Service Request procedure via an untrusted non-3GPP access network in order to send uplink signalling messages or, user data. 


Figure 4.2.3.2-1: UE triggered Service Request via untrusted non-3GPP access
1. The UE connects to an untrusted non-3GPP access network as defined in step 1 of figure 4.12.2-1.
2. The UE proceeds with the establishment of an IPsec SA with the N3IWF by initiating the IKEv2 signalling procedure according to RFC 7296 [3] and RFC 5998 [4]. After step 2a all subsequent IKEv2 messages are encrypted and integrity protected. The UE send IKE_AUTH message with UE Temporary ID when the UE has previously registered.
3. The steps 2c to 6c in figure 4.12.2-1 are performed according to Registration via untrusted non-3GPP access. The AMF verifies security parameters according to the UE security context stored in the AMF. Based on the verification result, the AMF may skip the UE authentication procedures and derives the security keys for the N3IWF based on existing UE security context.
Editor's note: The detailed procedure for skipping UE authentication during Service Request over untrusted non-3GPP access is FFS to reuse the existing UE security context in AMF.
4. The signalling IPsec SA shall be configured to operate in transport mode. The SPI value is used to determine if an IPsec packet carries a NAS message or not.
5. The steps 1 to 5 in figure 4.2.3.2-1 are performed according to UE triggered Service Request procedure.
6. IPsec child SA(s) for the PDU session(s) is established according to Step 4a-4d in clause 4.12.4. If the UE triggered the Service Request to establish a signalling connection only, step 6 is skipped.
7. The steps 7 to 12 in figure 4.2.3.2.-1 are performed according to the UE triggered Service Request procedure.
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7. Step 7 to 12 in Figure 4.2.3.2-1 UE triggered Service Request procedure
4. IPSec SA for NAS signaling established
3. Step 2c to 6c in Figure 4.12.2-1 Registration via untrusted non-3GPP access
6. IPsec Child SA(s) establishment of step 3 to 4 in Figure 4.12.4-1 PDU session establishment
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