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*** Start of Changes ***

 5.11
PCC/ADC related functions

5.11.1
Activation/Deactivation of predefined PCC/ADC rules

A predefined PCC/ADC rule is configured in the CP function.

The traffic detection filters required in the UP function can be configured either in the CP function and provided to the UP function, as service data flow filter(s) in the PDR, or be configured in the UP function, as the application detection filter identified by an application identifier contained in the PDR. For the latter case, the application identifier has to be configured in the UP function.



The traffic handling policy,  which can be any of the three “enforcement” rules, i.e. QER, URR and FAR, can be configured in either CP function or UP function.
When a predefined PCC/ADC rule is activated/deactivated by the PCRF, PGW-C/TDF-C shall decide what information has to be provided to the PGW-U/TDF-U to enforce the rule based on where the traffic detection filters (i.e. service data flow filter(s) or application detection filter),  and traffic handling policies are configured and where they are enforced:
-
If the predefined PCC/ADC rule contains an application identifier for which corresponding application detection filters are configured in the UP function, the PGW-C/TDF-C shall provide a corresponding application identifier to the UP function in the PDR;

-

-
If the predefined PCC/ADC rule contains service data flow filter(s), the PGW-C/TDF-C shall provide them to the PGW-U/TDF-U in the PDR;

-

-
If the predefined PCC/ADC rule contains traffic handling policies, the PGW-C/TDF-C shall provided them to the UP function over dynamic QER, URR and FAR rules;
-
If the predefined PCC/ADC rule contains QER, URR and/or FAR rule ID(s), for which the relevant parameters are configured in the UP function, the PGW-C/TDF-C shall activate them with the corresponding QER, URR and/or FAR rule ID(s).
The CP function shall maintain the mapping between a PCC/ADC rule received over Gx/Sd and the flow level PDR rule(s) used on Sx. 
If a single PCC/ACD rule is mapped to a single or multiple PDR rules, PGW-C/TDF-C shall generate the precedence of each PDR rule based on the value of the precedence of the PCC/ACD rule.

If multiple PCC/ADC rules are mapped to a single PDR rule which contains multiple QER/FAR/URR rules. The PGW-C/TDF-C shall generate precedence of each QER/FAR/URR rule based on the value of the precedence of the corresponding PCC/ACD rule.
5.11.2
Enforcement of dynamic PCC/ADC rules

The application detection filters required in the UP function can be configured either in the CP function and provided to the UP function as the service data flow filter, or be configured in the UP function identified by an application identifier.

When receiving a dynamic PCC/ADC rule from the PCRF which contains an application identifier and/or traffic handling policies:

-
 if the application detection filter is configured in the PGW-C/TDF-C, the PGW-C/TDF-C shall provide it in the service data flow filter to the UP function, as well as traffic handling policies received from the dynamic PCC/ADC rule;
-
otherwise, the PGW-C/TDF-C shall provide to PGW-U/TDF-U with only traffic handling policies as required based on the dynamic PCC/ADC rule.

The CP function shall maintain the mapping between a PCC/ADC rule received over Gx/Sd and the flow level PDR(s) used on Sx.
If a single PCC/ACD rule is mapped to a single or multiple PDR rules, PGW-C/TDF-C shall generate the precedence of each PDR rule based on the value of the precedence of the PCC/ACD rule.

If multiple PCC/ADC rules are mapped to a single PDR rule which contains multiple QER/FAR/URR rules. The PGW-C/TDF-C shall generate precedence of each QER/FAR/URR rule based on the value of the precedence of the corresponding PCC/ACD rule.
5.11.3
Redirection

The uplink application's traffic redirection may be enforced either in the PGW-C/TDF-C (as specified in 5.4.2 Control of user plane forwarding) or directly in the UP function. The redirect destination may be provided in the dynamic PCC/ADC rule or be preconfigured, either in the CP function or in the UP function.

When receiving redirect information (redirection enabled/disabled and redirect destination) within a dynamic PCC/ADC rule or being activated/deactivated by the PCRF for the predefined redirection policies, PGW-C/TDF-C shall decide whether to provide and what information to be provided to the UP function based on where the redirection is enforced and where the redirect destination is acquired/preconfigured. When redirection is enforced in the UP function and the redirect destination is acquired from the dynamic PCC/ACD rule or is configured in the CP function, CP function shall provide the redirect destination to the UP function. When redirection is enforced in the CP function, CP function shall instruct the UP function to forward applicable user plane traffic to the CP function.
*** Next Change ***
7.4
Usage Reporting Rule

The following table describes the Usage Reporting Rule (URR) that defines how a packet shall be accounted as well as when and how to report the measurements.

Table 7.4-1: Attributes within Usage Reporting Rule
	Attribute
	Description
	Comment
	Applicability

	
	
	
	SGW


	PDN GW
	TDF

	Session ID
	Identifies the session associated to this URR
	
	X
	X
	X

	Rule ID
	Unique identifier to identify this information.
	
	X
	X
	X

	Measurement Key


	Unique identifier of this Usage Reporting Rule. The CP function uses the measurement key to group flows that share a common measurement
	This allows generation of measurements for flow based charging, flow based usage monitoring, bearer based monitoring and session based usage monitoring.
	X
	X
	X

	Active/Inactive
	Determines if measurement shall be performed (active), or if measurement shall be paused (inactive).
	This is used with the Pause of Charging described in clause 5.3.4.
	
	X
	

	Reporting triggers
	One or multiple of the events can be activated for the generation and reporting of the usage report.
	Applicable events include:

Start/stop of traffic detection with/without application instance identifier and deduced SDF filter reporting; Deletion of last rule for measurement key; Periodic measurement threshold reached; Volume/Time/Event measurement threshold reached; Immediate report requested; Measurement of incoming UL traffic; Measurement of discarded DL traffic.
	X
	X
	X

	Periodic measurement threshold 
	Defines the point in time for sending a periodic report for this measurement key (e.g. timeofday)
	This allows generation of periodic usage report for e.g. offline charging.

It can also be used for realizing the Monitoring time of the usage monitoring feature.

It can also be used for realizing the Quota-Idle-Timeout, i.e. to enable the CP function to check whether any traffic has passed during this time.
	X
	X
	X

	Volume measurement threshold
	Value in terms of uplink and/or downlink and/or total byte-count when the measurement report is to be generated.
	
	X
	X
	X

	Time measurement threshold
	Value in terms of the time duration (e.g. in seconds) when the measurement report is to be generated.
	
	X
	X
	X

	Event measurement threshold
	Number of events (identified according to a locally configured policy) after which the measurement report is to be generated.
	
	
	X
	X

	Inactivity detection time


	Defines the period of time after which the time measurement shall stop, if no packets are received. 
	Timer corresponding to this duration is restarted at the end of each transmitted packet.
	
	X
	X

	Event based reporting
	Points to a locally configured policy which is identifies event(s) trigger for generating usage report.
	
	
	X
	X


Editor's note:
If the above attributes cover everything or more attributes are needed is FFS.
*** End of Changes ***

