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Abstract of the contribution: This contribution proposes to solve the current confusion/complexity regarding handling of SSC modes of multiple "branches" of a PDU session, by coming back to the original purpose of SSC modes and define them from the UE perspective.
1. Discussion
1.1
General

1.1.1
Introduction

The current definitions of SSC modes are the following:

Service Continuity: The uninterrupted user experience of a service, including the cases where the IP address and/or anchoring point change.
Session Continuity: The continuity of a PDU session. For PDU session of IP type "session continuity" implies that the IP address is preserved for the lifetime of the PDU session.
In the main boday of the text, however, it is described like this:

The 5G system supports different session and service continuity (SSC) modes defined in this clause. The SSC mode associated with a PDU session anchor does not change during the lifetime of a PDU session.
For a PDU session anchor of SSC mode 1, the UPF acting as PDU session anchor at the establishment of the PDU session is maintained regardless of the access technology (e.g. Access Type and cells) a UE is successively using to access the network. In case of a PDU session of IP type, IP continuity is supported regardless of UE mobility events.
If a PDU session has a single PDU session anchor of SSC mode 2, the network may trigger the release of the PDU session and instruct the UE to establish a new PDU session to the same data network immediately. At establishment of the new PDU session, a new UPF acting as PDU session anchor can be selected.

For PDU session of SSC mode 3, the network allows the establishment of UE connectivity via a new PDU session anchor to the same data network before connectivity between the UE and the previous PDU session anchor is released. When trigger conditions apply, the network decides whether to select a PDU session anchor UPF suitable for the UE's new conditions (e.g. point of attachment to the network).

SSC mode selection is introduced like this:
The SSC mode selection policy shall be used to determine the type of session and service continuity mode associated with an application or group of applications for the UE.

The purpose of SSC modes is to allow a predictable handling of the PDU session during its lifetime, especially in relation to its anchoring to the data network. This allows the UE and the network to set a "contract" as to how a PDU session anchoring can change.

From the UE perspective, this is necessary as some applications may not be able to "survive" an IP address change. Other applications may not care at all, as long as they have access to the Data Network. Others may be able to cope with an IP address change, but may require to have access to both "old" and "new" address for a certain amount of time, to "handover" the service to the new address (or if they have to properly complete ongoing interactions using the old IP address, while starting new interactions using the new IP address).

In the simpler case, one PDU session = one PDU session anchor, the current definition based on maintaining the PDU session anchor may be sufficient (although it does prevent by definition "UPF relocation" scenarios where the IP address is maintained, for SSC1 sessions).

However, we have defined in 5GC a number of features that allow multiple "branches" for a single PDU session, hence multiple PDU session anchors, be it with one or multiple IP addresses (by using a combination of UL-CLs, branching points, etc). Especially in the UL-CL case, these additional branches are not visible to the UE, and their relocation should thus be transparent to the UE in any case, whatever the original SSC mode.

Assigning modes to these additional branches and trying to understand what is possible for a network to do with them has rapidly become a source of confusion and complexity in our work.

NOTE:
The current discussion focuses on PDU sessions of IP type. See 1.2.3 for a discussion on PDU sessions of non-IP type.

1.1.2
Defining SSC modes from the point of view of the UE

The main purpose of SSC modes is to make sure that the network only perform changes of IP addresses for a PDU session in a manner that is not disrupting the services of the UE applications using this PDU session. Thus, SSC modes could be simply defined from a UE perspective (for now, we focus on IP addresses, but the mechanism is generic for all types of PDU sessions), as a sort of "contract" between the UE and the network:
-
SSC mode 1: for this PDU session, the IP address assigned to the PDU session will not change for the lifetime of the PDU session.

-
SSC mode 2: for this PDU session, the IP address assigned to the PDU session may have to change during the lifetime of the PDU session.

-
SSC mode 3: for this PDU session, the IP address assigned to the PDU session may have to change during the lifetime of the PDU session. However, for a certain time, the old IP address and the new IP address will be available simultaneously in order for the applications to maintain service continuity.

The network is then able to manipulate the User Plane path and UPFs allocated to this PDU session as it needs, as long as the "contract" of SSC mode is fulfilled from the UE perspective.

Proposal 1: SSC modes are defined from a UE perspective.
1.1.3
Consequence on user plane management
Moving back to a UE-centric definition of the SSC modes simplifies the handling of the PDU session branches from a network perspective:

-
the network is able to change UPF anchors at will as long as the changes are transparent to the UE.
-
Especially, secondary branches of a UL-CL now become "invisible" to the UE, and can be changed at will, as long as the network ensures continuity of the DL traffic. There is thus no need to try and assign SSC modes to these secondary branches.

-
SSC modes can be assigned per IP address/prefix. I.e. in most cases, there would be only one SSC mode per PDU session. For the case of multi-homed IPv6 PDU sessions, please see 1.2.2 below.
1.2
Specific considerations
1.2.1
PDU sessions with UPF using UL-CL

1.2.1.1
Impact of UL-CL on PDU sessions in relation to SSC modes
For some PDU sessions, the SMF may have inserted a UPF for the purpose of UL-CL, i.e. routing some UL traffic to a secondary branch. The source IP address of the UE for this secondary branch is the same as for the primary branch. Note that there could be multiple UL-CL in the path of the primary and secondary branches if necessary.

This can be done regardless of the SSC mode of the PDU session.

If the SMF needs to change a PDU session anchor on a secondary branch, this would be transparent to the UE, as the IP address (defined by the PDU session anchor of the primary branch) would not change. The secondary branches do not need to be assigned an SSC mode (which would be meaningless in the new definition). That secondary PDU session anchor relocation is now a procedure unrelated to SSC modes.
If the SMF needs to change (insert/relocate/remove) a UL-CL in the path, this is now also independent from SSC modes, as it is "invisible" to the UE.

1.2.1.2
UL-CL change in conjunction with SSC2 relocation

A secondary aspect is the change of UL-CL in relation to a PDU session anchor relocation for SSC mode 2/3. In case of UE mobility, the SMF may consider that it is appropriate to change the location of a UL-CL UPF, and it may also consider that it is appropriate to change the location of the primary UPF anchor in case the PDU session is set to SSC2 or SSC3. This could be done in conjunction with handover.

However, the decision process for changing a UL-CL may include different considerations than just the UE mobility (handover). This is even more true for the relocation of a UPF anchor, where yet different considerations need to be taken in account.

It is thus proposed that these three mechanisms (UL-CL UPF relocation, PDU session anchor relocation, handover) are kept independent from each other.

However, in order to minimise the user plane path changes, it is possible to consider optimised procedures containing two or all of these mechanisms together.

Proposal 2: UL-CL UPF relocation and UPF anchor relocation are in principle independent from each other and independent from the handover procedure. Optimisations can be considered in case they are expected to happen concurrently.

1.2.2
Multi-homed IPv6 PDU sessions

The proposed definition of SSC modes is targeted at maintaining service continuity and possibly session continuity from a UE perspective.

In case of multi-homed IPv6 PDU sessions, multiple IPv6 prefixes are assigned to the UE within a single PDU session.

Two usages have been described in §5.6.4.3 for doing this:

-
accessing a given DN over multiple accesses (DN Access)

-
performing SSC3 continuity.

In the first case, as there is no specific expectation as to the usage of each IPv6 prefix, it is not possible to "guess" whether it is acceptable to make them unavailable at some point or not. Hence, each IPv6 prefix needs to be assigned an SSC mode. We have thus multiple options:

-
all IPv6 prefixes share the same SSC mode as negotiated during PDU session setup. While this is simpler, this may lead to unwanted resource usage in case of SSC mode 1 (as all IPv6 prefix would have to be maintained for the lifetime of the PDU session)

-
each IPv6 prefix has its own SSC mode. The SSC mode negotiated at PDU session setup only applies to the first IPv6 prefix, each new prefix needs a SSC mode negotiation between the UE and the network. This could be signalling heavy.

-
each IPv6 prefix has its own SSC mode. The SSC mode negotiated at PDU session setup applies to the first IPv6 prefix, each new IPv6 prefix as an SSC mode set according to predefined rules (e.g. all subsequent IPv6 prefixes are using SSC3 – this is the current design).

Proposal 3: In case a PDU session of type IPv6 establishes additional IPv6 prefixes for a session, in this release, all additional IPv6 prefixes are set to SSC3 regardless of the SSC mode of the original prefix.

1.2.3
non-IP PDU sessions

While the description has focused on IP traffic, the same considerations can apply to non-IP traffic.

In general, it would be expected that without support from the deployment of the non-IP traffic, it is likely that SSC1 is assigned to PDU session of non-IP type.

However, provided the deployment can cater for renegotiation of the addressing mechanism (akin to IP address for IP traffic) during the lifetime of the PDU session, the different SSC modes could also apply to non-IP traffic:

-
SSC mode 1: there is no impact to the UE on non-IP addressing during the lifetime of the PDU session.

-
SSC mode 2/3: to maintain the traffic, the network is allowed to change the DN access for the PU session. Whatever addressing mechanism is used can result in the UE contact point ("address") to be changed as part of the procedure.

-
SSC mode 3: as SSC mode 2, but the old contact point is maintained simultaneously with the new contact point for a certain time.

With this principle, the difference between IP and non-IP traffic is mainly a terminology issue.

Proposal 4: SSC modes can be supported for PDU session of non-IP type.

1.2.4
Impact on existing UE policies related to SSC modes

Unsurprisingly, the definitions of the UE policies defined in section A.3.1.8 are currently compatible with a definition of SSC modes from a UE perspective.

SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.

Continuity Types: This includes the SSC Mode (see clause 5.6.9.2) required for the matching traffic. It may also include multiple SSC Modes in priority order if the matching traffic may be transferred over a PDU session supporting any of these SSC Modes. It is used to associate the matching traffic with one or more SSC modes.

If a UE application requests a specific SSC Mode, S-NSSAI and/or DNN, the traffic of this application shall be routed to a PDU session that supports the requested SSC Mode, S-NSSAI and DNN. The SSC Mode, S-NSSAI and DNN requested by the UE application shall take precedence over the corresponding values in the URSP rules.

It is thus proposed to leave them unchanged with respect to the update of the SSC mode definition.
1.2.5
Side issue: how should SSC mode 2 be considered

As a side issue, during discussions in past meetings, it has become clear that there is a different understanding with respect to the purpose of SSC mode 2. The two "extremes" of these views could be summarised as below:

-
Delay-tolerant SSC2: the release of the "old" PDU session and the establishment of the "new" PDU session are kept separate and are performed in sequence. The UE may decide not to establish the new PDU session. The old and new PDU sessions could almost be considered two PDU sessions from the network perspective (although more consideration is required for this)

-
Seamless SSC2: the release of the old UPF anchor and establishment of the new UPF anchor are a single procedure from the network and UE perspective. I.e. the UE is expected to continue using the PDU session. Both release and establishment can be performed in parallel. From the UE perspective, this may be considered a single procedure.

While delay-tolerant SSC2 allows the reuse of regular release & setup procedures, it is less efficient in its execution, and traffic for the service will be interrupted for a while. There would be no continuity from the network and from the UE perspective between the two sessions. This could be even implemented by a single flag to a session release NAS message to the UE ("re-establish"). However, it may be considered whether this would really be a SSC mode.

Seamless SSC2 is very close to SSC3. However, "old" and "new" UP resources in SSC2 are not expected to be used simultaneously. Indeed, SSC3 then is only about maintaining the "old" resources for a certain time beyond the establishment of the new resources.

It is proposed to favour "Seamless SSC2" as it maintains a seamless access to the DN, and avoids the UE to be forced to select SSC3 for seamless sessions even in cases it does not need simultaneous use of old and new addresses.
Solutions (proposed to be evaluated at the next meeting once this proposal is discussed and concluded) to support SSC2 should minimise the interruption time on the user plane, without overly impacting the UE session management.

Proposal 5: SSC mode 2 should be designed to minimise the interruption time on the user plane while considering minimising the impact on the UE management of sessions, so that there is no adverse impact on the quality of experience for the PDU session during the procedure.
1.3
Conclusion
The proposal above simplifies the meaning of SSC "Session and Service Continuity" modes, and avoids to use them in connection with procedures unrelated to session and service continuity. It should simplify our specifications
2. Proposal
It is proposed to adopt the following proposals:

Proposal 1: SSC modes are defined from a UE perspective

Proposal 2: UL-CL UPF relocation and UPF anchor relocation are in principle independent from each other and independent from the handover procedure. Optimisations can be considered in case they are expected to happen concurrently.

The following two proposals are unchanged from the current specifications, but are maintained with the new definitions of SSC modes:
Proposal 3: In case a PDU session of type IPv6 establishes additional IPv6 prefixes for a session, in this release, all additional IPv6 prefixes are set to SSC3 regardless of the SSC mode of the original prefix.

Proposal 4: SSC modes can be supported for PDU session of non-IP type.

The following proposal is not strictly related to the change of the definition, but is updating the definition of SSC mode 2, and solutions should be evaluated at the next meeting:
Proposal 5: SSC mode 2 should be designed to minimise the interruption time on the user plane while considering minimising the impact on the UE management of sessions, so that there is no adverse impact on the quality of experience for the PDU session during the procedure.
Accordingly, it is proposed to make the following changes to the TS 23.501.
Additionally, section 5.6.9.4 "Tunnelling for Unstructured PDU type data" is renumbered to 5.6.10 as it is unrelated to session and service continuity.

See the companion paper S2-17xxxx for impacts on TS 23.502.

* * * Beginning of changes * * * 
5.6.9
Session and Service Continuity

5.6.9.1
General

The support for session and service continuity in 5G system architecture enables to address the various continuity requirements of different applications/services for the UE. The 5G system supports different session and service continuity (SSC) modes defined in this clause. The SSC mode associated with a PDU session anchor does not change during the lifetime of a PDU session.
5.6.9.2
SSC mode

5.6.9.2.1
SSC Mode 1

For a PDU session of SSC mode 1, session continuity is maintained, i.e. the network will not perform any change of UPF acting as PDU session anchor that would not be transparent for the UE, such as a change of address (e.g. IP address, for PDU sessions of IP type), regardless of the access technology (e.g. Access Type and cells) a UE is successively using to access the network.

In case of a PDU session of IP type, IP continuity is supported regardless of UE mobility events, i.e. the IP address provided at the establishment of the PDU session is maintained during the lifetime of the PDU session.

In this release, for a multi-homed PDU session where the first PDU session anchor operates in SSC mode 1, the SSC mode 1 applies only to the first Prefix of the PDU session: for such sessions, if the network decides (based on local policies) to allocate additional PDU session anchors / Prefixes to a PDU session established in SSC mode 1, SSC mode 3 applies to these additional Prefixes.

In this release, when UL CL applies to a PDU session where the first PDU session anchor operates in SSC mode 1, the SSC mode 1 applies only to the Prefix/address sent to the UE. If the network decides (based on local policies) to allocate additional PDU session anchors to such a PDU session, there is no SSC mode associated to these additional PDU session anchors as they are not visible from the UE (the same source IP address is used for all PDU session anchors).

SSC mode 1 may apply to any PDU session type and to any access type.

5.6.9.2.2
SSC Mode 2

For PDU session of SSC mode 2, service continuity is maintained, but not session continuity, i.e. the network is able to perform a change of UPF acting as PDU session anchor which would not be transparent for the UE, such as change of IP address or IP prefix for PDU sessions of IP type. The access via the old PDU session anchor is not accessible once the new PDU session anchor to the same data network is established.
If a PDU session has a single PDU session anchor of SSC mode 2, the network may trigger the release of the PDU session and instruct the UE to establish a new PDU session to the same data network immediately, for which a new UPF acting as PDU session anchor can be selected. The interruption time between the release of the old user plane path and the setup of the new user plane path is minimised to ensure service continuity.
Otherwise, if a PDU session has multiple PDU session anchors (i.e., in case of multi-homed PDU sessions), SSC mode 2 applies to all PDU session anchors of the PDU session.
SSC mode 2 may apply to any PDU session type and to any access type.
NOTE:
In UL CL mode, the UE is not involved in PDU session anchor relocation procedure, so that the existence of multiple PDU session anchors is not visible to the UE.
5.6.9.2.3
SSC Mode 3

For PDU session of SSC mode 3, service continuity is maintained, but not session continuity, i.e. the network is able to perform a change of UPF acting as PDU session anchor which would not be transparent the UE, such as change of IP address or IP prefix for PDU sessions of IP type. The network allows the establishment of UE connectivity via a new PDU session anchor to the same data network before connectivity between the UE and the previous PDU session anchor is released. When trigger conditions apply, the network decides whether to select a PDU session anchor UPF suitable for the UE's new conditions (e.g. point of attachment to the network).

SSC mode 3 may apply to any PDU session Type and to any access type.

In case of a PDU session of IP Type, during the procedure of change of PDU session anchor,

-
the new IP prefix anchored on the new PDU session anchor may be allocated within the same PDU session (relying on IPv6 multi-homing defined specified in clause 5.6.4) or

-
This may apply to the case of a PDU session set up in SSC mode 3 or to the additional PDU session anchors of a PDU session established in SSC mode 1

-
the new IP address/prefix may be allocated within a new PDU session that the UE is triggered to establish.

-
This may only apply to the case of a PDU session set up in SSC mode 3

After the new IP address/prefix has been allocated, the old IP address/prefix is maintained during some time indicated to the UE and then released.
5.6.9.3
SSC mode selection

The SSC mode selection policy shall be used to determine the type of session and service continuity mode associated with an application or group of applications for the UE.

It shall be possible for the operator to provision the UE with SSC mode selection policy. This policy includes one or more SSC mode selection policy rules which can be used by the UE to determine the type of SSC mode associated with an application or group of applications. The policy may include a default SSC mode selection policy rule that matches all applications of the UE.

When an application requests data transmission (e.g. opens a network socket) and the application itself does not specify the required SSC mode, the UE determines the SSC mode associated with this application by using the SSC mode selection policy; and:

a)  If the UE has already an active PDU session that matches the SSC mode associated with the application, then the UE routes the data of the application within this PDU session unless other conditions in the UE do not permit the use of this PDU session. Otherwise, the UE requests the establishment of a new PDU session with an SSC mode that matches the SSC mode associated with the application.

b)  The SSC mode associated with the application is either the SSC mode included in a non-default SSCMSP rule that matches the application or the SSC mode included in the default SSC mode selection policy rule, if present. If the SSCMSP does not include a default SSCMP rule and no other rule matches the application, then the UE requests the PDU session without providing the SSC mode. In this case, the network determines the SSC mode of the PDU session.

The SSC mode selection policy rules provided to the UE can be updated by the operator.

The SMF receives from the UDM the list of supported SSC modes and the default SSC mode per DNN as part of the subscription information.

Editor's note:
Whether SSC mode related subscription is related with slicing is FFS.

If a UE provide an SSC mode when requesting a new PDU session, the SMF selects the SSC mode by either accepting the requested SSC mode or modifying the requested SSC mode based on subscription and/or local configuration.

If a UE does not provide an SSC mode when requesting a new PDU session, then the SMF selects the default SSC mode for the data network listed in the subscription or applies local configuration to select the SSC mode.
The SMF shall inform the UE of the selected SSC mode for a PDU session.

5.6.10
Tunnelling for Unstructured PDU type data

Different Point-to-Point (PtP) tunnelling techniques may be used to deliver Unstructured PDU type data to the destination (e.g. application server) in the Data Network via N6.

Point-to-point tunnelling based on UDP/IP encapsulation as described below may be used. Other techniques may be supported.
When Point-to-Point tunnelling based on UDP/IPv6 is used, the following considerations apply:

-
IPv6 prefix allocation for PDU sessions are performed locally by the (H-)SMF without involving the UE.

-
The UPF(s) acts as a transparent forwarding node for the payload between the UE and the destination in the DN.

-
For uplink, the UPF forwards the received Unstructured PDU type data to the destination in the data network over the N6 PtP tunnel using UDP/IPv6 encapsulation.

-
For downlink, the destination in the data network sends the Unstructured PDU type data using UDP/IPv6 encapsulation with the IPv6 address of the PDU Session and the 3GPP defined UDP port for Unstructured PDU type data. The UPF acting as PDU Session Anchor decapsulates the received data (i.e. removes the UDP/IPv6 headers) and forwards the data identified by the IPv6 prefix of the PDU session for delivery to the UE.

-
The (H-)SMF performs the IPv6 related operations but the IPv6 prefix is not provided to the UE, i.e. Router Advertisements and DHCPv6 are not performed. The SMF assigns an IPv6 Interface Identifier for the PDU session. The allocated IPv6 prefix identifies the PDU session of the UE.
* * * End of changes * * * 
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