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Discussion

1
Introduction

This paper proposes how to discover and select the PCF in the 5G core network.
The Policy Control Function (PCF) defined in 3GPP TS 23.501 is one logical function that allows to provide different policy decisions to the AMF and the SMF. The following picture shows the policy reference architecture.
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 Figure A.2.1-1: Overall non-roaming 5G Policy framework architecture

The PCF evaluates operator policies that are triggered by events received from the Application Function, the Session Management Function, Access and Mobility Management Function and the Online Charging System as well as Changes in User Profile.

For policy control, the AF interacts with the PCF and the PCF interacts with the SMF as instructed by the AF as specified in TS 23.203 [4].
The PCF retrieves the policy subscription profile from the UDR so any PCF can serve any subscriber. This means that the AMF can select any PCF to request access and mobility management policies.  The SMF can also select any PCF to request policies.
The PCF correlates the AF service session information received over N5 with the right PDU-CAN session received over N7 from the SMF.
Currently, there is no use case that requires PCF to correlate the AMF session with other session handled in PCF.

In a scenario in which multiple PCFs are deployed in a network (e.g. for scalability reasons) providing functionality of N7 and N5 interfaces, a logical function is needed in the network to assure that the N5 session from an AF reaches the PCF that is holding the corresponding N7 session information.

When deployed, this logical entity needs to be contacted at first interaction point for a given SMF and PDU-CAN session. This entity selects the PCF at PDU-CAN session establishment by the SMF. Then, it keeps status of the assigned PCF for a certain UE and PDU-CAN session and ensures that the same PCF is contacted for N5 interaction related to the established PDU-CAN session.
The following principles are applicable for PCF selection and discovery:

-
A single logical PCF entity may be deployed by means of multiple and separately addressable PCFs.

-
The PCF must be able to correlate the AF service session established over N5 with the right PDU‑CAN session (PCC Session binding) established over N7.

-
It shall be possible to deploy a network so that a PCF may serve only specific DN(s). For example, PCC may be enabled on a per DNN basis.

-
It shall allow that entities contacting the PCF may be able to provide different sets of information about the UE and DN connections. For example:

-
The AF has information about UE IP address in case of IP PDU, may have information about DNN but may not have user identity information.

-
The SMF has information about user identity, the DNN and, in case of IP PDU, the UE IP address(es) for a certain PDU session.

-
The AMF has information about user identity.

.-
Unique identification of a PDU CAN session in the PCF shall be possible based on the (UE ID, DNN ID)-tuple, the (UE IP Address(es), DNN ID)-tuple and the (UE ID, UE IP Address(es), DNN ID).

-     The SMF may utilize the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured on SMF. The following factors may be considered during the PCF selection:

-
Local operator policies.

-
Selected Data Network Name (DNN).
      Note: When there are several PCFs deployed in the network, the SMF can perform PCF selection if there is no need to address the same PCF for N7 session and N5 session
-     The AMF may utilize the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured on AMF. The following factors may be considered during the PCF selection:

-
Local operator policies.

In order to ensure that an AF for a certain PDU‑CAN session reaches the PCF holding the PDU-CAN session information when multiple and separately addressable PCFs have been deployed, an optional logical function is required in the network with following characteristics:

-
The function has information about the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU‑CAN Session.

- 
When this function first receives a request for a certain PDU‑CAN Session (e.g. from the SMF), it selects a suitable PCF for the PDU-CAN Session and stores the PCF address. Subsequently, the function can retrieve the selected PCF address according to the information carried by the incoming requests from the AF.

-
When the PDU‑CAN Session terminates, the function shall remove the information about the PDU‑CAN Session.

-
In roaming scenario, home routed or local breakout, if the function is deployed, the vPCF is selected by the function located in the visited PLMN, and the hPCF is selected by the function located in the home PLMN.

2
Proposal

The following solution is proposed to be updated to TS 23.501 to specify the slicing in the PCF architecture.
* * * First change* * * *
A.3.1.9
Policy Control Subscription information management

The PCF may request subscription information from the UDR at establishment, modification, or termination of a PDU-CAN session, and at UE Context Establishment or termination.

The PCF may provision policy control related information to the UDR.

The PCF may receive notifications from the UDR on changes in the subscription information. Upon reception of a notification, the PCF shall make the policy control decisions necessary to accommodate the change in the subscription and shall update the PCEF and/or the AMPEF if needed.

The UDR may provide the following subscription profile information:

-
Subscriber's allowed services;

-
Information on subscriber's allowed QoS;

-
Subscriber's charging related information;

-
Subscriber category;

-
Subscriber's usage monitoring related information;

-
MPS EPS Priority, MPS Priority Level, and IMS Signalling Priority;

-
Subscriber's profile configuration indicating whether application detection and control can be enabled.

-
Spending limits profile information;

-
Sponsored data connectivity profiles;

-
Service area restrictions;

-
RAT Frequency Selection Priority (RFSP) information.
Editor's note:
The list above covers subscription profile information for policy control functionality that is addressed in the document so far. Additional policy-related subscription data is to be added when the related functionality is agreed.
A.3.1.10
Network Data Analytics (NWDA)
A.3.1.10.1
General

NWDA represents operator managed network analytics logical function. NWDA provides slice specific network data analytics to the PCF. The subscription to NWDA by PCF is on a network slice level and the NWDA is not required to be aware of the current subscribers using the slice. NWDA notifies / publishes slice specific network status analytic information to the PCF(s) that are subscribed to it. This information is not subscriber specific. PCF uses that data in its policy decisions.

NOTE:
NWDA functionality beyond its support for N23 is out of scope of 3GPP.
A.3.1.11
Traffic steering information

The PCF may provide traffic steering information to the SMF in the PCC rules for the purpose of steering the subscriber's traffic appropriately, e.g. diverting (locally) some traffic matching traffic filters provided by the PCF.

The traffic steering information consists of a list of traffic steering profile IDs.
A.2.1.1

PCF Discovery and Selection

A.2.1.1.1 
General principles

This clause describes the underlying principles for PCF selection and discovery:

-
A single logical PCF entity may be deployed by means of multiple and separately addressable PCFs.

-
The PCF must be able to correlate the AF service session established over N5 with the right PDU‑CAN session (PCC Session binding) established over N7.
-
It shall be possible to deploy a network so that a PCF may serve only specific DN(s). For example, PCC may be enabled on a per DNN basis.

-
It shall allow that entities contacting the PCF may be able to provide different sets of information about the UE and DN connections. For example:

-
The AF has information about UE IP address in case of IP PDU, may have information about DNN but may not have user identity information.

-
The SMF has information about user identity, the DNN and, in case of IP PDU, the UE IP address(es) for a certain PDU session.

-
The AMF has information about user identity.
-
Unique identification of a PDU CAN session in the PCF shall be possible based on the (UE ID, DNN ID)-tuple, the (UE IP Address(es), DNN ID)-tuple and the (UE ID, UE IP Address(es), DNN ID).

-     The SMF may utilize the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured on SMF. The following factors may be considered during the PCF selection:

-
Local operator policies.

-
Selected Data Network Name (DNN).
      Note: When there are several PCFs deployed in the network, the SMF can perform PCF selection if there is no need to address the same PCF for N7 session and N5 session.
-     The AMF may utilize the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured on AMF. The following factors may be considered during the PCF selection:
-
Local operator policies.

In order to ensure that an AF for a certain PDU‑CAN session reaches the PCF holding the PDU-CAN session information when multiple and separately addressable PCFs have been deployed, an optional logical function is required in the network with following characteristics:

-
The function has information about the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU‑CAN Session.
- 
When this function first receives a request for a certain PDU‑CAN Session (e.g. from the SMF), it selects a suitable PCF for the PDU-CAN Session and stores the PCF address. Subsequently, the function can retrieve the selected PCF address according to the information carried by the incoming requests from the AF.
      Note: The SMF shall contact this function to provide the IP address that has been allocated to the PDU-CAN session, that may not be in the first establishment message.
-
When the PDU‑CAN Session terminates, the function shall remove the information about the PDU‑CAN Session.
-    In roaming scenario, home routed or local breakout, if the function is deployed, the vPCF is selected by the function located in the visited PLMN, and the hPCF is selected by the function located in the home PLMN.
* * * End of changes* * * *
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