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Annex X (normative):
WLAN-based ProSe Direct Discovery 

X.1
General

This Annex provides examples of how the WLAN technologies can be used in ProSe Direct Discovery for transport of the ProSe Protocol messages and/or information elements. The WLAN-based transport depends on the underlying WLAN technology.

X.2
Wi-Fi Neighbor Awareness Networking (NAN)

Wi-Fi Neighbor Awareness Networking (NAN) specification [xx] defines an architecture and set of protocols that facilitate direct discovery and communication using the IEEE 802.11 technology [14].

Figure X.2-1 shows the high-level architecture of a NAN Device. 
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Figure X.2-1: NAN Device Architecture (after [xx]).

When a ProSe-enabled UE uses the Wi-Fi NAN technology in ProSe Direct Discovery, the ProSe Protocol layer acts as one of the applications shown in Figure X.2-1 and interacts with the underlying NAN Discovery Engine through a logical interface that is described in terms of method and event primitives in the NAN specification [xx].

The PC5_DISCOVERY message, specified in TS 24.334 [24], is passed by means of the “Publish” method from the ProSe Protocol layer to the NAN Discovery Engine and inserted in the Service Descriptor Attribute (see [xx]).

The content of the Service Descriptor Attribute is illustrated in Table X.2-1. The table also indicates how the individual fields of the Service Descriptor Attribute are used for transport of the PC5_DISCOVERY message. 

Table X.2-1: Service Descriptor Attribute Format (defined in [xx]) and 3GPP-specific settings for ProSe
	Field
	Description
	3GPP-specific setting

	Attribute ID
	Identifies the type of NAN attribute
	

	Length
	Length of the following fields in the attribute.
	

	Service ID
	Mandatory field that contains the hash of the Service Name.
	Always set to a 3GPP-defined Service Category for ProSe(1)

	Instance ID
	Publish_ID or Subscribe_ID
	

	Requestor Instance ID
	Instance ID from the frame that triggered the transmission if available, otherwise set to 0x00.
	

	Service Control
	Mandatory field that defines the Service Control bitmap as defined in Table 5‑11 of [xx].
	Always set to “00: Publish”

	Binding Bitmap
	Optional field that indicates the binding of the SDA to post discovery connection attributes
	Not used for ProSe Direct Discovery

	Matching Filter Length
	An optional field and present if a matching service discovery filter is used
	Not used for ProSe Direct Discovery

	Matching Filter
	An optional field that is a sequence of length and value pairs that identify the matching service discovery filters, as defined in [xx]
	Not used for ProSe Direct Discovery

	Service Response Filter Length
	An optional field and present if a service response filter is used.
	Not used for ProSe Direct Discovery

	Service Response Filter
	An optional field that identifies the matching service response filters, refer to Table 5‑13 of [xx].
	Not used for ProSe Direct Discovery

	Service Info Length
	An optional field and present if service specific information is used
	Set to the length of the PC5_DISCOVERY message.

	Service Info
	An optional field that contains the service specific information. Its content may be determined by the application and not specified herein.
	PC5_DISCOVERY message.

	NOTE: The definition of the text string for 3GPP-defined Service Category for ProSe is defined in Stage 3 specifications.


The ProSe Protocol layer in the UE participating in the discovery process using the Wi-Fi NAN technology subscribes to the Service ID for the 3GPP-defined Service Category for ProSe. 

The NAN Discovery Engine accepts all the Service Discovery Frames received over the air with a matching Service ID, extracts the PC5_DISCOVERY messages and generates a “DiscoveryResult” event that conveys the PC5_DISCOVERY messages to the ProSe Protocol layer for further processing. 

