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**** FIRST CHANGE ****

4.2
Architecture reference model

4.2.1
General

This specification describes the architecture for the 5G System. The interaction between network functions is represented in two ways.
-
A service-based representation, where network functions (e.g. AMF) within the control plane enables other authorized network functions to access their services. This representation also includes point-to-point reference points where necessary.

-
A reference point representation, focusing on the interactions between pairs of network functions described by point-to-point reference point (e.g. N11) between any two network functions (e.g. AMF and SMF) is depicted when some interaction exists between these two network functions.

Service-based interfaces are listed in clause 4.2.4. Reference points are listed in clause 4.2.6.

Network functions within the 5G Core Control shall exhibit service-based interfaces for services that can be used by other authorized network functions, unless explicitly stated otherwise.

Editor's note 1:
This will be evaluated on a case by case basis when specifying the procedure.
Editor's note 2:
The above two statements will be revisited when the work on system procedure is stable.

**** NEXT CHANGE ****

4.2.5
Data Storage architectures
As depicted in Figure 4.2.5-1, the 5G System architecture allows any NF to store and retrieve its unstructured data into/from a UDSF. The UDSF belongs to the same PLMN where the network function is located. CP NFs may share a UDSF for storing their respective unstructured data or may each have their own UDSF (e.g. a UDSF may be located close to the respective NF).
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Figure 4.2.5-1: Data storage architecture for unstructured data from any NF

NOTE 1:
3GPP will specify (possibly by referencing) the N18 interface.

As depicted in Figure 4.2.5-2, the 5G System architecture allows the NEF to store structured data in the SDSF intended for network external and network internal exposure by the NEF. SDSF belongs to the same PLMN where the NEF is located.
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Figure 4.2.5-2: Data storage architecture for structured data from the NEF
NOTE 2:
Deployments can choose to collocate SDSF with other NFs (e.g. UDR, UDSF).
**** NEXT CHANGE ****

5.3.2.3
Registration Area management

Registration Area management comprises the functions to allocate and reallocate a Tracking Area Identity List to a UE. All the tracking areas in a TAI List to which a UE is registered are served by the same serving AMF.
When a UE registers with the network, the AMF allocates a set of tracking areas in TAI List to the UE. When the AMF allocates registration area, i.e. the set of tracking areas in TAI List, to the UE it may take into account various information (e.g. Mobility Pattern and Allowed/Non-allowed area (refer to 5.3.4.1)).

The 5G System shall support allocating a TAI List over different 5G-RATs in a single TAI List.
**** NEXT CHANGE ****

5.3.4.2
Mobility Pattern
The Mobility Pattern is a concept that may be used by the 5G System core network to characterise and optimise the UE mobility. The 5G System core network determines Mobility Pattern of the UE based on subscription of the UE, statistics of the UE mobility, network local policy, and the UE assisted information. The statistics of the UE mobility can be historical or expected UE moving trajectory.
Editor's note:
The details of subscription of the UE, network local policy, and the UE assisted information are FFS
Editor's note:
The optimized mobility support based on Mobility Pattern is FFS.
Editor's note:
It is FFS to figure out appropriate name of the concept.
**** NEXT CHANGE ****

5.6.1
Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN. The PDU Connectivity Service is supported via PDU sessions that are established upon request from the UE.

Editor's note:
It is FFS whether "DNN" or "APN" is to be used.

Each PDU session supports a single PDU session type i.e. supports the exchange of a single type of PDU requested by the UE at the establishment of the PDU session. The following PDU session types are defined: IPv4, IPv6, Ethernet, Unstructured (where the type of PDU exchanged between the UE and DN is totally transparent to the 5G System).

NOTE 1:
In this release the 5GC does not support dual stack PDU Session (PDU Session type IPv4v6): The 5GC supports dual Stack UEs by using separate PDU sessions for IPv4 and IPv6.

PDU sessions are established (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger the UE to establish a PDU session to a specific DNN.

The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose it retrieves SMF level subscription data from the UDM. Such data may indicate per DNN:

-
The allowed PDU session Type.

-
Whether in case of Home Routed the VPLMN is allowed to  insert an UL CL or a Branching Point for a PDU session towards this DNN..

This information is provided to the SMF in VPLMN by the SMF in HPLMN.

-
The allowed SSC modes.

Editor's note:
The exact list of subscription data mentioned above will be refined. This will take into account the output of other key issues (slicing, QoS, etc.).

Editor's note:
It is FFS whether SMF level subscription data is defined per slice

An UE that is registered over multiple accesses chooses over which access to establish a PDU session.

Editor's note:
The choice of the access to use for a PDU session is based at least on network policy, service requirements and user subscription. The definition of policy for selecting the access to route the PDU Sessions (e.g. service requirements, user subscription, etc.) and how it is used are FFS.

NOTE 2:
In this release, at a given time, a PDU session is routed over only a single access network.

An UE may request to move a PDU session between 3GPP and Non 3GPP accesses. The decision to move PDU sessions between 3GPP access and Non 3GPP access is made on a per PDU session basis, i.e. the UE may, at a given time, have some PDU sessions using 3GPP access while other PDU sessions are using Non 3GPP access.

In a PDU session establishment request sent to the network, the UE shall provide a PDU Session Id as defined in clause 5.3.2. The UE may also provide:

-
A PDU session Type.

-
Slicing information.

Editor's note:
slicing related information is to be further clarified. An S-NSSAI information is meant.

-
The DNN (Data Network Name).

-
The SSC mode (Service and Session Continuity mode defined in clause 5.6.9.2).

Editor's note:
It is FFS Whether the UE may also provide and information indicating its willingness to move a PDU session between 3GPP and Non 3GPP access.

Table 5.6.1-1: Attributes of a PDU session

	PDU session attribute
	May be modified later during the lifetime of the PDU session
	Notes

	Slicing information
	No
	(Note 1)(Note 2)



	DNN (Data Network Name)
	No
	(Note 1)(Note 2)

	PDU session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 1)

The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

	PDU session Id
	No
	

	NOTE 1:
If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) may correspond to different default SSC modes and different default PDU session Types

NOTE 2:
Slicing information and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 5.2.


An UE may establish multiple PDU sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.

An UE may establish multiple PDU sessions to the same Data Network and served by different UPF terminating N6.

A UE with multiple established PDU sessions may be served by different SMF.
The user plane paths of different PDU Sessions (to the same or to different DNN) belonging to the same UE may be completely disjoint between the AN and the UPF interfacing with the DN.

**** NEXT CHANGE ****

5.6.9.1
General

The support for session and service continuity in 5G System architecture enables to address the various continuity requirements of different applications/services for the UE. The 5G System supports different session and service continuity (SSC) modesdefined in this clause. The SSC mode associated with a PDU session anchor does not change during the lifetime of a PDU session.
**** NEXT CHANGE ****

5.7.1
General Overview

The 5G QoS model supports QoS flow based framework. The 5G QoS model supports both QoS flows that require guaranteed flow bit rate and QoS flows that do not require guaranteed flow bit rate. The 5G QoS model also supports reflective QoS (see clause 5.7.5).

The QoS flow is the finest granularity of QoS differentiation in the PDU session. A QoS Flow ID (QFI) is used to identify a QoS flow in the 5G System. User Plane traffic with the same QFI value within a PDU session receives the same traffic forwarding treatment. The QFI is carried in an encapsulation header on N3 i.e. without any changes to the e2e packet header. It can be applied to PDUs with different types of payload, i.e. IP packets, non-IP PDUs and Ethernet frames. The QFI shall be unique within a PDU session.

NOTE 0:
A certain range of QoS Flow IDs (QFIs) is reserved for A-type QoS flows where the "full" QoS profile will not be used. These QFIs will map directly to standardized 5QIs and a default ARP value.
Each QoS flow (GBR and Non-GBR) is associated with the following QoS parameters (details are described in clause 5.7.2):
-
5G QoS Indicator (5QI),
-
Allocation and Retention Priority (ARP).

Each GBR QoS flow is in addition associated with the following QoS parameters (details are described in clause 5.7.2):

-
Guaranteed Flow Bit Rate (GFBR) - UL and DL;

-
Maximum Flow Bit Rate (MFBR) - UL and DL;

-
Notification control.

The QoS parameters of a QoS flow are provided to the (R)AN over N2 at PDU Session or at QoS flow establishment and when 5G-RAN is used at every time the User Plane is activated. QoS parameters may also be pre-configured in the (R)AN for non-GBR QoS flows (i.e. without the need to be signalled over N2).
The network provides QoS rules to the UE for the classification and marking of UL traffic, i.e. the association of uplink traffic to QoS flows. These rules can be explicitly signaled over N1, pre-configured in the UE or implicitly derived by UE from reflective QoS. A QoS rule contains the QFI of the QoS flow, packet filters and corresponding precedence values. A default QoS rule is provided to the UE at PDU Session establishment, i.e. the default QoS rule shall include a packet filter which may be a match-all packet filter and an evaluation precedence value with highest possible value. In addition, pre-authorized QoS rules may be provided to the UE. QoS rules can be also provided at QoS flow establishment.
The principle for classification and marking of User Plane traffic to QoS Flows and mapping to AN resources is illustrated in Figure 5.7.1-1.
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Figure 5.7.1-1: The principle for classification and User Plane marking for QoS Flows and mapping to AN Resources
In DL incoming data packets are classified based on SDF filters. The CN conveys the classification of the User Plane traffic belonging to a QoS flow through an N3 User Plane marking using a QFI. All A-type QoS flows are allocated a standardized or pre-defined QFI value, and the standardized or pre-defined QFI value is associated with a specific 5QI value and default ARP. The AN binds QoS flows to AN resources (i.e. Data Radio Bearers in case of in case of 3GPP RAN). There is no strict 1:1 relation between QoS flows and AN resources. It is up to the AN to establish the necessary AN resources to map the QoS flows to DRBs  so that the UE receives the QFI (and reflective QoS (see clause 5.7.5) can be applied).

In UL, the UE classifies packets based on the uplink packet filters in the QoS rules and conveys the classification of the User Plane traffic belonging to a QoS flow through a User Plane marking using the QFI in the corresponding QoS rule. The UE binds QoS flows to AN resources.

The UE evaluates for a match, first the uplink packet filter amongst all packet filters in the QoS rules that has the lowest evaluation precedence index and, if no match is found, proceeds with the evaluation of uplink packet filters in increasing order of their evaluation precedence value. This procedure shall be executed until a match is found or all uplink packet filters have been evaluated. If a match is found, the uplink data packet is with the QFI that is associated with the matching packet filter. If no match is found and the default QoS rule contains one or more uplink packet filters, the UE shall discard the uplink data packet.
Two ways to control QoS flows are supported:

1)
For A-type QoS flows, all the necessary QoS profile(s) (i.e. QoS Parameters) are either sent to (R)AN via N2 at time of PDU Session establishment or when the user plane of the PDU session is activated and no additional signaling is required at the time traffic for the corresponding QoS flows start, or the QoS profiles are pre provisioned or standardized and no N2 signaling is required.
2)
For B-type QoS flows, all the necessary QoS profile(s) (i.e. 5G QoS characteristics using either 5QI or individual provided and QoS Parameters) are sent to (R)AN with N2, N7, N11 signaling. B-Type QoS Flows can be added or removed dynamically via signaling during the PDU session.

Editor's note:
It is FFS whether to re-name A- and B-type QoS flows.
NOTE 1:
A-type and B-type QoS flows must use a different value range for the QFI. There can be multiple A-type and/or B-type 5G QoS Flows with unique QoS profile per each QoS flow within a PDU session.

NOTE 2:
For A-type QoS flows, the AN derives the 5G QoS characteristics from the 5QI value the QFI is referring to.

NOTE 3:
In a 3GPP access, it is not prevented to use A-type GBR 5G QoS Flows, but since admission control in (R)AN will be performed at time of PDU Session establishment this could lead to resource waste until the traffic of the SDFs mapped to this 5G QoS Flow starts.

The following characteristics apply for processing of Downlink traffic:

-
UPF maps Service data flow (SDF) to QoS flows

-
UPF performs Session AMBR enforcement and also performs PDU counting for support of charging.

-
UPF transmits the PDUs of the PDU session in a single tunnel between 5GC and (R)AN, the UPF includes User Plane marking (including the 5QI for non3GPP accesses) in the encapsulation header. In addition, UPF may include an indication for reflective QoS activation in the encapsulation header.

-
UPF performs transport level packet marking in downlink, e.g. setting the DiffServ Code point in outer IP header. Transport level packet marking can be based on the 5QI and ARP of the associated QoS flow.
-
(R)AN maps PDUs from QoS flows to access-specific resources based on the QFIand the associated 5G QoS characteristics and parameters, also taking into account the N3 tunnel associated with the downlink packet.

NOTE 4:
Packet filters are not used for binding of QoS flows onto access-specific resources in (R)AN.

-
If reflective QoS applies, the UE creates a new derived QoS rule. The packet filter in the derived QoS rule is derived from the (i.e. the header of the) DL packet, and the User Plane marking of the derived QoS rule is given the User Plane marking of the DL packet.

Following characteristics apply for processing of uplink traffic:

-
UE uses the stored QoS rules to determine mapping between SDFs and QoS flow. UE transmits the UL PDUs using the corresponding access specific resource for the QoS flow based on the mapping provided by RAN.

-
(R)AN transmits the PDUs over N3 tunnel towards UPF. When passing an UL packet from (R)AN to CN, the (R)AN determines the QFI value, which is included in the encapsulation header of the UL PDU, and selects the N3 tunnel.

-
(R)AN performs transport level packet marking in the uplink, transport level packet marking can be based on the 5QI and ARP of the associated QoS Flow.

-
UPF verifies whether QFIs in the UL PDUs are aligned with the QoS Rules provided to the UE or implicitly derived by the UE (e.g. in case of reflective QoS).
-
UPF performs Session AMBR enforcement and counting of packets for charging.

For UL Classifier PDU sessions, UL and DL Session AMBR shall be enforced in the UPF that supports the UL Classifier functionality. For multi-homed PDU sessions, UL and DL Session-AMBR is enforced separately per UPF that terminates the N6 interface (i.e. without requiring interaction between the UPFs) (see clause 5.6.4). The (R)AN shall enforce Max BitRate (UE-AMBR) limit in UL and DL per UE for non-GBR QoS flows. The UE shall perform UL rate limitation on PDU Session basis for non-GBR traffic using Session-AMBR, if the UE receives a PDU session AMBR.

Rate limit enforcement per PDU session applies for flows that do not require guaranteed flow bit rate. MBR per SDF is mandatory for GBR QoS flows but optional for non-GBR 5G QoS flows. The MBR is enforced in the UPF.
**** NEXT CHANGE ****

5.9.1
Subscriber Permanent Identity

A globally unique 5G Subscriber Permanent Identity (SUPI) shall be allocated to each subscriber in the 5G System.

The following have been identified as valid SUPI types for this Release:

-
IMSI for UEs supporting at least one 3GPP Access Technology

Editor's note:
Whether other SUPI types need to be defined depending on the use cases is FFS until SA WG1 and SA WG3 work is completed.

In order to enable roaming scenarios, the SUPI shall contains the address of the home network (e.g. the IMSI MCC and MNC).

For interworking with the EPC, the 3GPP UE shall always be allocated SUPI in the IMSI format to enable the UE to present an IMSI to the EPC.

5.9.2
Permanent Equipment Identifier

A Permanent Equipment Identifier (PEI) is defined for the physical device accessing the 5G System.

The PEI can assume different formats for different device types and use cases. The UE shall present the PEI to the network together with an indication of the PEI format being used.

If the UE supports at least one 3GPP access technology, the UE must be allocated a PEI in the IMEI format.

In the scope of this Release, the only format supported for the PEI parameter is an IMEI.
5.10
Security aspects

5.10.1
General

The security functions in the 5G System include:

-
Authentication of the UE by the network and vice versa (mutual authentication between UE and network).

-
Security context generation and distribution.

-
User Plane data confidentiality protection.

-
Control Plane signalling confidentiality and integrity protection.

Editor's note:
Whether User identity confidentiality protection is part of security function is FFS.

Editor's note:
Detailed description for the security functions will be addressed after the corresponding SA WG3 work is concluded.
**** NEXT CHANGE ****

5.16.2.1
General

This section includes feature description for supporting SMS over NAS in 5G System. Support for SMS incurs the following functionality:

-
Support for SMS over NAS transport between UE and AMF.

-
Support for AMF determining the SMSF for a given UE.

-
Support for subscription checking and actual transmission of MO/MT-SMS transfer by the SMSF.

-
Support for MO/MT-SMS transmission for both roaming and non-roaming scenarios.
**** NEXT CHANGE ****

5.17.1.1
General

This section describes the UE and network behaviour for the migration from EPC to 5GC.

Deployments based on different 3GPP architecture options (i.e. EPC based or 5GC based) and UEs with different capabilities (EPC NAS and 5GC NAS) may coexist at the same time within one PLMN.

It is assumed that a UE that is capable of supporting 5GC NAS procedures may also be capable of supporting EPC NAS (i.e. the NAS procedures defined in TS 24.201 [x]) to operate in legacy networks e.g. in case of roaming.

The UE will use EPC NAS or 5GC NAS procedures depending on the core network by which it is served.

In order to support smooth migration, it is assumed that the EPC and the 5GC have access to a common subscriber database, that is HSS in case of EPC and UDM in case of 5GC.

Editor's note:
The functionality of the common subscriber database will be defined based on the interworking procedures.
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Figure 5.17.1.1-1: Architecture for migration scenario for EPC and 5G CN

A UE that supports only EPC based Dual Connectivity with secondary RAT NR:

-
always performs initial access through E-UTRA (LTE-Uu) but never through NR;

-
performs EPC NAS procedures over E-UTRA (i.e. Mobility Management, Session Management etc) as defined in TS 24.301 [13].

A UE that supports camping on 5G Systems with 5GC NAS:

-
performs initial access either through E-UTRAN that connects to NGC or NR towards NGC;

-
performs initial access through E-UTRAN towards EPC, if supported and needed;
-
performs EPC NAS or 5GC NAS procedures over E-UTRAN or NR respectively (i.e. Mobility Management, Session Management etc) depending on capability indicated in AS, if the UE also supports EPC NAS.

NOTE:
A UE supporting EPC NAS 5GC NAS initiates NGC NAS procedures when 5GC is supported by the serving PLMN.

Editor's note:
The final names for "E-UTRAN that connects to NGC" and NR are FFS and depend on the discussion in RAN.

Editor's note:
The final names for 5GC is FFS.

In order to support different UEs with different capabilities in the same network, i.e. both UEs that are capable of only EPC NAS (possibly including EPC based Dual Connectivity with secondary NR) and UEs that support 5GC NAS procedures in the same network:

-
eNB that supports access to 5GC shall broadcast that it can connect to 5GC

-
The UE that supports 5GC NAS procedures shall provide a capability indication at Access Stratum as defined in TS 38.xxx [xx] when it performs initial access (the capability indication can be used to indicate ability to support N1 procedures)

Editor's note:
The exact Access Stratum protocol for the indicator to be used by RAN to perform CN selection (EPC or 5GC) is going to be defined in RAN specifications.

NOTE:
The UE that supports EPC based Dual Connectivity with secondary RAT only does not provide this indication at Access Stratum when it performs initial access and therefore eNB uses the "default" CN selection mechanism to direct this UE to an MME
**** NEXT CHANGE ****

5.20
External Exposure of Network Capability
The Network Exposure Function (NEF) supports external exposure of capabilities of network functions. External exposure can be categorized as Monitoring capability, Provisioning capability, and Policy/Charging capability. The Monitoring capability is for monitoring of specific event for UE in 5G System and making such monitoring events information available for external exposure via the NEF. The Provisioning capability is for allowing external party to provision of information which can be used for the UE in 5G System. The Policy/Charging capability is for handling QoS and charging policy for the UE based on the request from external party.
Editor's note:
Additional network capability categories can be defined during the normative work.
Monitoring capability is comprised of means that allow the identification of the 5G network function suitable for configuring the specific monitoring events, detect the monitoring event, and report the monitoring event to the authorised external party. Monitoring capability can be used for exposing UE's mobility management context such as UE location, reachability, roaming status, and loss of connectivity.
Provisioning capability is comprised of means that allow the identification of the 5G network function responsible for adopting the provisioning information from the external party, receive the provisioning information, and use the provisioning information for the UE. Provisioning capability can be used for the mobility management and session management of the UE. For the mobility management of the UE, Mobility Pattern can be provisioned. For the session management of the UE, communication pattern can be provisioned such as periodic communication time, communication duration time, and scheduled communication time.
Editor's note:
It is FFS to provision how long response time from an application server can be supported when a UE is in MICO mode.
Editor's note:
It is FFS to provision information in order to support routing change (e.g., Break-out) of selected traffic to application(s) in a local data network, based on clause 8.4 in the TR 23.799.
Policy/Charging capability is comprised of means that allow the request for session and charging policy, enforce QoS policy, and apply accounting functionality. It can be used for specific QoS/priority handling for the session of the UE, and for setting applicable charging party or charging rate.
Editor's note:
The external exposure functionality needs to inherit from the service and capability exposure functionality defined in TS 23.682.
**** END OF CHANGES ****
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