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Abstract of the contribution: This contribution proposes the way to provide SSCMSP, and NSSP and DNN Selection Policy to the UE from the PCF.
Discussion
As described in sub-clause A.3.1.3.1 of TS 23.501, 
The 5G core network shall be able to provide policy information from the PCF to the UE. Such policy information includes:
1)	Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. The structure and the content of this policy are specified in clause A.3.1.3.2.
2)	Route Selection Policies: These policies are used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The following policies are used for route selection:
2a)	SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.
2b)	Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SM-NSSAI.
2c)	DNN Selection Policy: This policy is used by the UE to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.
2d)	Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).
For 2a), if the SSCMSP is not provided to the UE before the PDU session establishment, a PDU session may be set up with a default SSC mode, which however may not be the one proper to the traffic/application. After receiving the SSCMSP, the UE has to establish a new PDU session with the SSC mode as provided in the SSCMSP for the traffic/application. Even for a multi-homed PDU session or in case UL CL applies to a PDU session, the PDU session may also need to be re-established due to the SSC mode selection restrictions in the PDU session.
The restrictions can refer to sub-clause 5.6.9.2 in the TS 23.501, as excerpted below (especially the texts marked in red):
[bookmark: _Toc476030947]5.6.9.2	SSC mode
[bookmark: _Toc476030948]5.6.9.2.1	SSC Mode 1
For PDU session of SSC mode 1, the UPF acting as PDU session anchor at the establishment of the PDU session is maintained regardless of the access technology (e.g. Access Type and cells) a UE is successively using to access the network.
In case of a PDU session of IP type, IP continuity is supported regardless of UE mobility events.
In this release, for a multi-homed PDU session the SSC mode 1 applies only to the first Prefix of the PDU session: for such sessions, if the network decides (based on local policies) to allocate additional PDU session anchors / Prefixes to a PDU session established in SSC mode 1, SSC mode 3 applies to these additional Prefixes.
In this release, when UL CL applies to a PDU session the SSC mode 1 applies only to the Prefix/address sent to the UE, If the network decides (based on local policies) to allocate additional PDU session anchors to such a PDU session, SSC mode 2 applies to these additional PDU session anchors.
SSC mode 1 may apply to any PDU session Type and to any access type.
[bookmark: _Toc476030949]5.6.9.2.2	SSC Mode 2
For PDU session of SSC mode 2, the network may trigger the release of the PDU Session and instruct the UE to establish a new PDU session to the same data network immediately. At establishment of the new PDU Session, a new UPF acting as PDU session anchor can be selected.
SSC mode 2 may apply to any PDU session Type and to any access type.
In case of multi-homed PDU sessions or in case  UL CL applies to a PDU session SSC mode 2 applies to all PDU session anchors of the PDU session.
NOTE:	In UL CL mode The existence of multiple PDU session anchors is not visible to the UE.
[bookmark: _Toc476030950]5.6.9.2.3	SSC Mode 3
For PDU session of SSC mode 3, the network allows the establishment of UE connectivity via a new PDU session anchor to the same data network before connectivity between the UE and the previous PDU session anchor is released. When trigger conditions apply, the network decides whether to select a PDU session anchor UPF suitable for the UE's new conditions (e.g. point of attachment to the network).
SSC mode 3 may apply to any PDU session Type and to any access type.
In case of a PDU session of IP Type, during the procedure of change of PDU session anchor,
-	the new IP prefix anchored on the new PDU session anchor may be allocated within the same PDU session (relying on IPv6 multi-homing defined specified in clause 5.6.4) or
-	This may apply to the case of a PDU session set up in SSC mode 3 or to the additional PDU session anchors of a PDU session established in SSC mode 1
-	the new IP address/prefix may be allocated within a new PDU session that the UE is triggered to establish.
-	This may only apply to the case of a PDU session set up in SSC mode 3
After the new IP address/prefix has been allocated, the old IP address/prefix is maintained during some time indicated to the UE and then released. 
Observation 1: For SSCMP, to avoid potential PDU session re-establishment, the SSCMP needs to be provided to the UE before the PDU session is established.
For 2b), if the NSSP is not provided to the UE before selection of a network slice, a default slice which may not be proper to serve the UE may be selected. After receiving the NSSP, the UE may send a request indicating the required slice information as provided in the NSSP corresponding to the traffic/application, which may trigger a network slice reselection.
Observation 2: For NSSP, to avoid potential network slice re-selection, the NSSP needs to be provided to the UE before selection of a network slice.
For 2c), if the DNN Selection Policy is not provided to the UE before the PDU session establishment, a PDU session may be set up with a default DNN, which however may not be the one proper serving the traffic/application. After receiving the DNN policy, the UE has to establish a new PDU session with the DNN as provided in the DNN policy for the traffic/application
Observation 3: For DNN Selection Policy, to avoid potential PDU session re-establishment, the policy needs to be provided to the UE before the PDU session is established.
For 2d), the policy transfer mechanism can refer to another paper S2-172037.
Based on the above observations, it can be seen:
To avoid potential PDU session re-establishment, SSCMP, NSSP and DNN Selection Policy need to be provided to the UE before the PDU session establishment. Therefore it is proposed to provide these policies from the PCF to the UE via AMF only, i.e. over N15 or Namf reference point.
Conclusion: SSCMP, NSSP and DNN Selection Policy are provided to the AMF over N15 or Namf reference point and then are provided to the UE over N1 by the AMF.                                                                                                                                                                                                                                                                                                                                                                                                                                                                                         
2	Proposal
It is proposed to update the above conclusions to the TS 23.501.
[bookmark: _Toc449517736]* * * 1st change* * * *
[bookmark: _Toc476031073]A.3.1.3.1	General
The 5G core network shall be able to provide policy information from the PCF to the UE. Such policy information includes:
1)	Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. The structure and the content of this policy are specified in clause A.3.1.3.2.
2)	Route Selection Policies: These policies are used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The following policies are used for route selection:
2a)	SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.
2b)	Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SM-NSSAI..
2c)	DNN Selection Policy: This policy is used by the UE to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.
2d)	Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).
Editor's note:	It is FFS if the Route Selection Policies will be defined separately or if they could be grouped into a single policy. Clause A.3.1.3.3 shows an example of how these policies could be grouped.
The SSCMSP, and NSSP and DNN Selection Policy shall be provided from the PCF to the AMF over the N15 or Namf reference point and then provided by the AMF to the UE via the N1 interface.
Editor's note:	It is FFS regarding PCF interactions and if the SSCMSP and the NSSP policies are transported via SMF and AMF or AMF only.
Editor's note:	It is FFS if the size of the policy rules to be transferred and frequency of the rules update from the PCF to the UE would require additional transport options.
Editor's note:	It is FFS if part of the policies can be transferred via UDM.
Editor's note:	Whether the information for Local Area Data Network described in clause 5.6.5 is included as UE Policy Provisioning or not is FFS.
* * * End of changes* * * *

3GPP
SA WG2 TD

