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Abstract of the contribution: Proposes to update Policy Framework for Policy Decisions.

1. Rationale for changes
The policy framework for policy decisions and enforcement consists of a PCF with interfaces to the SMF (N7), AMF (N15) and through the AMF to the UE via N1.  Policy decisions may be triggered by event reporting from AMPEF, PCEF, AF, OCS and other sources such as Network Data Analytics and the UDR.

In this architecture, the PCF may provide the following policies to the UE:

· Non-Seamless Off-load Policy
· SSC Mode Selection Policy (SSCMSP)
· DNN Selection Policy
· Access Network Discovery & Selection Policy

· Network Slice Selection Policy (NSSP)

These policies are evaluated in the UE, taking into consideration attributes that are locally available such as application requirements, available accesses, UE location, time of day, access link quality and subscriber preference.  A policy decision is made in the UE by assessing these attributes against one or more conditions according to operator preferences as reflected in the policies.  When appropriate conditions are met, a rule is triggered that results in an action by the UE that may include selection of a new slice, selection of a different access, routing of traffic to a different access, establishment of a new PDU session, and selection of an SSC mode.   Due to the overhead and timelines of sending event triggers over the air, it is without question that these policies must be evaluated locally and a decision made in the UE rather than in a centrally located policy function that gathers event triggers, formulates a policy decision and promulgates the decision to the UE.   
In the EPC, the scope of dynamic policy control has been primarily for QoS, Charging and Traffic Steering.   However, TS23.501 and TR23.799 section 8, mention 5G policies that cover additional areas including:
· Access and Mobility Management related policies pertinent to the AMF

· RAT Frequency Selection Priority (RFRP)
· Network slice change policy (based on NSSAI reception)

· AMF / CCNF change policy
· SMF Selection Policy

· UE Mobility Restriction Policy

· Network Policies to determine mobility patterns

· Network Policy for MO only mode and UE reachability

· UPF selection policies

Furthermore, additional expansion of policy to areas such as ultra-reliability, security and multi-connectivity should not be precluded.
The increased scope of policy calls into question the approach used in the EPC for dynamic policies, where event triggers are sent to a centralized network function (the PCRF) that makes decisions and promulgates policy rules to enforcement points.   When the information necessary to make a policy decision is available locally in a network function, this signalling to the PCRF is in many cases unnecessary since the network function itself could evaluate the policy were it available to it.  
A more scalable solution calls for extending the model used with the UE whereby some policy decisions may be delegated to other core network functions besides the PCF.  The network functions would evaluate policies, formulate decisions and trigger rules when local events dictate, while the PCF remains the coordinator of Policy.  Delegation means that one or more conditions in a policy are evaluated by a rules engine in a network function rather than the PCF.  The conditions and the corresponding rules may be provisioned on the network function and triggered by the PCF, or sent to the network function by the PCF.

This eliminates much of the event notification and policy signalling to and from the PCF.  TS23.203 Table 6.2 lists numerous EPC PCEF event triggers that need not be sent to the PCRF for evaluation of a policy.  For example, a “location change” event may be processed locally to alter QoS, charging and other policies enforced in the SMF and UPF if conditions specified by PCF are met.  In this case sending of event notification is only needed if required for other purposes such as to serve an AF request.
The methodology to extend the policy control architecture to support this is shown in the figure below.   A hierarchical structure is proposed.    The PCF may evaluate policies and make decisions using information available to it, for example from a Network Data Analytics platform (NWDA), the UDM and AFs requesting service.  The PCF also controls the evaluation of decisions delegated to the SMF and AMF.  When authorised by the PCF, the SMF may evaluate local polices for QoS and charging triggered by user plane events and SM signalling.  Similarly, the AMF when authorised by the PCF may autonomously evaluate aspects of Access and Mobility policies using its local information, and trigger enforcement of resulting rules within the AMF.  A simple example for the SMF illustrates this:
Simple Example:
· Policy Structure:  IF (condition1 .and. condition2) then Rule2
· IF (subscriber=Gold .and. Location==Acme_Enterprise) then set PDU Session AMBR_DL=50 mbps
· Policy Decision:

· “Subscriber=“Gold” is evaluated in PCF based on subscriber data.  When this is “true”,
· Location==Acme_Enterprise is evaluated in the SMF. When this is “true”,

· The rule “Set PDU Session AMBR_DL=50 mbps”  is sent to the enforcement point (UPF)
· When a “Gold” level UE moves to “Location=Acme_Enterprise”, a new policy rule is applied without signaling with the PCF.
To support this more efficient structure the following requirements are proposed: 
a. The PCF shall be able to delegate policy decisions to other network functions.  

· The PCF shall be able to authorize policy evaluation in the AMF and SMF.  This allows the PCF to control the policy decisions made by a NF and coordinate policy decision making between NFs.

· The PCF shall be able to send policies to the AMF and SMF.  This allows the PCF to deliver policies to the NF when only local events and information is needed for evaluation. 

· The AMF and SMF shall be able to evaluate delegated policies as triggered or authorised by the PCF based on local events and information locally available and autonomously trigger a rule that is enforced locally in the AMF, the SMF, or in a UPF associated with an SMF.

b. The PCF shall be able to query a NF to determine the current state of policies (eg: that a rule has been triggered and is enforced).

c. Network functions evaluating delegated policy shall support event notification to subscribing functions.    Note the PCF and the NEF are functions that will likely need to subscribe to some event notifications.
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Proposal

It is proposed to modify TS 23.501 as follows… 

* * * * Start Change * * * *(update existing text)
A.1
High level architectural requirements

The policy framework shall provide the relevant parts of the PCC framework as specified in TS 23.203 [4], including:

a.
Policy Control Function (PCF) shall support interfaces to the Policy and Charging Enforcement Function (PCEF), Network Exposure Function (NEF), the Application Function (AF), and the Online Charging System (OCS).

b.
The PCF shall be able to evaluate operator policies that are triggered by events received from the PCEF, NEF, the AF, and the OCS.

c.
The PCF shall provide Rules for application and service data flow detection, gating, QoS and flow based charging to the PCEF.
d.
The Policy Framework shall be able to manage the Packet Filter Descriptions (PFDs) in the PCEF by the 3rd party AS via the NEF and PFDF.
e.
The Policy Framework shall support to negotiate the background data transfer policy with the 3rd party AS via the NEF.
f.
The PCF shall implement a Front End to access subscription information relevant for policy decisions in a User Data Repository (UDR) including dynamic profile updates pushed by the UDR.

g.
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point,

h.
The PCF shall be able to take input from Network Data Analytics (NWDA) into consideration for policies on assignment of network resources and for traffic steering policies.
NOTE 1:
The existing PCC framework is applicable to PDU sessions of IP Type only.

Editor's note:
How the PCC framework applies to PDU sessions other than IP Type is FFS. Also, where IP-CAN is used, may need to update per 5G terminology.

Additionally, the policy framework shall provide following functionality for the access and mobility enforcement:

a.
Policy Control Function (PCF) shall support the interface to the Access and Mobility Policy Enforcement Function (AMPEF).

b.
The PCF shall be able to provide Access and Mobility Management related policies to the AMPEF.

c.
The PCF shall be able to evaluate operator policies that are triggered by events received from the AMPEF.

Editor's note:
How to enforce the access and mobility policy when interfacing with PCF is FFS.

Editor's note:
The list above covers the high level requirements that are addressed in the document so far. Additional requirements are to be added when the related information is agreed.  Mapping of PCEF and AMPEF into 5G CN entities are FFS.
The policy control framework shall support the following requirements to extend policy decisions to network functions, while keeping the PCF as the coordinator of Policy. This eliminates unnecessary event notification and signalling to and from the PCF. The role of the functions impacted in phase 1 are shown in the figure A.1-1
a. The PCF shall be able to delegate policy decisions to other network functions.  
· The PCF shall be able to authorize policy evaluation in the AMF and SMF. This allows the PCF to control the policy decisions made by a NF and coordinate policy decision making between NFs.
· The PCF shall be able to send policies to the AMF and SMF.  This allows the PCF to deliver policies to the NF when only local events and information is needed for evaluation. 

· The AMF and SMF shall be able to evaluate delegated policies as triggered or authorised by the PCF based on local events and information locally available and autonomously trigger a rule that is enforced locally in the AMF, the SMF, or in a UPF associated with an SMF.
b. The PCF shall be able to query a NF to determine the current state of policies (e.g. that a rule has been triggered and is enforced).
c. Network functions evaluating delegated policy shall support event notification to subscribing functions.    Note the PCF and the NEF are functions that will likely need to subscribe to some event notifications.
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Figure A.1-1: Policy Decision and Enforcement Architecture
* * * * End Change * * *
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