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Abstract of the contribution: This paper requests further clarification for the Unstructured Data Storage Function (UDSF) of the 5G architecture.
1
Introduction
Clause 4.2.5 Data Storage architectures states that any Network Function (NF) can store/retrieve unstructured data from an Unstructured Data Storage Function (UDSF).  The UDSF is located in the same PLMN and can be attached to multiple CP NFs.  Clause 5.1.1 Network Function Service Discovery of TS 23.502 provides for the scenario where the NF information is configured locally on the requester NF allowing for discovery of the target NF in the same PLMN via the NF Service discovery procedure.
2
Discussion
The NF Discovery service utilizes the NF Repository Function (NRF) to receive the NF discovery request from the requesting NF instance and provides the corresponding target NF instances of the serving PLMN.  The NRF provides the IP address or FQDN of the target NF instances to the requesting NF.  
1) Is the NF Discovery process usable by an NF to discover an appropriate UDSF?

2) For a NF requesting use of a UDSF, is the NF type and service related information sufficient to ensure that an NF attaches to an appropriate UDSF?  
3) Is sensitive data associated with the NF meant to be stored in the UDSF?

4) Is there an exchange of IDs for mapping to a specific UDSF in the case of handling of sensitive data?  
5) Figure 1 illustrates a scenario where 2 NFs (NF-A & NF-B) are attached to the same UDSF, where NF-B has stored potentially sensitive data in the UDSF.  
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Figure 1: 2 NFs attached to same UDSF
6) What procedures exist to prevent unauthorized access to NF-B’s sensitive data stored in the UDSF? Is NF-B’s unstructured data encrypted before being stored in the UDSF?

7) If the UDSF is retired or migrated, which entity will initiate the binding between the NF-B and the new UDSF?  
8) Are there plans to enable specific UDSFs for sensitive information only?
9) Does the NF only maintain UE Context Information in the UDSF or does it also maintain a local copy?

3
Proposal
In developing the NF-UDSF interaction requirements, the questions listed above should be taken into account.  In addition, if deemed necessary, other 3GPP groups should be consulted (e.g., SA3, SA3-LI).

3GPP

SA WG2 TD


_1550918831.vsd
N18


NF-A


UDSF


NF-B


N18



