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Discussion

1
Introduction

This contribution proposes updates to add support for Network Internal Exposure in Service Based Architecture. 

This contribution includes the updates to 3GPP TS 23.502. There is another contribution for 3GPP TS 23.501.
2
Proposal

The following updates are proposed to 3GPP TS 23.502 v.0.2.0.
*************** Start of Change # 1 *********************

5.2.2.5
The procedure of "Get UE Mobility Information" service
Service description: Provide UE mobility information to the requester NF. No further information update from AMF is expected.

Editor's note: whether this service can be combined with the "UE Mobility Event Notification" is FFS.

Input: UE identity, information type.

Output: the requester has been notified of the UE mobility information.

Service Procedure:
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Figure 5.2.2.5-1: Get UE mobility information Service

1.
The requester NF sends Get UE mobility information request (UE ID, information type) to AMF. The UE ID is a unique UE identity, e.g. SUPI, the information type indicates the type of requested mobility information, e.g. UE's location.

2.
The AMF reports UE mobility information to the requester NF according to information type.
5.2.2.6
The procedure of "Mobility Stats Event Notification" service
Service description: Provides the mobility stats event to the Requester NF which has subscribed to the mobility stats event before. The mobility stats event includes mobility information based on 3GPP TS 23.682, e.g. location changes.
Editor's note: The full list of the events that can be reported by Event Report service will be defined later.
Input: Event filter, Reporting options
Output: The requester has been notified the mobility stats event.

Service Procedure:
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Figure 5.2.2.6-1: Mobility stats event notification service

1.
The requester NF subscribes to the mobility stats notification service by sending mobility stats event notification subscribe (Event filter, Reporting options) to the AMF. Event filter identifies the events that the requester NF is interested with. Reporting options defines the type of reporting requested (e.g. periodic reporting, event based reporting). If the mobility stats event notification subscription is authorized by the AMF, the AMF records the association of the event trigger and the requester identity. The subscription can be implicit or explicit, if the subscription is implicit, this step is skipped.
2.
The AMF detects the mobility event happens and sends the Mobility Event Notification (mobility event container) message to the Requester NF which has subscribed to the mobility event before. The mobility event container indicates the type of mobility event and related information, e.g. Registration Area Update/new Registration Area.
Editor's note: The relationship between this service and the UE Mobility Event Notification Service is FFS.
*************** End of Change # 1 *********************
*************** Start of Change # 2 *********************

5.2.5
PCF Services
Editor's note:
The identified NF service(s) in this clause are to be evaluated. 5.2.z.1 "Get UE Policy" service.
Editor's note:
The requester is assumed to be AMF. It need be evaluated whether it can be applied to other NF.
5.2.5.1
"Get UE Policy" service

Service description: Provide the requested type policy rule for one UE to the Requester

Input: The UE Permanent ID and the requested type policy container.

Output: The requested type policy rule of the UE.

Service procedure:
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Figure 5.2.5.1-1: Get UE Policy service
1.
The requester requests the PCF to supply operator policies for the UE. It sends the Get UE Policy Request (UE Permanent ID, requested type policy container) to the PCF. The Requested type policy container includes the request type, e.g. MM/SM, and the associated policy input parameter, e.g. the UE location and/or AN type UE accessed.

2.
The PCF provides requested NF type Policy rule for this UE to the requester.
5.2.5.2
The procedure of "Policy Stats Event Notification" service
Service description: Provides the policy stats event to the Requester NF which has subscribed to the policy stats event before. The policy stats event includes policy information based on 3GPP TS 23.682 (e.g. location for a group of UEs).
Editor's note: The full list of the events that can be reported by Event Report service will be defined later.
Input: Group Identifier, Event filter, Reporting options
Output: The requester has been notified the policy stats event.

Service Procedure:
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Figure 5.2.5.2-1: Policy stats event notification service

1.
The requester NF subscribes to the policy stats notification service by sending policy stats event notification subscribe (Group identifier, Event filter, Reporting options) to the PCF. Group identifier allows to define the group of UEs the report applies to. Event filter identifies the events that the requester NF is interested with. Reporting options defines the type of reporting requested (e.g. periodic reporting, event based reporting). If the policy stats event notification subscription is authorized by the PCF, the PCF records the association of the event trigger and the requester identity. The subscription can be implicit or explicit, if the subscription is implicit, this step is skipped.
2.
The PCF detects the policy event happens and sends the Policy Event Notification (policy event container) message to the Requester NF which has subscribed to the policy event before. The policy event container indicates the type of policy event and related information.
*************** End of Change # 2 *********************
*************** Start of Change # 3 *********************

5.2.8
SMF services
5.2.8.1 The procedure of "PDU Session Event Report" service
Service description: Report UE PDU session related event(s) to Requester NF which has subscribed to the event report service. The events that will be reported by this service includes: start of application traffic detection and stop of application traffic detection, SMF change, UPF change, Usage report, Out of credit.
Editor's note: The full list of the events that can be reported by Event Report service will be defined later.
Editor's note: To support the on line charging function, it is FFS whether the additional action is required for the event of usage report and out of credit event report.
Input: UE ID, PDU Session ID, Event Trigger
Output: the requester is notified of the events it subscribed to.

Service Procedure:
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Figure 5.2.8.1-1: PDU Session Event Report Service

1.
The requester NF subscribe to event report by sending PDU Session event Report Subscribe (UE ID, PDU Session ID, event trigger) to SMF. The UE ID is a unique UE identity, e.g. the UE SUPI or UE IP address + DNN, the PDU session ID identifies the PDU session that the requester NF is interested with, and the event trigger identifies the events that the requester NF is interested with. If the PDU Session event Report subscription is authorized by the SMF, the SMF record the association of the event trigger and the requester identity. The subscription to event report may be implicit, when the subscription is implicit, this step is skipped.
2.
The SMF detects one or more events that the requester NF has subscribed happened, for example, the SMF detected that new application traffic has started, the SMF decides to report event(s) to the requester. The SMF sends PDU Session event Report which includes the event(s) to the Requester.

5.2.8.2
The procedure of "Session Stats Event Notification" service
Service description: Provides the session stats event to the Requester NF which has subscribed to the session stats event before. The session stats event includes session information (e.g. active PDU sessions, application related information).
Editor's note: The full list of the events that can be reported by Event Report service will be defined later.
Input: Event filter, Reporting options
Output: The requester has been notified the session stats event.

Service Procedure:
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Figure 5.2.8.2-1: Session stats event notification service

1.
The requester NF subscribes to the session stats notification service by sending session stats event notification subscribe (Event filter, Reporting options) to the SMF. Event filter identifies the events that the requester NF is interested with. Reporting options defines the type of reporting requested (e.g. periodic reporting, event based reporting). If the session stats event notification subscription is authorized by the SMF, the SMF records the association of the event trigger and the requester identity. The subscription can be implicit or explicit, if the subscription is implicit, this step is skipped.
2.
The SMF detects the session event happens and sends the Session Event Notification (session event container) message to the Requester NF which has subscribed to the session event before. The session event container indicates the type of session event and related information.
*************** End of Change # 3 *********************
*************** Start of Change # 4 *********************

5.3
Network internal exposure


This section describes network internal exposure to allow NFs to share data via service based interfaces.
Network internal exposure can be used e.g. for Analytics, where NWDA (Network Data Analytics) retrieves data from different NFs via NEF for Analytics purposes.
Based on NWDA request, NEF subscribes to statistics information from AMF, SMF and PCF. The NEF may store the retrieved data into a SDSF (Stuctured Data Storage Function) or provide it to the NWDA.
Editor's note: The interface between NWDA and the NEF is out of scope of 3GPP.
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Figure 5.3.1.1-1: Network Internal Exposure for Analytics
Editor's note: Network internal exposure services provided by other NFs (e.g. UDM) is FFS.
*************** End of Change # 4 *********************
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