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Abstract of the contribution: This paper discusses how non-IP traffic may be routed between the UE and SCEF for cases where there are more than one application on the UE and/or more than one SCS/AS.
Background
AT SA2 #119, the following NIDD CR’s were endorsed.
· S2-171397 – SCEF Behavior in the NIDD Configuration and NIDD Authorisation Update Procedures
· S2-171398 – SCEF Behavior in the Mobile Terminated NIDD Procedure
· S2-171399 – SCEF Behavior in the Mobile Originated NIDD Procedure
S2-171397 includes the following 3 FFS’s.
· How the SCS identifies which PDN Connection between the SCEF and UE is associated with the NIDD Configuration Request is FFS.
· How the SCEF knows the APN is FFS.
· How the SCEF maps the APN and External ID or MSISDN received from the HSS in step 1 to the TLTD in the NIDD Authorisation Notification Request message is FFS.
In order to address the 4 FFS’s above, the following questions should be considered:
· How does the SCEF identify what SCS/AS to send an MO non-IP packet to?
· How does the SCEF determine what PDN connection should be used to send a MT non-IP packet?
· How does the SCS/AS determine what application on the UE sent the non-IP packet?
· When a MT non-IP is received, how does the UE determine what application on the UE to send the non-IP packet to?
These questions are similar to issues that were raised in the design of device triggering.  Note the following facts about how similar issues were handled for device triggering.
· When an SCS/AS sends a device trigger to a UE, the SCS/AS indicates an Application Port ID in the device trigger request to the MTC-IWF.  The Application Port ID will be used to populate the SMS Application Port ID field of the SMS header.  The UE will then use the Application Port ID to “route the trigger internally to the appropriate triggering function”. In other words, the Application Port Id is used to get the SMS to the right application on the UE.
· When the UE sends an MO SMS to the SCS/AS, the MTC-IWF will “deliver the MO data, External ID, and application port ID associated with the UE to the SCS.”  The SCS can use the application port ID to determine what application on the UE sent the MO SMS.
· Also, when the UE sends an MO SMS to the SCS/AS, the “destination SME address is set to short/long code of the SCS/AS.” The MTC-IWF uses the SME address to identify what SCS to send the MO SMS to.
· 3GPP specifications do not address how the SCS/AS and UE application know what port numbers to use.  The application port number could be provisioned in the application.  In oneM2M, an ADN-AE (i.e. UE hosted Application) or ASN/MN-CSE (i.e. UE hosted Service Layer) is able to tell the IN-CSE (i.e. SCS) what port number it will listen on for triggers. 
Routing Data to/from multiple SCS/AS’s
In the first SA2 #120 NAPS conference call, the following Non-IP Connectivity Scenarios were considered.
Basic MO/MT Scenario
0. 1 UE application, 1 PDN Connection, 1 SCS/AS
MO Scenarios
1. 2 UE applications, each with a PDN Connection, sending data to the same SCS/AS.
2. 2 UE applications, each with a PDN Connection, sending data to 2 separate SCS/AS’s.
3. 1 UE application, with 2 PDN connections, sending data to 2 separate SCS/AS’s.
4. 2 UE applications, using same PDN Connection, sending data to different SCS/AS.
MT Scenarios
5. 2 UE applications, each with a PDN Connection, receiving data from the same SCS/AS’s.
6. 2 UE applications, each with a PDN Connection, receiving data from 2 separate SCS/AS’s.
7. 1 UE application, with 2 PDN connections, receiving data from 2 separate SCS/AS’s.
8. 2 UE applications, using same PDN Connection, receiving data from different SCS/AS’s.
Scenario 0 (1 UE application, 1 PDN Connection, 1 SCS/AS) is the basic scenario that is clearly supported in Rel-14 NIDD.
Figure 1 illustrates scenarios 1 and 5 where 2 UE applications are communicating with the same SCS/AS.  In this scenario, when the SCEF receives MT Data from the SCS/AS, the SCEF has no way of determining what PDN connection the data should be routed to. When the SCS/AS receives an MO non-IP packet, the SCS/AS has no way of determining what UE Application sent the packet.
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Observation #1: Support for scenarios 1 and 5 require a way for the SCEF to determine what PDN connection to use to send a MT non-IP packet and a way for the SCS/AS to determine what application on the UE sent the MO non-IP packet.
Figure 2 illustrates scenarios 2 and 6 where 2 UE applications are communicating with different SCS/AS’s.  In addition to the MT problem presented in Figure 1, this scenario presents a different problem for MO data.  When the SCEF receives MO Data from the UE, the SCEF has no way of determining what SCS/AS the data should be routed to.
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Observation #2: Support for scenarios 2 and 6 require a way for the SCEF to determine what PDN connection to use to send a MT non-IP packet and a way for the SCEF to determine what SCS/AS to send the MO non-IP packet to.
Figure 3 illustrates scenarios 3 and 7 where 1 UE application is communicating with the two SCS/AS’s.  In this scenario, when the SCEF receives MT Data from the SCS/AS, the SCEF has no way of determining what PDN connection the data should be routed to and when the SCEF receives MO Data from the UE, the SCEF has no way of determining what SCS/AS connection the data should be routed to.
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Observation #3: Support for scenarios 3 and 7 require a way for the SCEF to determine what PDN connection to use to send a MT non-IP packet and a way for the SCEF to determine what SCS/AS to send the MO non-IP packet to.

Figure 4 illustrates scenarios 4 and 8 where 2 UE applications are communicating with the two SCS/AS’s via the same PDN connection.  In this scenario, when the UE receives MT Data from the SCS/AS, the UE has no way of determining what application the MT non-IP packet should be routed to and when the SCEF receives MT Data from the UE, the SCEF has no way of determining what SCS/AS the MO non-IP packet should be routed to.
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Observation #4: Support for scenarios 4 and 8 require a way for the SCEF to determine what SCS/AS to send the MO non-IP packet to and a way for the UE to determine what UE application to send the MT non-IP packet to.

Observation #5: The 4 previous observations can be consolidated as follows
· The SCEF needs to determine what PDN connection to use to send a MT non-IP packet.
· The SCEF needs to determine what SCS/AS to send the MO non-IP packet to.
· The SCS/AS needs to determine what application on the UE sent the MO non-IP packet.
· The UE needs to determine what UE application to send the MT non-IP packet to.
Possible Solutions
Option 1: Accept the Limitation
Option 1 is to not solve the issue and say that “The UE may not have more than one PDN connection to the same SCEF and no more than one NIDD configuration can be associated with a PDN connection.”

· Since the SCEF can only have one PDN connection per UE, this approach provides a way for the SCEF to determine what PDN connection to use to send a MT non-IP packet. 
· Since the SCEF can only have one SCS/AS connection per UE, this approach provides way for the SCEF to determine what SCS/AS to send the data to.
Thus, this approach would support options 1, 2, 3, 5, 6, and 7 assuming that the UE uses different SCEF’s to communicate with each SCS/AS.

This approach does not provide:
· A way for the SCS/AS to determine what application on the UE send the MO non-IP packet.
· A way for the UE to determine what UE application to send the MT non-IP packet to.
Thus, this approach would not support scenarios 4 and 8. Application traffic cannot be multiplexed onto the same PDN connection.  Another drawback of this approach is that the UE would need a separate APN configuration for every UE application that could use NIDD and each APN configuration would need to use a different SCEF.

Option 2: Expose a new ID on the T8
Option 2a is to require the SCS/AS to provide the APN during NIDD configuration.  If this is done, the SCEF can use the APN to associate the MT NIDD with a T6a connection.

Option 2b is to use different Ext-ID’s to represent different PDN connections to the SCEF. The SCEF would be required to map the Ext-ID to an APN. If this is done, the SCEF can use the Ext-ID to associate the MT NIDD with a T6a connection.

This approach provides:
· A way for the SCEF to determine what PDN connection to use to send a MT non-IP packet.
· A way for the SCEF to determine what SCS/AS to send the MO non-IP packet to.
Thus, this approach would support options 1, 2, 3, 5, 6, and 7 assuming that the UE uses different SCEF’s to communicate with each SCS/AS.

This approach does not provide:
· A way for the SCS/AS to determine what application on the UE sent the MO non-IP packet.
· A way for the UE needs to determine what UE application to send the data to.
Thus, this approach would not support scenarios 4 and 8. Application traffic cannot be multiplexed onto the same PDN connection.  Thus, a drawback of this approach is that the UE would need a separate APN configuration for every UE application that could use NIDD.

Another drawback of option 2a is that APN would have to be exposed to the SCS/AS.
Another drawback of option 2b is that the UE would need an Ext-ID for each new application, the SCEF would need a way of mapping Ext-ID’s to APN names, and the UE would need a separate APN configuration for every UE application that could use NIDD.
Option 3 (Enhance UE –SCEF encapsulation layer (presently used only for “Reliable Data Service”)

Option 3 is to add a destination and source port number to UE-SCEF encapsulation layer and say that “The SCEF determines the APN to SCS/AS and UE association based on provisioned policies.” During NIDD configuration, the SCS/AS can set the port numbers by telling the SCEF what port numbers to use for MT traffic and what port numbers are associated with MO traffic.  When a new UE application starts to use the PDN connection, the UE and SCEF establish what port numbers will be used for MT and MO data. 3GPP will not specify how the SCS/AS and UE application know what port numbers to use.   
This approach would provide a way of multiplexing traffic from multiple applications onto the same PDN connection.
This approach provides:
· A way for the SCEF to determine what SCS/AS to send the data to.
· A way for the SCS/AS to determine what application on the UE sent the MO non-IP packet.
· A way for the UE to determine what UE application to send the MT Data to.
· A way for non-IP applications to share a PDN connection.
A drawback of this approach is that the encapsulation layer would be required if multiple applications are sharing a PDN connection.

Conclusion
Although option 1 allows multiple UE applications to communicate with multiple SCS/AS’s, it requires a large number of APN’s and the APN’s configurations would have to be managed such that they all associate with a different SCEF. There is also no way for traffic from multiple applications to be multiplexed on the same PDN connection.
Although option 2a allows multiple UE applications to communicate with multiple SCS/AS’s via the same SCEF, it also requires a large number of APN’s and that APN to be exposed to the SCS/AS. This approach also provides no way for traffic from multiple applications to be multiplexed on the same PDN connection.
Although option 2b allows multiple UE applications to communicate with multiple SCS/AS’s via the same SCEF, it also requires a large number of APN’s and it requires that the UE have an Ext-ID for each new application, the SCEF would need a way of mapping Ext-ID’s to APN names. This approach also provides no way for traffic from multiple applications to be multiplexed on the same PDN connection.
Only option 3 supports all 8 scenarios and allows traffic from multiple applications to be multiplexed on the same PDN connection.
Conclusion: In order to support traffic from multiple non-IP applications to/from the same UE without requiring that a different APN be used for each flow, a different SCEF for each non-IP flow, and without requiring multiple Ext-ID’s per UE, option 3 should be used.
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