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Proposal
Removes the terms A- and B-type QoS flows and aligns the text accordingly in TS 23.501.
#################### START CHANGE IN TS 23.501 #########################
5.7
QoS model

5.7.1
General Overview

The 5G QoS model supports QoS flow based framework. The 5G QoS model supports both QoS flows that require guaranteed flow bit rate and QoS flows that do not require guaranteed flow bit rate. The 5G QoS model also supports reflective QoS (see clause 5.7.5).

The QoS flow is the finest granularity of QoS differentiation in the PDU session. A QoS Flow ID (QFI) is used to identify a QoS flow in the 5G system. User Plane traffic with the same QFI value within a PDU session receives the same traffic forwarding treatment. The QFI is carried in an encapsulation header on N3 i.e. without any changes to the e2e packet header. It can be applied to PDUs with different types of payload, i.e. IP packets, non-IP PDUs and Ethernet frames. The QFI shall be unique within a PDU session.

NOTE 0:
A certain range of QoS Flow IDs (QFIs) is reserved for QoS flows where the "full" QoS profile will not be used. These QFIs will map directly to standardized 5QIs and a default ARP value.
Each QoS flow (GBR and Non-GBR) is associated with the following QoS parameters (details are described in clause 5.7.2):
-
5G QoS Indicator (5QI),
-
Allocation and Retention Priority (ARP).

Each GBR QoS flow is in addition associated with the following QoS parameters (details are described in clause 5.7.2):

-
Guaranteed Flow Bit Rate (GFBR) - UL and DL;

-
Maximum Flow Bit Rate (MFBR) - UL and DL;

-
Notification control.

Two ways to control QoS flows are supported:

1)
For non-GBR QoS Flows the QoS profiles can be allocated a standardized QFI value, and the standardized QFI value is associated with a specific 5QI value and default ARP. The rest of QoS parameters (e.g. session AMBR, UE AMBR) are implicitly set to zero for these QoS Flows. In this case no additional signaling is required at the time traffic for the corresponding QoS flows start, or;
2)
For GBR and non-GBR QoS Flows, all the necessary QoS profile(s) (i.e. QoS Parameters) and corresponding QFI(s) are sent to (R)AN with N2, N7, N11 signaling. QoS Flows can be added or removed dynamically via signaling during the PDU session.

NOTE 1:
Standardized QFIs use a different value range. 
NOTE 2: 
There can be multiple QoS Flows with unique QoS profile per each QoS flow within a PDU session.

NOTE 3:
For QoS flows with standardized QFIs, the AN derives the 5G QoS characteristics from the 5QI value the QFI is referring to.

The QoS parameters of a QoS flow are provided to the (R)AN over N2 at PDU Session or at QoS flow establishment and when 5G-RAN is used at every time the User Plane is activated. QoS parameters may also be pre-configured in the (R)AN for non-GBR QoS flows (i.e. without the need to be signalled over N2).
The network provides QoS rules to the UE for the classification and marking of UL traffic, i.e. the association of uplink traffic to QoS flows. These rules can be explicitly signaled over N1, pre-configured in the UE or implicitly derived by UE from reflective QoS. A QoS rule contains the QFI of the QoS flow, packet filters and corresponding precedence values. A default QoS rule is provided to the UE at PDU Session establishment, i.e. the default QoS rule shall include a packet filter which may be a match-all packet filter and an evaluation precedence value with highest possible value. In addition, pre-authorized QoS rules may be provided to the UE. QoS rules can be also provided at QoS flow establishment.
The principle for classification and marking of User Plane traffic to QoS Flows and mapping to AN resources is illustrated in Figure 5.7.1-1.
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Figure 5.7.1-1: The principle for classification and User Plane marking for QoS Flows and mapping to AN Resources
In DL incoming data packets are classified based on SDF filters. The CN conveys the classification of the User Plane traffic belonging to a QoS flow through an N3 User Plane marking using a QFI. The AN binds QoS flows to AN resources (i.e. Data Radio Bearers in case of in case of 3GPP RAN). There is no strict 1:1 relation between QoS flows and AN resources. It is up to the AN to establish the necessary AN resources to map the QoS flows to DRBs so that the UE receives the QFI (and reflective QoS (see clause 5.7.5) can be applied).

In UL, the UE classifies packets based on the uplink packet filters in the QoS rules and conveys the classification of the User Plane traffic belonging to a QoS flow through a User Plane marking using the QFI in the corresponding QoS rule. The UE binds QoS flows to AN resources.

The UE evaluates for a match, first the uplink packet filter amongst all packet filters in the QoS rules that has the lowest evaluation precedence index and, if no match is found, proceeds with the evaluation of uplink packet filters in increasing order of their evaluation precedence value. This procedure shall be executed until a match is found or all uplink packet filters have been evaluated. If a match is found, the uplink data packet is with the QFI that is associated with the matching packet filter. If no match is found and the default QoS rule contains one or more uplink packet filters, the UE shall discard the uplink data packet.







The following characteristics apply for processing of Downlink traffic:

-
UPF maps Service data flow (SDF) to QoS flows

-
UPF performs Session AMBR enforcement and also performs PDU counting for support of charging.

-
UPF transmits the PDUs of the PDU session in a single tunnel between 5GC and (R)AN, the UPF includes the QFI in the encapsulation header. In addition, UPF may include an indication for reflective QoS activation in the encapsulation header.

-
UPF performs transport level packet marking in downlink, e.g. setting the DiffServ Code point in outer IP header. Transport level packet marking can be based on the 5QI and ARP of the associated QoS flow.
-
(R)AN maps PDUs from QoS flows to access-specific resources based on the QFI and the associated 5G QoS characteristics and parameters, also taking into account the N3 tunnel associated with the downlink packet.

NOTE 4:
Packet filters are not used for binding of QoS flows onto access-specific resources in (R)AN.

-
If reflective QoS applies, the UE creates a new derived QoS rule. The packet filter in the derived QoS rule is derived from the (i.e. the header of the) DL packet, and the User Plane marking of the derived QoS rule is given the User Plane marking of the DL packet.

Following characteristics apply for processing of uplink traffic:

-
UE uses the stored QoS rules to determine mapping between SDFs and QoS flow. UE transmits the UL PDUs using the corresponding access specific resource for the QoS flow based on the mapping provided by RAN.

-
(R)AN transmits the PDUs over N3 tunnel towards UPF. When passing an UL packet from (R)AN to CN, the (R)AN determines the QFI value, which is included in the encapsulation header of the UL PDU, and selects the N3 tunnel.

-
(R)AN performs transport level packet marking in the uplink, transport level packet marking can be based on the 5QI and ARP of the associated QoS Flow.

-
UPF verifies whether QFIs in the UL PDUs are aligned with the QoS Rules provided to the UE or implicitly derived by the UE (e.g. in case of reflective QoS).
-
UPF performs Session AMBR enforcement and counting of packets for charging.

For UL Classifier PDU sessions, UL and DL Session AMBR shall be enforced in the UPF that supports the UL Classifier functionality. For multi-homed PDU sessions, UL and DL Session-AMBR is enforced separately per UPF that terminates the N6 interface (i.e. without requiring interaction between the UPFs) (see clause 5.6.4). The (R)AN shall enforce Max BitRate (UE-AMBR) limit in UL and DL per UE for non-GBR QoS flows. The UE shall perform UL rate limitation on PDU Session basis for non-GBR traffic using Session-AMBR, if the UE receives a PDU session AMBR.

Rate limit enforcement per PDU session applies for flows that do not require guaranteed flow bit rate. MBR per SDF is mandatory for GBR QoS flows but optional for non-GBR 5G QoS flows. The MBR is enforced in the UPF.
5.7.2
5G QoS Parameters
A 5QI is a scalar that is used as a reference to 5G QoS characteristics defined in clause 5.7.4, i.e. access node-specific parameters that control QoS forwarding treatment for the QoS flow (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.).
The 5QI in the standardized value range have one-to-one mapping to a standardized combination of 5G QoS characteristics as specified in Table 5.7.5-1.

For non-standardized combinations of 5G QoS characteristics, a 5QI value from the non-standardized value range together with the 5G QoS characteristics are signalled over N2, N11 and N7 at the time of PDU session or QoS flow establishment.

NOTE 1:
On N3, each PDU (i.e. in the tunnel used for the PDU session) is associated with one 5QI via the QFI carried in the encapsulation header. The same applies to the N9 interfaces. 5QI in standardized and non-standardized value range can be used for 5G QoS flows based on PCC decisions. Only 5QIs in standardized value range can be used for 5G QoS flows with standardized QFIs.

Editor's note:
It is FFS whether the ARP is included within the 5G QoS Profile sent to the UE.


The QoS parameter ARP contains information about the priority level, the pre-emption capability and the pre-emption vulnerability. The priority level defines the relative importance of a resource request. This allows deciding whether a new QoS flow can be accepted or needs to be rejected in case of resource limitations (typically used for admission control of GBR traffic). It can also be used to decide which existing QoS flow to pre-empt during resource limitations.

The range of the ARP priority level is 1 to 15 with 1 as the highest level of priority. The pre-emption capability information defines whether a service data flow can get resources that were already assigned to another service data flow with a lower priority level. The pre-emption vulnerability information defines whether a service data flow can lose the resources assigned to it in order to admit a service data flow with higher priority level. The pre-emption capability and the pre-emption vulnerability can be either set to 'yes' or 'no'.

The ARP priority levels 1-8 should only be assigned to resources for services that are authorized to receive prioritized treatment within an operator domain (i.e. that are authorized by the serving network). The ARP priority levels 9-15 may be assigned to resources that are authorized by the home network and thus applicable when a UE is roaming.

NOTE X:
This ensures that future releases may use ARP priority level 1-8 to indicate e.g. emergency and other priority services within an operator domain in a backward compatible manner. This does not prevent the use of ARP priority level 1-8 in roaming situation in case appropriate roaming agreements exist that ensure a compatible use of these priority levels.
In addition, the QoS flow may be associated with the parameter:

-
Notification control.
The Notification control may be provided for GBR QoS flows. The Notification control indicates whether notification should be made by the RAN if the QoS targets cannot be fulfilled for a QoS flow during the lifetime of the QoS flow. If it is set and QoS targets cannot be fulfilled, RAN sends a notification towards SMF.

Editor's note:
It is FFS whether the Notification control is needed for non GBR QoS flows.

For GBR QoS flows, the 5G QoS profile additionally include the following QoS parameters:

-
Guaranteed Flow Bit Rate (GFBR) - UL and DL;

-
Maximum Bit Rate (MFBR) -- UL and DL.

The GFBR denotes the bit rate that can be expected to be provided by a GBR QoS flow. The MFBR limits the bit rate that can be expected to be provided by a GBR QoS flow (e.g. excess traffic may get discarded by a rate shaping function).

GFBR and MFBR are signalled on N2, N11, and N7 for each of the GBR 5G QoS Flows for setting up the 5G QoS profile.
Each PDU Session of a UE is associated with the following aggregate rate limit QoS parameter:

-
per Session Aggregate Maximum Bit Rate (Session-AMBR).

The subscribed Session-AMBR is a subscription parameter which is retrieved from UDM. SMF may use the subscribed Session-AMBR or modify it based on local policy or use the authorized Session-AMBR received from PCF to get the Session-AMBR.  The Session-AMBR limits the aggregate bit rate that can be expected to be provided across all Non-GBR QoS flows for a specific PDU session.
Editor's note:
The above definition needs to be discussed for multi-homing PDU sessions.
Each UE is associated with the following aggregate rate limit QoS parameter:

-
per UE Aggregate Maximum Bit Rate (UE-AMBR).

The subscribed UE-AMBR is a subscription parameter which is retrieved from UDM. The UE-AMBR is set to the sum of the Session-AMBR of all PDU Sessions with active user plane up to the value of the subscribed UE-AMBR. The UE-AMBR limits the aggregate bit rate that can be expected to be provided across all Non-GBR QoS flows of a UE.
Editor's note:
It is FFS which network entity is responsible for determining the value of UE-AMBR.
#################### NEXT CHANGE #########################
C.2
General MPS Functionality

Editor's note:
This material is targeted against TS 23.501 , sub-clause 5.16.5, "Multimedia Priority Services."
Multimedia Priority Service (MPS) allows certain subscribers (i.e. Service Users as per TS 22.153 [w]) priority access to system resources in situations such as during congestion, creating the ability to deliver or complete sessions of a high priority nature. Service Users are government-authorized personnel, emergency management officials and/or other authorized users. MPS supports priority sessions on an "end-to-end" priority basis.

MPS is based on the ability to invoke, modify, maintain and release sessions with priority, and deliver the priority media packets under network congestion conditions. MPS is supported in a roaming environment when roaming agreements are in place and where regulatory requirements apply.

NOTE 1:
If a session terminates on a server in the Internet (e.g. web-based service), then the remote end and the Internet transport are out of scope for this specification.

A Service User obtains priority access to the Radio Access Network by using the Access Class Barring mechanism according to TS 36.331 [x] and TS 22.011 [y]. This mechanism provides preferential access to UEs based on its assigned Access Class. If a Service User belongs to one of the special access-classes as defined in TS 22.011 [y], the UE has preferential access to the network compared to ordinary users in periods of congestion.

Editor's note:
Whether NR in Rel.15 supports Access Class Barring mechanism according to TS 36.331 , or based on extensions and/or other specifications, depends on the decision of TSG RAN.
Editor's note:
For this release of the specification, particular 5G-RAN support for MPS (e.g. E-UTRAN access only, or E-UTRAN + NR) depends on the decision of TSG RAN.

MPS subscription allows users to receive priority services, if the network supports MPS. MPS subscription entitles a USIM with special Access Class(es). MPS subscription includes indication for support of priority PDU connectivity service and IMS priority service support for the end user. Priority level regarding QoS Flows and IMS are also part of the MPS subscription information. The usage of priority level is defined in TS 23.502 [3], TS 23.203 [4] and TS 23.228 [z].

Editor's note:
The term "Priority PDU connectivity services" is used to refer to 5G system functionality that corresponds to the functionality as provided by LTE/EPC Priority EPS bearer services in sub-clause 4.3.18.3 of TS 23.401 .
Service Users are treated as On Demand MPS subscribers or not, based on regional/national regulatory requirements. On Demand service is based on Service User invocation/revocation explicitly and applied to the PDU session for a DNN. When not On Demand, MPS service does not require invocation, and provides priority treatment for all QoS Flows within the PDU session that is configured to have priority for a given Service User after attachment to the 5G network.

NOTE 2:
According to regional/national regulatory requirements and operator policy, On-Demand MPS Service Users can be assigned the highest priority.

Editor's note:
Further details of 5G priority processing (e.g. based on Establishment Cause in RRC connection request, as specified for MPS in sub-clause 4.3.18.1 of TS 23.401 ) are excluded from TS 23.501 , based on the anticipated inclusion of such details in corresponding procedure descriptions within TS 23.502 [3].
The terminating network identifies the priority of the MPS session and applies priority treatment, including paging with priority, to ensure that the MPS session can be established with priority to the terminating user (either a Service User or normal user).

Priority treatment for MPS includes priority message handling, including priority treatment during authentication, security, and location management procedures.

Priority treatment for MPS session requires appropriate ARP and 5QI (plus 5G QoS characteristics) setting for QoS Flows according to the operator's policy.

NOTE 3:
Use of 5QI with non-standardised QoS characteristics for QoS Flows used for MPS enables the flexible assignment of 5G QoS characteristics (e.g. priority level) for MPS.

When an MPS session is requested by a Service User, the following principles apply in the network:

-
QoS Flows employed in an MPS session shall be assigned ARP value settings appropriate for the priority level of the Service User.

-
Setting ARP pre-emption capability and vulnerability for MPS QoS Flows, subject to operator policies and depending on national/regional regulatory requirements.

-
Pre-emption of non-Service Users over Service Users during network congestion situation, subject to operator policy and national/regional regulations.

Priority treatment is applicable to IMS based multimedia services and priority PDU connectivity service.

#################### END OF CHANGES #########################
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